RECONCILING DATA PRIVACY AND THE FIRST AMENDMENT
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This Article challenges the First Amendment critique of data privacy regulation—the claim that data privacy rules restrict the dissemination of truthful information and thus violate the First Amendment. The critique, which is ascendant in privacy discourse, warps legislative and judicial processes and threatens the constitutionalization of information policy. The First Amendment critique should be rejected for three reasons. First, it mistakenly equates privacy regulation with speech regulation. Building on scholarship examining the boundaries of First Amendment protection, this Article suggests that “speech restrictions” in a wide variety of commercial contexts have never triggered heightened First Amendment scrutiny, refuting the claim that all information flow regulations fall within the First Amendment. Second, the critique inaccurately describes current First Amendment doctrine. To demonstrate this point, this Article divides regulations of information flows into four analytic categories and demonstrates how, in each category, ordinary doctrinal tools can be used to uphold the constitutionality of consumer privacy rules. Third, the critique is normatively unpersuasive. Relying on recent intellectual histories of American constitutional law, this Article argues that fundamental jurisprudential reasons counsel against acceptance of the First Amendment critique. From the perspective of privacy law, there are striking parallels between the critique’s advocacy of “freedom of information” and the discredited “freedom of contract” regime of Lochner. More importantly, from the perspective of First Amendment law, the critique threatens to obliterate the distinction between economic and political rights at the core of post-New Deal constitutionalism. Rejecting the First Amendment critique thus has real advantages. At the level of policy, it preserves the ability of legislatures to develop information policy in a nuanced way. And at the level of theory, it preserves the basic dualism upon which the modern edifice of rights jurisprudence is built.
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INTRODUCTION

Although private-sector databases containing large amounts of personal information have existed for several decades, a number of recent technological advances and cultural shifts have enabled the easier dissemination of such information and the creation of larger, more detailed, and more useful databases.¹ While these advances permit ever-more efficient and valuable uses of consumer information by businesses, they also raise a cluster of undeniable but poorly defined legal issues about the rights of consumers to participate in, oversee, or control the ways in which data about them is used. Proposals attempting to resolve this so-called “database problem”² have been bedeviled by a range of practical and theoretical objections. Foremost among these objections is the widely held belief that because the First Amendment protects


2. Scholars grappling with the “database problem” have argued that the rights of individuals are threatened by detailed private-sector databases containing profiles of their preferences. These profiles contain potentially embarrassing information, including information about their health, political views, or sexual activities or inclinations. See generally SOLOVE, supra note 1, at 13–26.
at its core the dissemination of truthful information, any right of “data privacy” is in direct conflict with the First Amendment because any attempt to regulate the flow of personal data would inevitably require the government to impose unconstitutional restrictions on speech. This position, which I call the “First Amendment critique” of data privacy, enjoys widespread currency in the legal academy, the private sector, and recent privacy jurisprudence. For example, Eugene Volokh has argued that “[w]e already have a code of ‘fair information practices,’ and it is the First Amendment, which generally bars the government from controlling the communication of information (either by direct regulation or through the authorization of private lawsuits).”

This Article takes issue with the conventional wisdom that regulating databases regulates speech, that the First Amendment is thus in conflict with the right of data privacy, and that the Constitution thereby imposes an insuperable barrier to basic efforts to tackle the database problem. I argue that the relationship between privacy and the First Amendment is complex, but that it is not irreconcilable. Much of the perceived conflict results from an underappreciation of the definitional murkiness that suffuses existing legal conceptions of “privacy” and “speech.” Such murkiness has allowed what are essentially consumer protection issues in the economic rights context to be transformed into civil rights issues of the highest magnitude, as opponents of data privacy regulation have seized upon the First Amendment as a handy means of derailing proposals to deal with the database problem. The First Amendment critics overstate the First Amendment issues at stake in the context of most database regulation proposals, because such proposals are not regulation of anything within the “freedom of speech” protected by the First Amendment. Putting First Amendment rights talk to one side allows us to look at data privacy rules more clearly. And this new clarity reveals that a wide variety of these rules are fully justifiable under well-established First Amendment theory, either because they do not regulate “speech” protected by the First Amendment, or because they are legitimate speech regulations under existing doctrine.

My approach has, I believe, significant advantages for both data privacy and free speech. On the privacy side, harmonizing data privacy with free speech removes a significant theoretical and practical obstacle to constructive discussions about, and potential solutions to, the database problem. It also avoids the constitutionalization of domestic information policy, permitting that policy to be developed in a way that reflects the enormous complexity of the issue. And on the speech side, recognizing the murky way that we perceive the

existence of First Amendment problems allows us to assess both speech and
nonspeech issues more effectively. More fundamentally, resisting the creep of
First Amendment analysis into the economic rights and commercial context
preserves the basic and essential division between civil and economic rights
at the core of modern constitutionalism.

I develop these claims in four parts. Part I sets forth the data privacy
issues raised by the collection, aggregation, and use of large amounts of per-
sonal information by private-sector businesses. Next, it sketches the First
Amendment critique, which posits that attempts to regulate the database
problem through law run directly into the unyielding strictures of the First
Amendment. Under this view, data privacy rules that give individuals the
right to control how their personal information is used restrict communications
between speakers and thus impermissibly burden protected speech. The
critique suggests not only that legal protection of data privacy is contrary to
current First Amendment jurisprudence, but also that creating new free
speech exemptions to permit data privacy “speech restrictions” would have
many unfortunate consequences, including providing powerful rationales to
support other, less benign speech restrictions. I argue that although the critique
raises a host of practical and theoretical problems for data privacy law, informa-
tion policy, and even free speech theory itself, existing scholarly responses
to the First Amendment critique of database regulation are either incomplete
or unsatisfying because they grant too much ground to the First Amendment
critics with respect to the scope of the First Amendment in this context.

Part II responds to the First Amendment critics by suggesting that the
simple logic equating privacy regulation with speech regulation is incorrect.
Indeed, this is entirely the wrong way to frame the issue, as it rests on an
overbroad conception of the types of rules that are perceived to implicate
First Amendment analysis. The First Amendment critics’ assumption not
only ignores the reality that few data privacy rules actually involve speech, but
also significantly overstates the breadth of the protection afforded by the
First a protected by the First Amendment, because large categories of
“speech” regulations (such as criminal solicitation, anticompetitive offers,
and copyright infringement) do not in reality trigger heightened First
Amendment scrutiny. Building upon the work of the few scholars to have
examined the First Amendment in this way, I suggest that much of this
“speech” is either outside the scope of the freedom of speech protected by
the First Amendment, or constitutes a hitherto unnoticed category of speech
warranting rational basis review. I then defend this conception of the scope
of First Amendment analysis against both First Amendment critics and
their pro-privacy opponents, each of whom too readily accepts the presence of a tension or conflict between privacy rules and speech rights.

Following this reconceptualization of the relationship between free speech and privacy, Part III responds to the First Amendment critique in more detail, demonstrating how existing doctrine fully supports a wide variety of privacy regulations without violating the First Amendment. In order to assess and demonstrate the constitutionality of such rules more easily, I divide privacy rules that implicate information flows into four categories: collection rules, use rules, disclosure rules, and telemarketing rules. Information collection rules, which govern the circumstances under which persons can collect information about others, create virtually no First Amendment problems and have been upheld in a wide variety of contexts. Similarly, information use rules also raise few issues of constitutional magnitude, because our law does not consider the use of information to make decisions to be “speech” any more than collecting information is “speaking.” While information disclosures are a harder case than use or collection, I demonstrate that, when properly conceptualized, nondisclosure rules in the database context do not significantly implicate the First Amendment. Regulating how two parties to a commercial transaction act with respect to information received during that transaction no more offends the Constitution than does government regulation of other aspects of the commercial relationship. Indeed, our law is replete with instances in which confidential information is protected against disclosure under a whole host of public and private law rules, few of which have ever been thought to involve restrictions on speech. Finally, I address direct regulation of telemarketing, and argue that although such regulation certainly implicates the commercial speech rights of telemarketers, the First Amendment nevertheless permits significant regulation of telemarketing activity. Accordingly, I argue, ordinary data privacy rules are fully consistent with the First Amendment.

Finally, Part IV contends with the First Amendment critique at a more abstract level, placing the critique in its historical and jurisprudential context. I argue that when viewed from the twin perspectives of privacy law and First Amendment law, the real theoretical problems of the First Amendment critique are made manifest. From the privacy law perspective, the modern First Amendment critique of data privacy regulation will, if it is unchallenged, prohibit discussion and resolution of the tremendously thorny database problem, thereby constitutionalizing national information policy and placing its resolution outside the democratic process. Indeed, the parallels are striking between the strong form of the First Amendment critique and the discredited “liberty of contract” doctrine of the Lochner period. Drawing upon
recent scholarship treating legal history as a species of intellectual history, I argue that both *Lochner* and the First Amendment critique represent responses to the leading economic public policy issue of their day with a liberal theory of rights constitutionalism that is fundamentally flawed. Finally, looking at the critique from the First Amendment law perspective, I argue that the broad, expansive, and slippery conceptualization of the First Amendment at the core of the First Amendment critique is ultimately inconsistent with the basic dualist premise of modern constitutionalism—the bifurcated standards of judicial review given to civil versus economic rights. I assert the critique paves the way for the obliteration of the distinction between economic and civil rights at the core of post-*Lochner* American constitutionalism. Serious recognition of the First Amendment critique would result not only in the constitutionalization of a major and complex policy issue, but also would threaten to unravel the basic premise upon which post–New Deal constitutionalism is based.

I. THE FIRST AMENDMENT CRITIQUE OF DATA PRIVACY REGULATION

Scholars exploring the conflict between the right of privacy and the First Amendment have traditionally located its origins with the publication of Samuel Warren and Louis Brandeis’s foundational 1890 article “The Right to Privacy.” In their article, Warren and Brandeis sought to establish a common law tort of “privacy” to protect principally against intrusions by an overzealous media. Although a conflict between privacy and speech might thus seem inevitable, this conclusion is belied somewhat by the fact that both privacy law and modern First Amendment doctrine can trace their origins back to the turn of the twentieth century when both were guided significantly by the writings of Louis Brandeis. Thus, while Brandeis’s famous *Harvard Law Review* article is widely understood as the progenitor of twentieth-century privacy law, his concurrence in *Whitney v. California* has been equally influential in the creation and development of modern free speech jurisprudence.


Although privacy and speech have shared an uneasy coexistence in American law, this tension is a product of a conceptual murkiness shared by both doctrines, rather than any fundamental incompatibility. Despite its recognition for over a century, the right to privacy has been poorly articulated and only vaguely theorized. As a result, modern commentators despair at ever being able to define "privacy" coherently. Although the First Amendment has received greater theoretical attention by judges and scholars, latent murkiness in First Amendment theory also persists, exacerbating the perceived tensions with privacy theory. Nevertheless, when the First Amendment and privacy have come into conflict in the past, most significantly in a long line of Supreme Court cases invalidating attempts to impose liability on the press for committing the tort of disclosure of private information, the First Amendment has universally triumphed. Such a result is undoubtedly consistent with the basic tenet of modern constitutional law that public discussions of issues of matters of public concern "should be uninhibited, robust, and wide-open." Modern First Amendment critics of data privacy regulation hearken back to this long tradition of privacy being in tension with the First Amendment, with privacy inevitably losing out when weighed against the constitutional primacy of free speech. And although defenders of privacy have struggled to articulate a theory whereby privacy rules can withstand First Amendment scrutiny, few scholars have been able to articulate persuasive justifications why any right of data privacy should survive when pitted against the robust modern First Amendment.

With this context in mind, I attempt in this part to frame the basic problem facing scholars, judges, and lawmakers confronting the conceptual intersection of data privacy and the First Amendment. First, I briefly describe the database problem in order to identify the practical stakes in this often theoretical debate. Second, I describe the First Amendment critique of data privacy regulation. I argue that no compelling response to the First Amendment critique has yet been fully articulated in the privacy literature; although a few scholars have attempted to take on the First Amendment critics, their arguments are neither complete nor convincing.

9. See Kent Gormley, One Hundred Years of Privacy, 1992 WIS. L. REV. 1335.
11. See infra Part II.
14. See infra note 71 and accompanying text.
A. The Database Problem

There is a vast and often redundant literature describing the database problem, and I have no intention of adding to it here. However, a brief overview of the contours of the problem will be helpful in setting up and contextualizing the analysis that follows. Governments have been keeping records about their citizens for centuries, most notably tax and criminal records. In the nineteenth century, the federal census raised what we would today call privacy concerns and federal law was amended to protect the confidentiality of information collected by the government. In the twentieth century, with the expansion of American government during and after the New Deal period, dozens of national government agencies including the FBI, the Internal Revenue Service, the military, and the Social Security Administration began keeping trillions of records on individual citizens. The invention and spread of increasingly cheaper and more capable computers only facilitated this process, particularly as the use of social security numbers as uniquely effective personal identifiers enabled agencies to link records and integrate them with other databases, including state and private databases. As the Supreme Court has recognized, modern government possesses an “accumulation of vast amounts of personal information in computerized data banks or other massive government files,” including information taken from “[t]he collection of taxes, the distribution of welfare and social security benefits, the supervision of public health, the direction of our Armed Forces, and the enforcement of our criminal laws.”

Public sector databases do create significant privacy problems, including increasing the risk of identity theft, chilling expressive but eccentric behaviors, revealing embarrassing information to private parties, and raising the specter of an Orwellian state. But such problems can be addressed (at least

15. For a detailed discussion of the database problem, see sources cited supra note 1.
19. See id. at 232.
Reconciling Data Privacy and the First Amendment

at a theoretical level) through ordinary public law rules without any significant constitutional impediments.22 No one suggests that the government has a right to publish any and all secrets it learns about its citizens absent a need to do so; indeed, the Supreme Court has stated on several occasions that individuals have a constitutional right to prevent the government from making public at least certain kinds of information about themselves.23

The same technological advances that have permitted the creation of public sector databases have also allowed businesses and other private-sector entities to keep ever larger and more detailed records about individuals. These records can be created from a variety of sources, including publicly available government records, human resource databases, promotional activities such as contests and mass mailings, and transactional data from noncash purchases, frequent shopper programs, and Internet and telephone use.24 Information collected from these sources often has more value as a saleable commodity than for the purposes for which it was originally collected. Indeed, corporations are eager to acquire many different kinds of information about consumers, including information about their lifestyles, tastes, and even psychological profiles.25 Such information is provided by the "profiling industry," a group of companies that aggregate information contained in private databases to create consumer profiles that are then offered for sale to interested parties, be they private or public.26 The level of detail contained in such profiles is striking, and can include information such as a person's social security number, shopping preferences, health information (including diseases and disorders suffered), financial information, race, weight, clothing size, arrest record, lifestyle preferences, hobbies, religion, reading preferences, homeownership, charitable contributions, mail order purchases and type, and pet ownership.27 Such information can be bought for as little as $65 per thou-

---

22. For example, the Privacy Act of 1974, 5 U.S.C. § 552a (2000), gives individuals certain rights with respect to data about them in federal government databases.
23. E.g., Nixon v. Adm'r of Gen. Servs., 433 U.S. 425 (1977); Whalen, 429 U.S. 589. Backstopping this constitutional protection is the Freedom of Information Act, 5 U.S.C. § 552. Although the Act generally provides for public access to information held by the government, it exempts from disclosure certain categories of government information, the disclosure of which might constitute an "unwarranted invasion of personal privacy." Id. §§ 552(b)(6), 552(b)(7)(C).
25. See Solove, supra note 1, at 1404.
26. Such companies are also known as "commercial data brokers," or "CDBs." See generally Chris J. Hoofnagle, Big Brother's Little Helpers: How ChoicePoint and Other Commercial Data Brokers Collect and Package Your Data for Law Enforcement, 29 N.C. J. INT'L L. & COM. REG. 595 (2004).
sand names, categorized by the type of consumer sought by marketers. One profiling company was reported to have personal and private information about virtually every consumer in the United States, Britain, and Australia. In addition to being intrusive and deeply unsettling to many people, the multibillion dollar profiling industry provides the lifeblood of data on which the direct marketing industry survives.

At the practical level, such activities raise at least four kinds of privacy concerns. First, databases can be used to process “sensitive information”—nonnewsworthy but nonetheless potentially embarrassing or highly personal information. Most people would be horrified if this information floated freely from database to database. Second, “uber-databases” can be created, composed of nonsensitive information in such enormous quantities that the database constitutes a highly detailed dossier of a person’s entire existence. Third, the information contained in consumer profiles can be quite inaccurate. Finally, there are no meaningful legal requirements that personal information in consumer profiles be kept securely. If used improperly, the sheer level of detail contained in consumer profiles can facilitate crimes such as identity theft, stalking, or harassment.

Large-scale private databases also significantly raise the stakes for government surveillance. Governments have long used private records to spy upon their citizens—often with sinister consequences—and the availability of

28. See id.
29. See A. Michael Froomkin, The Death of Privacy?, 52 STAN. L. REV. 1461, 1473–74 (2000); see also SOLOVE, supra note 1, at 18–21 (collecting other examples).
31. See, e.g., Karas, supra note 1, at 437–39.
34. One of the most alarming incidents involves the case of Amy Boyer, who was murdered at her workplace by a man who received Boyer’s date of birth, social security number, home address, and work address from an information broker. The information broker had used pretexting—using already available information and lying about one’s identity and purpose—to get Boyer to reveal her employment information. See Remsburg v. Docussearch, Inc., 816 A.2d 1001, 1009 (N.H. 2003).
35. In one case, a major profiling company used inmates to process consumer data surveys. One of the prisoners used information from one woman’s survey—including her name, address, buying habits, and medical information—to harass her, sending her a sexually explicit letter sprinkled with personal, identifying details and proposing to visit her home upon his release. See Stanley S. Arkin, Misuse and Misappropriation of Electronically Stored Information, N.Y. L.J., July 23, 2001, at 3.
36. Perhaps the most sinister such use of business records occurred in 1940, when the invading German armies used business records, among other sources, to identify Jews for roundup by the Gestapo. See Richard Sobel, The Degradation of Political Identity Under a National Identification
larger and more detailed private records about people makes such forms of surveillance easier for governments to engage in. Indeed, recent activities by the federal government to investigate and forestall terrorism have frequently relied on computerized private-sector customer records containing financial, airline passenger, and other data. The government also has been contracting increasingly with private businesses, by acquiring databases of personal information and funding novel private-sector data collection projects. To the extent such private data collection is not state action, it allows the government, in effect, to outsource surveillance beyond the scope of otherwise applicable statutory and constitutional restrictions.

Database privacy is a complex problem, and database regulation would be costly. This is particularly true insofar as privacy regulations by their very nature would tend to keep information away from individuals who would like to see it, be they employers, credit card companies, potential spouses, or even journalists. And regulation of profiling practices would provide, at a minimum, significant economic costs to that industry. But many scholars have argued that there are other costs to privacy regulation. Kent Walker asserts that "[l]egislating privacy comes at a cost: more notices and forms, higher prices, fewer free services, less convenience, and, often, less security." Some commentators have argued that broad privacy rules would not only be costly, but also could lead to unintended consequences such as a decrease in self-regulation, services offered to the public, and data made available for research. Law and economics scholars like Richard Posner conclude that privacy rules inefficiently decrease the total supply of information, increase

37. See Hoofnagle, supra note 26, at 611 (noting that database companies package personal data for sale to law enforcement and offer substantial discounts to government customers).
39. See SOLOVE, supra note 1, at 168–74.
40. See Hoofnagle, supra note 26, at 635–37.
42. Walker, supra note 41, at 87–88.
transaction costs, and encourage fraud.44 Others extend this argument and claim that the inefficiency of privacy rules means that consumers are actually better off with less privacy regulation than with more, as the free, unfettered flow of information leads to a socially optimal result of lower prices for consumers.45

B. The First Amendment Critique

The foregoing has not intended to propose regulatory solutions to the database problem, but merely to suggest that this problem is important, complex, and demands serious and thoughtful deliberation before it can be resolved in any meaningful way. Indeed, the database problem has produced no shortage of proposals seeking to address its privacy implications.46 But virtually all such proposals run squarely into what I call the "First Amendment critique": the claim that because the creation, assembly, and communication of information are at the core of the First Amendment, data privacy rules that restrict this expressive activity improperly burden free speech and are thus largely or entirely unconstitutional. The First Amendment critique is a significant theoretical and practical obstacle to data privacy regulation because it asserts that the First Amendment automatically resolves any privacy policy issues created by the database problem by preventing any regulatory solution that impinges upon the free flow of information. The simplicity and salience of the critique have caused it to become part of the conventional wisdom in the data privacy debate.47 Indeed, privacy scholars have


46. See Hahn & Layne-Farrar, supra note 43 (collecting and assessing numerous such proposals).

been unable to refute the critique, allowing it to dominate both constitutional jurisprudence and democratic policymaking with respect to data privacy.

The most prominent First Amendment critic is Eugene Volokh. Volokh starts from the proposition that although data privacy sounds unthreatening in the abstract, "the difficulty is that the right to information privacy—my right to control your communication of personally identifiable information about me—is a right to have the government stop you from speaking about me." Accordjingly, while private agreements to restrict speech are enforceable under express and implied contract principles, any broader, government-imposed code of fair information practices that restricts the ability of speakers to communicate truthful data about other people is inconsistent with the most basic principles of the First Amendment. Indeed, Volokh goes so far as to conclude that "despite their intuitive appeal, restrictions on speech that reveals personal information are constitutional under current doctrine only if they are imposed by contract, express or implied." Volokh's argument can be boiled down to two basic elements: First, data privacy regulation that restricts the communication of information and that is not grounded in contract violates the First Amendment; and second, the changes to existing doctrine necessary to permit data privacy rules could be used to justify other, more sinister exceptions to free speech doctrine.

Other scholars make arguments similar to Volokh's. Relying on the Supreme Court cases invalidating the privacy tort in the context of media publication of truthful facts, Fred Cate has argued more bluntly that electronic information flows should be entitled to full First Amendment protection, and that any attempt to restrict the communication of truthful data faces a high (if not insurmountable) First Amendment obstacle. Solveig Singleton also suggests that efforts to regulate consumer privacy in the database...
context run squarely into established First Amendment limits on government power. Singleton concludes "there is no justification for regulating the collection and use of data by the private sector. Regulations intended to protect privacy by outlawing or restricting the transfer of consumer information would violate rights of free speech." The critique has resounded not just with numerous scholars of a conservative or pro-business bent, but also with liberal First Amendment scholars such as Robert O'Neil, Rodney Smolla, and Michael Froomkin. Laurence Tribe has also argued publicly that the processing of personal data by telephone companies is speech entitled to full First Amendment protection. Tribe argued that such data is created and assembled by telephone companies for marketing, and that "the First Amendment protects [a speaker's] right not only to advocate their cause but also to select what they believe to be the most effective means of so doing." Finally, other scholars who might not adopt the strong Volokh-Singleton formulation of the First Amendment critique nevertheless accept its basic premise that data privacy raises real

58. Rodney A. Smolla, Privacy and the First Amendment Right to Gather News, 67 GEO. WASH. L. REV. 1097, 1138 (1999) ("As matters stand today, strong First Amendment doctrines stand in the way of many of the most meaningful privacy reforms.").
59. Froomkin, supra note 29, at 1521–23 (concluding that the First Amendment raises serious questions about the constitutionality of existing federal privacy statutes).
60. Brief for Appellant at 6, U.S. West, Inc. v. FCC, 182 F.3d 1224 (10th Cir. 1999) (No. 98-3451).
First Amendment issues, and that regulation of consumer privacy needs to be crafted carefully to avoid constitutional objections.  

The salience of the First Amendment critique in academic and legal discourse has influenced both courts and policymaking. As a result, the First Amendment critique is a major obstacle to coherent data privacy regulation. Two recent cases illustrate the jurisprudential uncertainty that the critique has fomented. In U.S. West, Inc. v. FCC, the Tenth Circuit struck down as an unconstitutional burden on commercial speech a rule imposing a duty of confidentiality upon telephone companies with respect to customer data collected in the course of providing telephone service. Similarly, the First Amendment critique played a significant role in the recent litigation over the FCC's "Do-Not-Call" Registry, which allows consumers who do not wish to receive commercial telemarketing calls to place their telephone numbers on a list of numbers that telemarketers are forbidden from calling. Applying the critique, a federal district court invalidated the Registry as an unconstitutional infringement on commercial speech. Although the Tenth Circuit correctly

---

61. See, e.g., Vera Bergelson, It's Personal, But Is It Mine? Towards Property Rights in Personal Information, 37 U.C. DAVIS L. REV. 379, 396–400 (2003) (noting that the First Amendment problems identified by Volokh, Singleton, and others should significantly shape the legal response to consumer privacy issues); Walker, supra note 41, at 123. Walker writes:

Recognizing that we are legislating in the shadow of the First Amendment suggests a powerful guiding principle for framing privacy regulations. Like any laws encroaching on the freedom of information, privacy regulations must be narrowly tailored and powerfully justified. . . . Legislators should identify a specific and real harm and tailor any responsive laws narrowly.


62. 182 F.3d 1224.


65. I have argued elsewhere that the Tenth Circuit's reversal of the lower court was correct, both as a doctrinal and a normative matter. See Caroline E. Mayer, National No-Call List Upheld by Court, WASH. POST, Feb. 18, 2004, at E1 ("The court [correctly] concluded that the right of people to enjoy their homes outweighs the right of companies to intrude upon that privacy to try and sell them things," Richards said.").
reversed the lower court on appeal, the First Amendment critique nevertheless seriously complicated resolution of the issue, with the constitutionality of the Registry in limbo for months. Despite the ultimately satisfactory resolution of the Do-Not-Call litigation from a privacy perspective, courts remain deeply divided over the salience of the critique. The Supreme Court has said little with respect to this issue, and has not granted certiorari to clear up the confusion among lower courts.

In addition to its effects on litigation, the First Amendment critique is a potent weapon against privacy rules in the legislative process. Perhaps because the critique is an easy political argument for opponents of regulation to make, and because it invites litigation whenever new privacy measures are enacted, lawmakers and regulators are likely to take the critique into account in drafting privacy rules, thereby skewing the outcome of such deliberative processes. For example, when the State of Washington attempted to pass a privacy bill in early 2000, the attempt was scuttled by business groups professing Professor Volokh's claims that the free flow of commercial information is constitutionally compelled. These examples illustrate the practical significance of the First Amendment critique—the confusion and discord that it is causing in both democratic policymaking and the courts.

Perhaps because of the inherent appeal of First Amendment arguments generally to legal academics (especially those who tend to support privacy rights), surprisingly few scholars have challenged the First Amendment critique in any detail. Indeed, although a handful of scholars have disagreed with the arguments of Volokh and others who advocate the critique, they

---

67. See, e.g., L.A. Police Dep't v. United Reporting Publ'g Corp., 528 U.S. 32 (1999); United Reporting Publ'g Corp. v. Cal. Highway Patrol, 146 F.3d 1133, 1140 (9th Cir. 1998) (holding a California statute prohibiting release of arrestee names and addresses for commercial purposes unconstitutional under the Central Hudson test). In the context of credit report regulation, other courts have accepted the critique's premise that the sale of databases is "speech," but these courts have applied intermediate scrutiny and found the privacy interests sufficient to outweigh the business speech interests. See, e.g., Trans Union Corp. v. FTC, 245 F.3d 809, 818–19 (D.C. Cir. 2001) (restricting a consumer reporting agency's sale of targeted marketing lists did not violate the First Amendment); Individual Reference Servs. Corp. v. FTC, 145 F. Supp. 2d 6 (D.D.C. 2001), aff'd sub nom. Trans Union LLC v. FTC, 295 F.3d 42 (D.C. Cir. 2002). But see Equifax Servs., Inc. v. Cohen, 420 A.2d 189 (Me. 1980) (invalidating under the First Amendment a state law requiring the consent of a consumer before a firm could request that consumer's credit history).
69. See Johnson, supra note 56, at 23–24.
70. See, e.g., THOMAS I. EMERSON, TOWARD A GENERAL THEORY OF THE FIRST AMENDMENT 76 (1966) ("Any society sincerely interested in protecting the right of privacy is hardly likely to be at the same time hostile to the right of free expression. Both interests tend to have the same friends and the same enemies.").
have done so either in short essays or in sections of longer pieces. This is unfortunate, because the First Amendment critique asserts a simple, constitutionalized solution to a complex and thorny social problem of the first importance. To be clear, I believe that the simplistic mantra of "freedom of information" is no more a satisfying solution to the complex database problem facing the digital age than the "freedom of contract" was to the industrial age a century ago. In the rest of this Article, I lay out a series of doctrinal, conceptual, and jurisprudential responses to the First Amendment critique. Reconceptualizing the First Amendment issues at stake in the database context reveals that the policy choices behind the regulation of private information in the computer age are not foreordained by the First Amendment.

II. ARE PRIVACY RULES SPEECH RULES?

One of the basic assumptions of the First Amendment critics is that regulating privacy is the same as regulating speech. This view is best summarized by Eugene Volokh, who argues:

[T]he right to information privacy—my right to control your communication of personally identifiable information about me—is a right to have the government stop you from speaking about me. We already have a code of "fair information practices," and it is the First Amendment, which generally bars the government from controlling the communication of information (either by direct regulation or through the authorization of private lawsuits), whether the communication is "fair" or not. While privacy protection secured by contract is constitutionally sound, broader information privacy rules are not easily defensible under existing free speech law.

This part tackles and rebuts this foundational assumption at the conceptual level. Although there exists much ambiguity not only in privacy law but also in the...
scope of the First Amendment, there are definite, significant areas in which the
two do not conflict. I hope to show that substantial regulation of privacy rights
is possible without implicating the First Amendment at all, thereby setting the
stage for a doctrinal and jurisprudential reconciliation in subsequent parts
between the First Amendment and the right of data privacy.

Part II.A addresses the fundamental assumption of the First Amendment
critics that privacy regulation means speech regulation. I argue that most data
privacy regulations in the form of a "code of fair information practices" have
nothing to do with free speech under anyone's definition. Part II.B focuses
on the regulation of information flows and suggests that the First Amendment
accords heightened scrutiny to far fewer regulations of "speech" than previous
scholars have assumed. I argue that First Amendment critics and the few
privacy scholars to have responded to them have improperly conflated
information flows—such as the sale of a database—with the "freedom of
speech" protected by the First Amendment. In my view, there are valid First
Amendment reasons for drawing distinctions between speech and
information flows. Recognizing such distinctions provides a superior way of
conceptualizing the First Amendment implications of the database problem.

A. Privacy Regulation Through Codes of Fair Information Practices

Regulation of the collection, use, and disclosure of personal data is often
proposed as a code of fair information practices.\(^74\) Such proposals call for a com-

\(^74\)\footnote{See Schwartz, supra note 71, at 1561.}

\(^75\)\footnote{See Marc Rotenberg, \textit{Fair Information Practices and the Architecture of Privacy (What Larry Doesn't Get)}, 2001 \textit{STAN. TECH. L. REV.} 1, ¶ 8, at http://stlr.stanford.edu/STLR/Articles01_STLR_1/index.htm.}


\(^77\)\footnote{5 U.S.C. § 552a (2000).}

\(^76\)\footnote{See Schwartz, supra note 71, at 1561.}

\(^75\)\footnote{See Marc Rotenberg, \textit{Fair Information Practices and the Architecture of Privacy (What Larry Doesn't Get)}, 2001 \textit{STAN. TECH. L. REV.} 1, ¶ 8, at http://stlr.stanford.edu/STLR/Articles01_STLR_1/index.htm.}


\(^77\)\footnote{5 U.S.C. § 552a (2000).}
of personal information held by the federal government. In particular, Section (e) of the Privacy Act mandates that federal agencies follow fair information practices.

The norms established by the Housing Department's report and the Privacy Act have been tremendously influential in the United States and other countries, and many scholars agree that there is a global consensus regarding the basic standards of fair information practices for both the public and private sectors. Joel Reidenberg has summarized this consensus as guaranteeing four protections against data misuse: (1) standards for data quality, which ensure that data is acquired legitimately and is used in a manner consistent with the purpose for which it was acquired; (2) standards for transparency or openness of processing, such as giving individuals meaningful notice regarding how their information is being used; (3) special protections for sensitive data (for example, race, sexual preference, political views, or telephone numbers dialed), such as requiring opt-in consent before such data may be used or disclosed; and (4) some standards of enforcement to ensure compliance.

Recognizing the similarity between the privacy issues in the public and private sectors, numerous state and federal laws impose codes of fair information practices in a variety of private-sector contexts. Such statutes attempt to protect consumers from inappropriate uses of personal data by businesses. Federal examples of such laws include the Fair Credit Reporting Act, the Electronic Communications Privacy Act (ECPA), the Video Privacy Protection Act (VPPA), and the Family Educational Rights and Privacy

78. For an assessment of the Privacy Act, see Robert Gellman, Does Privacy Law Work?, in TECHNOLOGY AND PRIVACY: THE NEW LANDSCAPE, supra note 1, at 193.
79. See Schwartz, supra note 71, at 1561 n.12; see also PAUL M. SCHWARTZ & JOEL R. REIDENBERG, DATA PRIVACY LAW § 5 (1996).
80. See Gellman, supra note 78, at 196.
82. For a comprehensive overview of the many federal statutes governing private sector records, see generally DANIEL J. SOLove & MARC ROTENBERG, INFORMATION PRIVACY LAW 491-566 (2003).
83. 15 U.S.C.A. § 1681-1681t (West 1998 & Supp. 2004) (regulating the disclosure and the use of consumer credit information, and giving consumers the right to receive copies of credit records and to correct erroneous information contained in such records).
84. 18 U.S.C.A. § 2511 (West 2000 & Supp. 2004) (prohibiting, inter alia, intentional interception of contents of telephone conversations or e-mail, and disclosure of contents of such communications to others).
85. 18 U.S.C. § 2710 (2000) (prohibiting video stores from disclosing to third parties videos that its customers have rented). The great irony of the VPPA is that it was passed in reaction to the disclosure of Supreme Court nominee Robert Bork's video records during his confirmation. Bork's nomination was defeated in part because of his opposition to a constitutional right of privacy. See RICHARD C. TURKINGTON & ANITA L. ALLEN, PRIVACY LAW 494 (2d ed. 2002).
Act.\textsuperscript{86} Violations of such federal codes of fair information practices for the private sector are punished by both criminal law prosecutions and private tort law actions, which authorize significant minimum statutory and punitive damages.\textsuperscript{87}

Statutes that embody fair information principles do far more than merely regulate information flows or prevent disclosures. Paul Schwartz has argued that under Reidenberg’s four-part taxonomy of fair information practices, principle one (ensuring data quality), principle two (ensuring transparency of processing), and principle four (ensuring enforcement) simply have nothing to do with speech under anyone’s definition.\textsuperscript{88} Only principle three (providing protection against the use or disclosure of sensitive data) “corresponds to Volokh’s idea of information privacy as the right to stop people from speaking about you.”\textsuperscript{89} Although I agree that many fair information practices do not regulate speech, if the First Amendment critics are correct that principle three nondisclosure rules are speech restrictions that violate the First Amendment, it follows that government enforcement of such rules under principle four by either direct regulation or the enforcement of tort judgments similarly violates the First Amendment. But, as I demonstrate below, nondisclosure rules, just like other elements of fair information practices applied to commercial databases, are fully consistent with the First Amendment. The most important point to take from the preceding discussion, however, is that even if one accepts that nondisclosure rules create First Amendment problems, significant forms of information privacy protection envisioned by codes of fair information practices and protected by current laws have nothing whatsoever to do with the First Amendment under anyone’s reading.

B. The Constitutional Metaphysics of “Speech”

The insight that information privacy rules are usually modeled upon a code of fair information practices allows us to separate out many of the types of privacy regulations that have nothing to do with speech. It also shows that the rhetorical suggestion that all privacy rules are speech rules is significantly

\textsuperscript{86} 20 U.S.C.A. § 1232g (West 2000 & Supp. 2004) (regulating the disclosure of educational records maintained by primary, secondary, and postsecondary institutions that receive federal funds).

\textsuperscript{87} See, e.g., 18 U.S.C.A. § 2511(4)(a) (criminalizing violations with fines up to $10,000 and up to five years imprisonment); id. § 2520(b)-(c) (authorizing a civil action for violations under which successful plaintiffs can obtain, in addition to attorney’s fees and punitive damages, compensatory damages equal to the greater of (1) the sum of actual damages and defendant’s profit as a result of the violation or (2) statutory damages equal to the greater of $100 per day of violation or $10,000).

\textsuperscript{88} Schwartz, supra note 71, at 1561–62.

\textsuperscript{89} Id. at 1562.
overblown. But Schwartz and Reidenberg's typology merely tells us that while some parts of a code of fair information practices regulate information flows, much of a typical code has nothing to do with information flows. Their model does not ultimately help us with the really hard question at the core of the First Amendment critique—the constitutional status of information flow regulation.90

The critics argue that regulation of information flows is regulation of speech, and that free information flows are therefore as constitutionally mandated as free speech. What then do we make of this claim that information flow regulation is a "right to stop other people from speaking about you"?91 I believe that most privacy regulation that interrupts information flows in the context of an express or implied commercial relationship is neither "speech" within the current meaning of the First Amendment,92 nor should it be viewed as such.93 By contrast, the handful of scholars who have previously responded to this question have tended to assume that all information flows are speech, and then disagreed about whether the First Amendment allows or prohibits various forms of privacy regulations. In so doing, these scholars have rejected the notion that at least some forms of data flows might fall outside the scope of heightened First Amendment protection.94 But by neglecting to consider the boundaries of the First Amendment, scholars seeking to reconcile privacy regulation with the First Amendment have conceptualized the problem improperly, and thereby have missed an important opportunity to explain precisely why privacy rules are fully consonant with our traditions of robust protection for free speech.

Is it conceptually possible to treat commercial information flows as falling outside the "freedom of speech" that the First Amendment protects? That is, even if the critics are correct that the creation or sale of a database is a "communication" of information, is that communication necessarily speech that warrants heightened scrutiny under the First Amendment? Making this determination requires an assessment of the boundaries of First Amendment protection. Unfortunately, in spite of the importance of the First Amendment

90. See, e.g., Volokh, supra note 3, at 1054–55.
91. Id. at 1049.
92. See infra Part III.
93. See infra Part IV.
94. See Schwartz, supra note 71, at 1564; Solove, supra note 71, at 975–1032 (considering and rejecting this approach); Volokh, supra note 3, at 1080–87 (same). One notable exception is Julie Cohen, who has suggested at a theoretical level that regulation of information markets might not implicate heightened First Amendment review. Cohen, supra note 47, at 1417. Cohen's arguments are thoughtful, although she does not develop them in detail and notes that "much work remains to be done." Id. at 1415–16. Nevertheless, my argument in this part builds undeniably upon Cohen's nuanced and sophisticated analysis.
to American legal and political culture, very little has been written on the line between the “freedom of speech” protected by the First Amendment and that which is not protected. This lack of attention is even more surprising when one considers the large number of First Amendment cases decided by the Supreme Court alone over the past four decades, as well as the even more voluminous bulk of First Amendment scholarship by legal and other academics.

The handful of scholars who have studied this issue suggest that a freedom of speech challenge to a regulation requires a court to answer two questions. The first question is whether there is a First Amendment issue in the first place—whether the regulation infringes upon the “freedom of speech” that the First Amendment protects. The scholarship addressing this issue frames the question as one involving the “coverage,” the “boundaries,” or most commonly the “scope” of the First Amendment. This question—what I will call the “scope question”—asks whether the activity in question is speech that the First Amendment protects at all.

If the answer to the scope question is “yes,” the Court must answer a second question. This question focuses on the “level” of “obligation” or strength of First Amendment “protection.” In answering the second question, a court must determine what portion of “the full arsenal of First Amendment rules, principles, standards, distinctions, presumptions, tools, factors, and three-part tests becomes available to determine whether the particular speech will actually wind up being protected.” I call this question the “level of protection” question.

95. See, e.g., Frederick Schauer, First Amendment Opportunism, in ETERNALLY VIGILANT: FREE SPEECH IN THE MODERN ERA 175 (Lee C. Bollinger & Geoffrey R. Stone eds., 2002).
96. Daniel Farber estimates that “the Supreme Court has decided well over two hundred First Amendment cases, most of them since 1970.” DANIEL A. FARBER, THE FIRST AMENDMENT 1–2 (2d ed. 2003).
99. Id. at 1769.
103. Kalven, supra note 101, at 278.
104. Frantz, supra note 102, at 1436.
105. Schauer, supra note 98, at 1769. See generally id. at 1769 & nn.10–11 (collecting sources).
106. Id. at 1769.
Courts and scholars invariably focus upon the level of protection question in First Amendment analysis, with the unfortunate result that the scope question has been significantly understudied. Nevertheless, the scope question remains a critical one. The initial work done in this area by Kent Greenawalt on language, speech, and crime concluded that even though much of what the criminal law punishes is "speech" within the common dictionary or lay understanding of the term, imposing criminal punishment for speech is rarely, if ever, considered to raise First Amendment concerns. Thus, we do not perceive the speech used to engage in fraud, to make criminal threats, to form and advance conspiracies, or to solicit criminal acts as First Amendment speech. Punishment imposed on such speech is, both doctrinally and theoretically, not an "abridg[ement]" of the "freedom of speech." Frederick Schauer has expanded Greenawalt's list beyond the criminal context, noting that the First Amendment does not apply to government regulations of speech in the contexts of securities, antitrust, labor organizing, copyrights, trademarks, sexual harassment, the regulation of doctors, lawyers, and other professionals, and vast amounts of evidence and tort law. Schauer argues that the fact that the First Amendment's boundaries are much narrower than the ordinary understanding of the word "speech" suggests the need for further study of the concept of "constitutional salience"—"the often mysterious political, social, cultural, historical, psychological, rhetorical, and economic forces that influence which policy decisions surface as constitutional issues and which do not."

Unfortunately, calling things "speech" or "not speech" and thereby placing large areas of speech beyond the scope of the First Amendment tends to make people nervous. There is, however, an alternative method of approaching the inquiry. Rather than looking at which communications are "speech" and which are "not speech," it is possible to view the category of "unprotected" speech as something like the rational basis category that exists in other areas of rights jurisprudence, but which never has been articulated in the context of the First Amendment. Under this approach, all "speech" would be covered by the First Amendment, but the scope question could be viewed as a threshold for invoking heightened scrutiny in much the same way that

108. See Greenawalt, supra note 100, at 79-140 (collecting cases).
109. See U.S. CONST. amend. I.
110. Schauer, supra note 98, at 1777-84.
111. Id. at 1768.
suspect classification analysis performs this role in equal protection and due process jurisprudence. "Speech," in the ordinary sense of the term, that fails the scope question would receive rational basis review. For example, in Equal Protection Clause jurisprudence, a court assessing the constitutionality of a classification must compare the type of classification with the list of so-called "suspect classes." While racial classifications receive strict scrutiny and classifications made on the basis of sex receive intermediate scrutiny, classifications involving economic rights receive minimal judicial scrutiny. Similarly, in the due process context, economic rights are assessed under rational basis review, while the existence of a "fundamental right," such as reproductive autonomy or the right to vote, increases the level of scrutiny.

Viewed in this way, the scope and level of protection questions in First Amendment analysis would operate in a similar manner: The scope question determines whether heightened scrutiny is warranted, and if it is, the level of protection question allocates the appropriate doctrinal formulation with which to assess the constitutionality of the speech restriction. For example, regulation of the content of political speech broadcast from a loudspeaker van would be assessed under a strict scrutiny standard, while a content-neutral regulation of the noise level emanating from such a van would be assessed under intermediate scrutiny. But economic regulation of the market for loudspeakers or electrical appliances would receive rational basis review.

Critically, then, just as a classification falling outside one of the suspect categories in equal protection analysis would receive rational basis review, so too would regulations of speech falling outside the scope of the First Amendment. Speech in this category, whether we call it "unprotected speech" or "speech outside the scope of the First Amendment," is merely speech within the dictionary definition of the term that does not warrant heightened protection against government regulation. This might be the case because the speech is threatening, obscene, libelous, and thus part of the "established" categories of "unprotected speech." But it might also be the case because

---

113. See id. at 695.
116. Roth v. United States, 354 U.S. 476, 485 (1957) (holding that obscene materials are outside the scope of First Amendment protection); see also Miller v. California, 413 U.S. 15, 24 (1973) (establishing a three-part test for determining whether speech is obscene and therefore outside First Amendment protection).
117. N.Y. Times Co. v. Sullivan, 376 U.S. 254, 268 (1964) (stating that libelous speech is not protected by the Constitution but must not be used as a guise for punishing criticism).
the speech is an insider trading tip, \textsuperscript{118} a false statement in a proxy statement, \textsuperscript{119} an offer to create a monopoly in restraint of trade, \textsuperscript{120} or a breach of the attorney-client privilege. \textsuperscript{121} In either case, the speech would be outside the scope of the First Amendment and could be regulated as long as a rational basis exists for so doing. Such an approach to First Amendment analysis is not just descriptively accurate, but is entirely defensible under current doctrine, because the freedom of speech is one of the "fundamental rights" protected by the Fourteenth Amendment's Due Process Clause against the states. \textsuperscript{122}

In the specific context of privacy and speech, this approach would work in an identical fashion. Ordinary public and private law rules regulating businesses engaged in the trade in customer data would be, like other forms of commercial regulation, outside the scope of the First Amendment and thus subject to rational basis review. \textsuperscript{123} Examples of such laws would include a paradigmatic code of fair information practices regulating the commercial assembly, processing, and use of large-scale consumer databases. Such regulations would constitute "laws of general applicability" under current doctrine and would not warrant heightened judicial scrutiny beyond the deferential standard applied to most economic regulations. By contrast, regulations of privacy rules that restrict protected speech or that burden conduct with a significant expressive component would fall within the scope of the First Amendment. Such regulations would thus warrant heightened judicial scrutiny. For example, regulation of speech on matters of public or general concern (such as articles in \textit{Consumer Reports}, disclosure of newsworthy private facts about individuals, discussions of the merits of particular companies, or even some gossip about individuals) would warrant heightened (and most likely strict) scrutiny. Other forms of lesser-protected speech such as telemarketing\textsuperscript{124} or regulation of conduct

\textsuperscript{120} Id. (citing Am. Column & Lumber Co. v. United States, 257 U.S. 377 (1921)).
\textsuperscript{121} United States v. Longo, 70 F. Supp. 2d 225, 264 (W.D.N.Y. 1999) (holding that the proper remedy for evidence gained as a breach of the attorney-client privilege is suppression of the evidence).
\textsuperscript{122} See CHEMERINSKY, supra note 112, at 695.
\textsuperscript{123} My purpose at this stage of the analysis is merely to sketch the basic conceptual framework that courts should apply in approaching the intersection of privacy and speech. In Part III of this Article, I attempt to demonstrate in greater detail how this approach is consistent with the bulk of modern free speech jurisprudence, and how ordinary doctrinal tools can be applied to demonstrate the constitutionality of most meaningful regulatory responses to the database problem. Because doctrinal rules are only as good as the policies underlying them and the consequences they produce, in Part IV, I attempt a more abstract normative defense of the jurisprudential implications of my approach.
\textsuperscript{124} See infra Part III.D.
with a significant expressive component (such as a law outlawing cameras)\textsuperscript{125} would receive intermediate scrutiny under the commercial speech doctrine. But the ordinary regulation of the commercial data trade would receive only rational basis review, just as the economic regulation in our loudspeaker example would.

To be clear, I believe that this model accurately describes the way First Amendment law implicitly approaches the scope question. I also believe, however, that this approach is normatively superior to the current conceptual framework used by scholars, who too often neglect the scope question. Looking at restrictions of "speech" in terms of the scope question first can provide a way of resolving their First Amendment status without forcing them into existing doctrinal categories into which they might not fit well. Looking carefully at whether regulation of information flows and databases is really a regulation of speech within the scope of the First Amendment could thus produce a potentially satisfying doctrinal and theoretical response to the First Amendment critique, allowing us to separate the easy, nonspeech cases away from the minority of cases in which free speech and data privacy are in conflict. Such an approach has at least two additional advantages. First, by separating the regulations that threaten First Amendment values from those that do not, it is possible to have a more honest debate about the public policy implications of additional privacy protections in the database context. The benefits and pitfalls of privacy rules can thus be debated on their own merits by scholars and by legislative bodies, free from the unnecessary, distracting, and discourse-distorting effects of fundamentally spurious First Amendment arguments. Such a discussion is, as I have suggested, currently being short-circuited by constitutional objections when privacy rules are drafted and by needless First Amendment litigation after their enactment.\textsuperscript{126} And when such litigation does arise, this approach avoids having the merits of the regulations at issue settled after judicial proceedings in which policy arguments are forced to masquerade as theories of constitutional interpretation. Second, by separating out the easy cases, we can more easily focus on providing doctrinal and theoretical solutions to the really difficult (and important) ones—cases in which the First Amendment and privacy are actually in conflict.

The First Amendment critics would, I imagine, have two responses to this approach. First, they would argue that the exceptions to the scope of the First Amendment are few, defined, and narrowly construed, covering only such established doctrinal categories as obscenity, "incitement, false

\textsuperscript{125.} See infra notes 213–215 and accompanying text.

\textsuperscript{126.} See supra notes 62–69 and accompanying text.
statements of fact, threats, and the like." Secondly, they would argue that even though new exceptions could certainly be created, doing so would create a pernicious and dangerous precedent for other, more nefarious exceptions to protected free speech in the future.

With respect to the first argument, I am not convinced that the critics accurately describe the universe of free speech cases. The First Amendment critics are correct that the Supreme Court has held that much of what we think of as communicative speech falls within the scope of the First Amendment, and the Court has also held a few categories to be outside the scope and thus to constitute "unprotected speech." But the Court has never held in a blanket fashion that all communications fall within the scope of the First Amendment and are thus subject to heightened protection. Indeed, as the examples identified by Greenawalt and Schauer reveal, there are many areas of law regulating the content of speech that are not thought to be within the scope of the First Amendment as either a doctrinal or theoretical matter. And as Schauer has argued in responding to an analogous claim, to take the position of the First Amendment critics is to be afflicted with the common ailment of spending too much time with the casebooks—defining the domain of constitutional permissibility by reference to those matters that have been considered viable enough to be litigated in, and close enough to be seriously addressed by, the courts, especially the Supreme Court. But if we are interested in the speech that the First Amendment does not touch, we need to leave our casebooks and the Supreme Court's docket behind; we must consider not only the speech that the First Amendment noticeably ignores, but also the speech that it ignores more quietly.

As a descriptive matter, then, the universe of speech within the scope of the First Amendment, as defined by existing case law, is significantly smaller than the universe of "speech," as understood by the dictionary or lay definition, because the universe of "exceptions" to the Free Speech Clause is far greater than is conventionally thought.

129. See supra notes 107–111 and accompanying text.
130. Schauer, supra note 98, at 1777–78.
131. The scholarship of Eugene Volokh can be seen as trying to use existing doctrinal tools to bring these unappreciated or underappreciated contexts within the ambit of First Amendment protection. His response to my claim would presumably be "I am arguing that courts ought not ignore the First Amendment this way; when speech is being restricted based on its content, courts should explicitly explain why this restriction is permissible." Eugene Volokh, Speech as Conduct: Generally Applicable Laws, Illegal Courses of Conduct, "Situation-Altering Utterances," and the Uncharted
If the First Amendment critics are thus wrong as a descriptive or interpretive matter about the universe of speech, what about their second claim that creating “new” exceptions to existing doctrinal categories would be a bad idea? Eugene Volokh argues that the changes in jurisprudence necessary to reconcile data privacy with the First Amendment—whether by creating new data privacy exceptions to existing free speech doctrine, or expanding existing exceptions such as commercial speech doctrine—would open the door for a variety of other, more sinister speech restrictions. For example, Volokh argues that widening the exception for speech on matters of private concern would give a strong argument to those who wish to restrict other types of “private” speech that do not address matters of public concern, such as sexually themed speech ranging from “pornography to art to sexual humor.” Similarly, he suggests, broadening commercial speech doctrine to accommodate data privacy speech restrictions would stretch the doctrinal category to such a degree that many types of socially beneficial speech and commentary about economic matters would also fall into the category of regulatable commercial speech, “[g]iving the government an ill-defined but potentially very broad power to restrict such speech.”

I am not convinced by Volokh’s slippery slope argument, for three reasons. First, treating the sale of a consumer database as outside the First Amendment does not create a “new exception” to existing doctrine. To the contrary, there is very little authority assessing the constitutional status of rules of this sort, which suggests that these regulations have never been thought to raise First Amendment problems. Rather than creating a “new exception” to existing doctrine, such restrictions more likely fall as a descriptive matter into what Schauer terms the “speech that [the First Amendment] ignores more quietly.”

Zones, 90 CORNELL L. REV. (forthcoming 2005) (manuscript at 58 n.212, on file with author); see also sources cited infra note 372 and accompanying text. To the extent that this is a normative argument rather than a descriptive one, I respond to it infra Part IV.

132. Volokh, supra note 3, at 1098.
133. Id. at 1087.
134. For example, in his dissent from the denial of certiorari in the Trans Union case, Justice Kennedy noted that the law was unsettled about how to characterize the sale of a targeted marketing list containing the names and addresses of consumers. Trans Union LLC v. FTC, 536 U.S. 915, 916 (2002) (Kennedy, J., dissenting from denial of certiorari). Justice Kennedy did seem to hint that he thought the lists were entitled to some protection, but a dissent from a denial of certiorari has no precedential value. To the contrary, Kennedy’s dissent reveals the confusion in this area of First Amendment law, as he acknowledges that the Court’s plurality opinion in Dun & Bradstreet, Inc. v. Greenmoss Builders, Inc., 472 U.S. 749 (1985), is in some tension with his own views of the scope of heightened First Amendment protection.
135. Schauer, supra note 98, at 1778.
Second, Volokh’s argument takes issue with the very process by which the Supreme Court has structured First Amendment review since at least New York Times Co. v. Sullivan, in which it sketched the modern formulation for how state tort rules that implicate First Amendment concerns should be evaluated. Rather than engaging in the often treacherous task of balancing the values and harms of speech in particular cases, the Supreme Court in Sullivan articulated the theory of what scholars have called “definitional” or “categorical” balancing. Under this approach, the Court balances the interests involved in a class of speech and sets the level of scrutiny for all cases that fall within the class. In the context of privacy rights, just as in the context of the intersection between tort law and free speech generally, the Supreme Court has settled on a categorical balancing approach to resolve the conflict between privacy claims and free speech. Volokh may disagree with this approach, but to the extent he argues that creating privacy exemptions under the First Amendment violates the First Amendment, his slippery slope argument appears either to criticize a significant portion of the same free speech jurisprudence he seeks to protect, or implicitly to propose a radical departure from that jurisprudence.

Third, Volokh’s argument rests on the premise that creating new “exceptions” from the protection of the First Amendment creates “doctrinal, political, and psychological” arguments for creating other exceptions to the First Amendment by analogy, and that the creation of such exceptions is likely to occur in practice. Although he claims that he is not making a slippery slope argument of a “today this speech restriction; tomorrow the Inquisition” sort, his argument is confessedly some form of slippery slope argument, even if it is a more nuanced one than most. In that regard, Volokh’s theoretical claim is undercut significantly by the way that the Supreme
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139. See, e.g., Bartnicki v. Vopper, 532 U.S. 514, 534 (2001) (“In this case, privacy concerns give way when balanced against the interest in publishing matters of public importance.”). The Court also considers privacy (or at least the line between that which is public and that which is private) as a critical element in allocating the standard of review in defamation cases—public figures must plead and prove more elements than private figures who bring the action in order to recover for damage due to their reputations. Compare Sullivan, 376 U.S. at 279–80 (requiring a public figure to prove actual malice to recover for defamation), with Gertz v. Robert Welch, Inc., 418 U.S. 323, 347 (1974) (requiring private figures to prove only something more than strict liability to recover damages for actual injury).
140. Volokh, supra note 3, at 1052.
141. Id.
Court has actually decided free speech cases over the past half-century. Although the Supreme Court has established several categories of speech that do not enjoy either full protection as core speech or any protection whatsoever, these categories have tended to shrink over time, rather than to grow. For example, although the Supreme Court in the 1940s generally supported free speech rights, it did carve out at least two categories of speech as unprotected by the First Amendment—"fighting words" and commercial speech.

Although Volokh's argument would predict that the "fighting words" doctrine established in *Chaplinsky v. New Hampshire* would lead not only to a broadening of its own doctrinal category but also to the creation of new categories of unprotected speech, this has not happened in practice; indeed, although the Supreme Court has not reversed *Chaplinsky*, it has never subsequently upheld a conviction under the case's theory. Thus, in *Gooding v. Wilson*, when the Court addressed a conviction under a statute substantively identical to the one it upheld in *Chaplinsky*, it declared the statute unconstitutional under the overbreadth doctrine, even though the petitioner in that case had undeniably engaged in activity outside the First Amendment under the "fighting words" doctrine.

Similarly, although the Supreme Court held in *Valentine v. Chrestensen* that commercial speech was unprotected speech, subsequent
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145. 315 U.S. 568 (excluding from First Amendment protection "fighting" words—those which by their very utterance inflict injury or tend to incite an immediate breach of the peace.").
147. Gooding, 405 U.S. 518.
148. Id. at 528.
149. 316 U.S. 52 (1942).
150. Id. at 54–55; see also Breard v. Alexandria, 341 U.S. 622, 645 (1951) (reaffirming Chrestensen as applied to a prohibition against door-to-door solicitation of magazine subscriptions).
decisions have brought commercial speech within the protections of the First Amendment, with the relaxed intermediate scrutiny of *Central Hudson Gas and Electric Corp. v. Public Service Commission* giving way over time to greater and greater protection for commercial speech. As a result, the central issue of commercial speech doctrine has gradually but fundamentally shifted over the last twenty years from whether commercial speech should be protected at all to whether it warrants protection on a par with "core" political speech, as several members of the Court have argued.

It is certainly difficult to predict future events based upon trends from the past. But the robust protection that the courts have given to free speech suggests that refining categories of unprotected or partially protected speech is unlikely to lead to serious free speech problems down the road through any slippery slope mechanism. Indeed, the principal theoretical and practical difficulty at the intersection of speech and privacy is not a problem of protecting speech from privacy, but of safeguarding some privacy protection under a juridical regime in which free speech always wins.

Although most privacy scholars believe that privacy rights are not extinguished by the First Amendment, the handful of such scholars who have disagreed explicitly with the First Amendment critique would also reject an approach to the problem that focuses on the boundaries of the First Amendment. Paul Schwartz and Daniel Solove concede that information disclosure rules raise First Amendment problems, but they believe that an adjusted right of data privacy can stand up to the First Amendment. Schwartz argues that nondisclosure rules can survive balancing against the First Amendment because they "help maintain the boundary between public discourse and the other realms of communication" and because "standards of fair information practices serve to safeguard deliberative democracy by shaping the terms of individual participation in social and political life." Solove argues that in the context of information disclosure rules, privacy interests should be balanced against First Amendment rights. Although he considers

152. 447 U.S. 557 (1980).
154. Schwartz, supra note 71, at 1563-64.
it tempting to exclude disclosures of private information categorically from the definition of “speech” under the First Amendment, Solove ultimately rejects this approach as “conceptually sloppy or even dishonest absent a meaningful way to argue that these examples do not involve communication.”\(^{155}\) According to Solove, “[d]ealing with privacy issues by categorizing personal information as nonspeech is undesirable because it cloaks the real normative reasons for why society wants to permit greater regulation of certain communicative activity.”\(^{156}\) Solove argues that it is both preferable and more intellectually honest to engage in pragmatic, contextual balancing between speech and privacy.\(^{157}\)

Solove’s and Schwartz’s arguments are thoughtful, but I believe they grant too much ground to the First Amendment critique and ultimately may prove to be underprotective of privacy interests, particularly in the database context. First, to the extent these scholars share the same view of the boundaries of the First Amendment as the critics do, I have already addressed these objections.\(^{158}\) Second, to the extent we disagree whether the sale of databases constitutes “speech” within the scope of the First Amendment, I argue below that under current doctrine, the sale or transfer of most commercial databases does not fall within the protections of the First Amendment.

Third, I doubt that Solove’s balancing approach would provide meaningfully increased protection for privacy protection in the courts. Solove urges courts to depart from the current paradigms under which they balance privacy against the First Amendment—whether the individual is a public or private figure and whether the information is public or private—and to replace them with an approach focusing on “the relationships in which information is transferred and the uses to which information is put.”\(^{159}\) However, such an approach merely substitutes one vague set of criteria for another and risks an overcontextualized jurisprudence. As Solove concedes, “[i]f social norms about the propriety of disclosures are too diffuse and contestable, then a law protecting against ‘improper’ disclosures may become too unpredictable or even unworkable.”\(^{160}\) Solove’s solution to this problem of “hyper-contextualism” is essentially the one put forth by Warren and Brandeis over 100 years ago—that courts can articulate the contours of murky rules like negligence on a

\(^{155}\) Solove, supra note 71, at 981.
\(^{156}\) Id.
\(^{157}\) Id. at 976–77.
\(^{158}\) See supra notes 127–132 and accompanying text.
\(^{159}\) Solove, supra note 71, at 1031.
\(^{160}\) Id. at 1026.
I am skeptical that Solove's contextually pragmatic proposal would work significantly better than the categorically pragmatic method applied by existing jurisprudence. Solove's approach would, I fear, lead to inconsistent results through the processes of courts applying slippery standards on a case-by-case basis. In addition, any balance between the powerful First Amendment and a nuanced right of privacy is unlikely to protect much privacy at all.

Although some form of balancing is perhaps inevitable in the hard cases pitting privacy against the First Amendment, I believe it is not only important to separate out the easy cases from the hard cases, but also that an approach that treats private information differently is more consistent with the workable "categorical balancing" approach courts have taken in the First Amendment context since *New York Times v. Sullivan*. In the next part, I show how this approach works in practice.

III. CATEGORIZING PRIVACY RULES UNDER THE FIRST AMENDMENT

The previous part attempted to complicate the argument of the First Amendment critics that privacy rules necessarily regulate speech protected by the First Amendment. Because many privacy rules have nothing to do with information flows, they have nothing to do with speech. And, as a conceptual matter, privacy rules regulating information flows are not necessarily within the scope of the First Amendment. In this part, I attempt to demonstrate more specifically why privacy rules will rarely, if ever, create a problem under the First Amendment.

Given the notorious slipperiness of the term "privacy," it is necessary to impose some sort of order on the analysis that follows. Every information flow in the database context can be broken down into a series of stages, which are helpful categories to assess the different kinds of privacy rules that can apply to a transaction in personal information. Information is first collected by companies, then used to assemble databases, disclosed to companies wishing to use the information (either for marketing or for the creation of larger databases), and then often used as the basis for direct marketing, such as telemarketing or junk mail. Accordingly, possible regulations of information flows can be divided into four categories, corresponding to the four stages of information processing performed by the database industry: (1) rules governing the collection of...
information, (2) rules governing the use of such information, (3) rules governing the disclosure of information, and (4) regulation of direct marketing.

This taxonomy makes, I believe, two significant contributions to the literature on information flows. First, looking at the problem in this way reveals that ordinary information collection and information use rules are not speech rules at all. Information disclosure rules are closer to speech, but in the commercial context they are usually outside the scope of the First Amendment. And while direct regulation of telemarketing is undeniably regulation of commercial speech within the scope of the First Amendment, current doctrine nevertheless permits quite extensive regulation of such speech. Second, regardless of whether individual or categorical sorts of privacy rules ultimately pass muster under the First Amendment, separating out the various types of privacy restrictions on the free flow of information allows us to take a careful look at the constitutional issues raised by four very different types of data privacy rules. In this regard, I hope that this taxonomy is a useful (and hopefully value-neutral) contribution to the discourse on information flows.

A. Information Collection Rules

Information collection rules govern the process of gathering data and assembling databases. They represent the legal regime covering the ways in which entities acquire information and specify when collection is permissible and when it is not. Examples include requiring a company to obtain a customer's permission before it makes a record of the customer's data, regulating the use of cookies to gather information on the Internet, and regulating or prohibiting the use of scanning devices to intercept telephone conversations or e-mails.

A wide variety of rules operate, directly or indirectly, to restrict access to information without raising First Amendment issues. Most fundamentally, generally applicable property and tort law prohibits information collection by separating the public sphere from the private. It is no defense to a claim of trespass for the trespasser to assert that he infringed the property rights of another to gain information. In addition to trespass, most states recognize the intrusion into seclusion tort, one of the four “privacy torts” recognized

163. See Doe v. High-Tech Inst., Inc., 972 P.2d 1060, 1067 (Colo. Ct. App. 1998) (noting that the “vast majority of courts in other jurisdictions” have recognized not only other types of privacy claims, but also specifically “intrusion upon seclusion” claims). Indeed, with Minnesota most recently adopting the privacy tort via the common law in 1998, see Lake v. Wal-Mart Stores Inc., 582 N.W.2d 231, 235 (Minn. 1998), only North Dakota and Wyoming have never recognized a cause of action for invasion of privacy, see O'NEIL, supra note 57, at 77.
by William Prosser as having evolved out of Warren and Brandeis's *Right to Privacy* article. The intrusion tort goes much further than trespass and imposes liability upon anyone "who intentionally intrudes, physically or otherwise, upon the solitude or seclusion of another or his private affairs or concerns . . . if the intrusion would be highly offensive to a reasonable person." Courts have applied this tort to mail tampering, eavesdropping, nonconsensual entry into homes, sexual harassment, repeated intimidating phone calls, overzealous surveillance or "shadowing," and sexual voyeurism. Other sorts of information collection rules regulate unfair business practices such as industrial espionage. For example, the tort of misappropriation of trade secrets "protects a person's right to keep certain information 'secret,' by providing a cause of action against anyone who misappropriates a reasonably protected secret."
In addition to state tort law, certain forms of eavesdropping (including industrial espionage)\textsuperscript{74} are also prohibited by federal law. The Electronic Communication Privacy Act (ECPA) prohibits the use of any "device" to intercept the contents of an aural conversation.\textsuperscript{175} The ECPA has been held to outlaw, inter alia, secret tape recording of meetings,\textsuperscript{176} hidden microphones,\textsuperscript{177} the surreptitious eavesdropping on or recording of telephone conversations,\textsuperscript{178} and the participation of telephone companies in illegal government wiretapping.\textsuperscript{179} Furthermore, many states also have statutes providing analogous civil actions\textsuperscript{180} that in some instances offer more protection than the ECPA.\textsuperscript{181}

In the consumer context, information collection rules require disclosures by businesses and informed consent by consumers. These rules even outlaw commercial data gathering that is unfair or unconscionable. For example, fraud law generally governs the receipt of any thing of value (including personal

\textsuperscript{74} The Supreme Court has noted that the need to protect information from industrial espionage is one of the core interests that the federal Wiretap Act was enacted to address. Bartnicki v. Vopper, 532 U.S. 514, 530 n.16 (2001).


\textsuperscript{177} Cross v. Ala. State Dep't of Mental Health & Mental Retardation, 49 F.3d 1490 (11th Cir. 1995).


\textsuperscript{179} Jacobson v. Rose, 592 F.2d 515 (9th Cir. 1978).

\textsuperscript{180} E.g., CAL. PENAL CODE § 631 (West 1999); FLA. STAT. ANN. § 934.10 (West 2001); MASS. ANN. LAWS ch. 272, § 99Q (Law. Co-op. 2004); MINN. STAT. ANN. §§ 626A.13, 626A.32 (West 2003); N.Y. PENAL LAW § 250 (McKinney 2000); WASH. REV. CODE ANN. § 9.73.060 (West 2003).

\textsuperscript{181} The Massachusetts wiretapping statute, MASS. ANN. LAWS ch. 272, § 99, has been held more restrictive than ECPA and, thus, not subject to preemption by the federal law. United States v. Smith, 726 F.2d 852, 862 (1st Cir. 1984); accord MINN. STAT. ANN. §§ 626A.13, 626A.32 (unlike ECPA, provides civil remedy for violations involving intrastate communications).
data) under false pretenses. The use of fraud or other deceptive practices in obtaining consumer data could also constitute a violation of the Uniform Deceptive Trade Practices Act (UDTPA), and would fall within the powers of the Federal Trade Commission (FTC) to deter and punish unfair trade practices under section five of the Federal Trade Commission Act.

Another important federal consumer protection law, the Fair Credit Reporting Act, regulates the assembly of credit reports, allowing, for example, employers to obtain credit reports for "employment purposes" only if the employee or potential employee first authorizes the collection in writing.

A variety of federal laws regulate information collection in the electronic context. Anti-hacking laws such as the Computer Fraud and Abuse Act (CFAA) impose criminal penalties on hackers by essentially exporting trespass law to the electronic world. For example, the CFAA imposes criminal punishment on anyone who "intentionally accesses a computer without authorization or exceeds authorized access, and thereby obtains ... information from any protected computer." Federal wiretapping law, of which the ECPA is a significant part, also proscribes the intentional interception of the contents of an electronic communication such as an e-mail or telephone conversation, without the consent of one of the parties to the communication, and punishes a violation through both criminal and tort law remedies. The Children's Online Privacy Protection Act regulates the collection of information from children by web sites, imposing notice and express parental consent requirements.


183. See Minnesota ex rel. Hatch v. Fleet Mortgage Corp., 158 F. Supp. 2d 962, 966–68 (D. Minn. 2001) (holding that a bank's failure to disclose to customers that it planned to share customer information with telemarketers stated a claim under the UDTPA and state fraud law).


187. Id. §§ 2510(4), 2511(1)(a).

188. Id. § 2511(2)(d).

189. Id. § 2511(4)(a) (authorizing imprisonment for up to five years for violations).

190. Id. § 2520(c)(2). Successful plaintiffs can obtain damages equal to the greater of (1) the sum of the actual damages and the defendant's profit as a result of the violation or (2) statutory damages equal to the greater of $100 per day of violation or $10,000. Id.

Finally, to the extent that web sites make representations about their information collection practices in their privacy policies, the FTC reviews these policies under its unfair trade practice jurisdiction. One could imagine an expansion of FTC jurisdiction not only to require privacy policies, but also to dictate the substantive content of the trade practices that these policies address. Similarly, as part of regulating the commercial relationship between customers and businesses, the law could require that businesses disclose their privacy policies with respect to the subsequent uses and disclosures of data they collect. It would be difficult to argue that regulating the commercial relationship in this manner implicates the First Amendment, even though one could imagine the disclosures as a kind of forced or compelled speech. Moreover, no one considers Securities Exchange Commission or Truth in Lending Act (TILA) disclosures or Food and Drug Administration labeling requirements to raise serious First Amendment issues.

My purpose in this discussion of information collection rules has not been to attempt to catalog them systematically, but rather to suggest their ubiquity. Information collection rules are a common feature of both common and statutory law. Unsurprisingly, these rules do not fall within the scope of the First Amendment under either current First Amendment doctrine or theory. These rules are of "general applicability," neither discriminating against nor significantly impacting the freedoms guaranteed by the First Amendment. The paradigmatic case of a generally applicable law is the private property right against trespass, which does not implicate the First Amendment under well-established doctrine. Thus, in a line of cases involving protests in shopping centers, the Supreme Court has concluded that the First Amendment "has no part to play."

---

192. For example, in 1998 the FTC filed a complaint against a company called GeoCities after it "misrepresented the purposes for which it was collecting personal identifying information from children and adults." GeoCities and the FTC agreed to settle later that year. See Press Release, Fed. Trade Comm'n, Internet Site Agrees to Settle FTC Charges of Deceptively Collecting Personal Information in Agency's First Internet Privacy Case: Commission Establishes Strong Mechanics for Protecting Consumers' Privacy Online (Aug. 13, 1998), available at http://www.ftc.gov/opa/1998/08/geocitie.htm. Although the settlement has been criticized by scholars for being little more than a slap on the wrist, see, e.g., Paul M. Schwartz, Privacy and Democracy in Cyberspace, 52 VAND. L. REV. 1609, 1637–38 (1999), the larger point is that information collection regulation of this sort is already within the purview of the FTC and is not considered to be constitutionally infirm. More recently, the FTC has brought charges against a company called Gateway Learning Corporation for allegedly renting out customer information collected from its web site to direct marketers, despite promises to the contrary in its privacy policy. Gateway Learning Corp., No. C-4120 (FTC Sept. 10, 2004), available at http://www.ftc.gov/os/caselist/0423047/0423047.htm.


in the general application of trespass law to protestors, because private landowners may, unlike the government, exclude speakers from their property for any reason, including their disagreement with the content of the speaker's message.  

In at least two cases, however, rules governing information collection might be thought to cross into territory patrolled by the First Amendment. First, reporters engaged in newsgathering (a form of information collection) have argued that they have a First Amendment right under the Free Press Clause of the First Amendment to do so. This issue has been particularly salient of late in cases in which undercover investigative journalists have allegedly committed torts in their pursuit of a story. Although mindful of the importance of a free and vigorous press corps, courts have declined to grant the press an immunity from lawbreaking in pursuit of a story, even a newsworthy one. For example, in the high-profile Food Lion, Inc. v. Capital Cities/ABC, Inc., the Fourth Circuit held that investigative journalists who obtained jobs at a grocery store under false pretenses in order to videotape and publish suspected sanitary abuses trespassed and violated the duty of loyalty under state law. Although the law is unclear with respect to whether fraudulently induced consent to enter onto land is valid, and although the press may get the benefit of the doubt at the margins, no case recognizes a First Amendment investigative privilege that provides immunity from generally applicable property and tort rules like trespass.

---

196. See id.; see also Cent. Hardware Co. v. NLRB, 407 U.S. 539, 547 (1972); Lloyd Corp. v. Tanner, 407 U.S. 551, 568 (1972). One exception to this rule, not implicated in the database context, is that the First Amendment does apply to speech restrictions imposed by private actors who have assumed the performance of substantial government functions—for example by operating a “company town.” Hudgens, 424 U.S. at 514–21; Marsh v. Alabama, 326 U.S. 501, 509 (1946).

197. See O'NEIL, supra note 57, at 76–90; see also id. at 176–78 (collecting cases).

198. See, e.g., Galella v. Onassis, 487 F.2d 986, 995 (2d Cir. 1973) (denying paparazzi First Amendment immunity from liability if they go “beyond the reasonable bounds of news gathering”); Dietemann v. Time, Inc., 449 F.2d 245, 249 (9th Cir. 1971) (noting that the First Amendment provides the news media no license to trespass or intrude into the dwelling of another); Shulman v. Group W Prods., Inc., 955 F.2d 469, 477, 493 (Cal. 1998) (finding no First Amendment immunity from tort liability for media attempting to gather material for a potentially newsworthy story); Miller v. Nat’l Broad. Co., 232 Cal. Rptr. 668, 684 (Ct. App. 1986) (same); Prabl v. Brosamle, 295 N.W.2d 768, 781 (Wisc. Ct. App. 1980) (finding no First Amendment privilege to trespass).

199. 194 F.3d 505 (4th Cir. 1999).

200. Id. at 510.

201. See id. at 517 (collecting cases).

202. Id. at 517–18.

203. Thus, in Food Lion, although the panel divided on whether the elements of the various state law torts had been met, compare id. at 519–20, with id. at 524 (Niemeyer, J., concurring in part and dissenting in part), the panel was unanimous in rejecting the media defendants’ argument that the First Amendment created a press privilege to commit torts in the process of newsgathering, id. at 520–22; id. at 524 (Niemeyer, J., concurring in part and dissenting in part).
The Supreme Court's First Amendment jurisprudence makes clear that even media defendants collecting newsworthy information enjoy no privilege against the application of ordinary private law. Indeed, such rules do not trigger the application of heightened First Amendment scrutiny unless they single the press out for special unfavorable treatment. The Court recognized this principle in *Branzburg v. Hayes*, when it noted:

"It would be frivolous to assert... that the First Amendment, in the interest of securing news or otherwise, confers a license on either the reporter or his news sources to violate valid criminal laws. Although stealing documents or private wiretapping could provide newsworthy information, neither reporter nor source is immune from conviction for such conduct, whatever the impact on the flow of news."  

Similarly, in *Cohen v. Cowles Media*, the Court held that "[t]he press may not with impunity break and enter an office or dwelling to gather news." The Court reaffirmed this principle most recently in *Bartnicki v. Vopper*, expressly quoting its validation in *Branzburg* of generally applicable information collection rules.

The Court's public law cases imply a similar reasoning. In the Pentagon Papers case, some members of the Court suggested that although the prior restraint doctrine prevented the government from halting the publication of the secret report, the case might have been different had the reporters come before the Court on criminal charges for illegally acquiring classified government documents. Similarly, in *Wilson v. Layne*, the Supreme Court held that police who brought newspaper reporters into a private home during a search pursuant to a valid warrant nevertheless violated the Fourth Amendment. The newsmen were in effect trespassers, and their media status was deemed

---

204. If a law singles out the press for special, unfavorable treatment, it is likely to be invalidated. See, e.g., Minneapolis Star & Tribune Co. v. Minn. Comm'r of Revenue, 460 U.S. 575, 592–93 (1983) (holding that a special use tax on ink and paper levied only against periodic publications violates the First Amendment).
206. Id. at 691; see also Konigsberg v. State Bar of Cal., 366 U.S. 36, 50–51 (1961) ("General regulatory statutes, not intended to control the content of speech but incidentally limiting its unfettered exercise, have not been regarded as the type of law the First or Fourteenth Amendment forbade Congress or the States to pass, when they have been found justified by subordinating valid governmental interests...").
208. Id. at 669.
210. Id. at 532 n.19.
211. N.Y. Times Co. v. United States, 403 U.S. 713, 730 (1971) (White, J., concurring) (stating that several criminal laws protecting government property and preserving government secrets, although not before the court, "are of very colorable relevance to the apparent circumstances of these cases").
irrelevant to the illegal nature of their presence. These cases embody the principle that ordinary information collection rules create no constitutional problems, even as applied to the press, as such rules form the background against which private action plays out. They also demonstrate that there are few, if any, problems with drawing lines in this context between activity that falls within the scope of the First Amendment (for example, publishing a newspaper) and activity that does not (for example, trespass, even for the purposes of gathering information).

Second, even neutral rules regulating conduct such as information collection fall within the scope of the First Amendment when they have a substantial effect upon "conduct with a significant expressive element." In such cases, the Court applies intermediate scrutiny consistent with its content-neutral speech restrictions jurisprudence. One can imagine science fiction-style hypotheticals that would bring information collection rules within this doctrine—for example, a law forbidding the keeping of records or outlawing cameras. But such laws would probably violate the First Amendment under the overbreadth and vagueness doctrines as well, or might even fail rational basis review without calling into question the undeniable constitutionality of ordinary information collection rules.

The larger point to be drawn from these counterexamples is not that ordinary information collection rules raise First Amendment issues. To the contrary, even reporters have had a difficult time asserting a First Amendment privilege against neutral information collection rules. Information collection by nonmedia entities raises even fewer First Amendment concerns than does newsgathering by the press. And if there are essentially no First Amendment problems with subjecting the press to the basic principles of generally applicable laws, privacy rules regulating data collection by nonmedia entities fall outside the scope of the First Amendment as well. Thus, because reporters cannot claim a First Amendment privilege to gather information in


214. See generally Arcara, 478 U.S. 697. See also City of Ladue v. Gilleo, 512 U.S. 43, 54–55 (1994) (holding that an ordinance prohibiting residents from installing yard signs warrants heightened First Amendment review because it closed off an entire important medium for expression); United States v. O'Brien, 391 U.S. 367, 382 (1968) (applying intermediate scrutiny to a conviction for burning a draft card because of the potential impact of application of the conduct rule to important political expression).


216. Cf. Food Lion, Inc. v. Capital Cities/ABC, Inc., 194 F.3d 505, 520 (4th Cir. 1999) (noting that application of ordinary private law rules to newsgathering does not violate the First Amendment, even though newsgathering by the media is a protected activity under the Press Clause of the First Amendment).
disregard of tort and property law, it is difficult to envision businesses mounting a colorable free press challenge to consumer-protective privacy rules regulating commercial data transactions. This is particularly true for rules that regulate the commercial relationship between consumers and businesses. In sum, because there are no First Amendment problems with using generally applicable property and tort law to separate the private sphere from the public sphere, the First Amendment critique is simply inapplicable to information collection rules.

B. Information Use Rules

The second category of information flow regulations are restrictions on information use placed on recipients of data. Information use is an analytically distinct activity from information collection, but it is similarly unproblematic from a First Amendment perspective. Information use rules regulate the ways in which data about individuals can be processed, applied, or otherwise used by a person or organization. This category of rules does not include the transfer, sale, or disclosure of the data to third parties. Information use rules that are relevant to the data privacy debate include the so-called "secondary use prohibition": the requirement that data collected for one purpose may be used for that purpose only, absent consent. For example, the secondary use prohibition might operate to bar an Internet Service Provider from using the fact that a person visits political fringe or sex-oriented web sites from using that information to send them personalized advertisements. Alternatively, a use rule might prevent a private business that collects my personal information as part of a transaction from including that information in a customer marketing database. Other sorts of information use rules include a prohibition on the use of social security numbers to organize, combine, assemble, and process consumer data profiles more easily.

As with information collection rules, information use rules permeate the common law and statute books of all jurisdictions. For example, professional ethics rules prohibit lawyers from using client information for any purpose.

217. I discuss information disclosure rules infra Part III.C.
219. See generally Swire, supra note 218.
221. See, e.g., MASS. ANN. LAWS ch. 1751, § 13 (Law. Co-op. 1996) (regulating the use of confidential information in insurance transactions).
unrelated to the client's interests.\textsuperscript{222} It is also a violation of numerous federal and state antidiscrimination laws to use the fact that a person is a member of a protected class to deny them equal treatment, or to take any one of a variety of other actions.\textsuperscript{223} Similarly, the federal Fair Credit Reporting Act places a wide variety of restrictions on the use of consumer data contained in credit reports, including limiting uses to an enumerated list, including credit review, insurance underwriting, and employment purposes.\textsuperscript{224} Employers using credit reports for employment purposes are also prohibited by the Act from any use inconsistent with applicable equal opportunity employment rules.\textsuperscript{225} Trade secret law prohibits the use or disclosure of another's trade secrets.\textsuperscript{226} Similarly, federal patent law prohibits the use of information contained in someone else's patent to build the invention described in that patent.\textsuperscript{227} States place use conditions on social security numbers\textsuperscript{228} and information obtained from their motor vehicle records,\textsuperscript{229} while federal law places similar use restrictions on census data.\textsuperscript{230}

\textsuperscript{222} The current Model Rules of Professional Conduct impose both a duty of confidentiality and a duty not to use information, which varies depending on whether the client is a "prospective client," current client, or former client. Model Rules of Prof'l Conduct R. 1.18 (2003) (prospective clients); R. 1.6, 1.8(b) (current clients); R. 1.9(c) (former clients).

\textsuperscript{223} See, e.g., Civil Rights Act of 1964, tit. VII, 42 U.S.C. § 2000e-2(a) (2000) ("It shall be an unlawful employment practice for an employer—(1) to fail or refuse to hire or discharge any individual, or otherwise to discriminate against any individual with respect to his compensation, terms, conditions, or privileges of employment, because of such individual's race, color, religion, sex, or national origin . . . "); id. tit. IX, 20 U.S.C. § 1681(a) (2000) ("No person in the United States shall, on the basis of sex, be excluded from participation in, be denied the benefits of, or be subjected to discrimination under any education program or activity receiving Federal financial assistance . . . "); Americans With Disabilities Act, 42 U.S.C. § 12112(a) ("No covered entity shall discriminate against a qualified individual with a disability because of the disability of such individual in regard to job application procedures, the hiring, advancement, or discharge of employees, employee compensation, job training, and other terms, conditions, and privileges of employment."); see also Age Discrimination in Employment Act, 29 U.S.C. § 623 (2000) ("It shall be unlawful for an employer—(1) to fail or refuse to hire or to discharge any individual or otherwise discriminate against any individual with respect to his compensation, terms, conditions, or privileges of employment, because of such individual's age . . . ").


\textsuperscript{225} Id. § 1681b(b). See generally Solove & Rotenberg, supra note 82, at 520–21.

\textsuperscript{226} See Restatement (Third) of Unfair Competition § 39 (1995) ("A trade secret is any information that can be used in the operation of a business or other enterprise and that is sufficiently valuable and secret to afford an actual or potential economic advantage over others.").

\textsuperscript{227} 35 U.S.C. § 271(a) (2000); see also Neff Instrument Corp. v. Cahu Elecs., Inc., 269 F.2d 668, 673 (9th Cir. 1959) (holding the bare manufacture of a single device protected by a patent is infringement, even if device is never used or sold).


\textsuperscript{229} See, e.g., Ohio Rev. Code Ann. § 4501.27(A) (West 1999 & Supp. 2004) (regulating the use of personal information "obtained in connection with a motor vehicle record").

\textsuperscript{230} See, e.g., 13 U.S.C. § 8(c) (2000) (barring use of census information "to the detriment of any respondent").
The Electronic Communications Privacy Act also imposes a use restriction on information that is obtained in violation of its information collection prohibition on intercepting the contents of electronic, wire, or aural communications.\textsuperscript{231} ECPA's information use prohibition has been upheld in a variety of contexts involving different uses of information, including the use of intercepted communications from a commercial rival, inter alia, to create a competing product,\textsuperscript{232} to read a document or listen to a recording obtained as a result of illegal interception,\textsuperscript{233} to invest in securities,\textsuperscript{234} to take adverse employment actions against employees or subordinates,\textsuperscript{235} to use in family or criminal court proceedings,\textsuperscript{236} to use in criminal or administrative investigations,\textsuperscript{237} and possibly to use as the basis for blackmail.\textsuperscript{238}

Information use rules, just like information collection rules, are generally held to be outside the scope of the First Amendment under current doctrine. In \textit{Bartnicki v. Vopper}, the Supreme Court assessed the First Amendment implications of the Wiretap Act's prohibition of the use or disclosure of intercepted communications.\textsuperscript{239} The Court drew a sharp distinction between the use of a communication under § 2511(1)(c) of the Act and its disclosure under § 2511(1)(d), reasoning that while disclosures of information could certainly constitute speech, "the prohibition against the 'use' of the contents of an illegal interception in § 2511(1)(d) . . . [is] a regulation of conduct."\textsuperscript{240} As a content-neutral regulation of conduct, ECPA's information use rule would fall outside the scope of the First Amendment unless, like the information collection rules discussed above, it had a substantial effect upon expressive activity. As the Court strongly implied in \textit{Bartnicki}, virtually all of the activities that prior cases have held to constitute a "use" of intercepted information

\textsuperscript{233} \textit{Thompson v. Dulaney}, 838 F. Supp. 1535, 1547 (D. Utah 1993) (holding such activities to constitute a violation of ECPA separate from the interception itself).
\textsuperscript{234} See \textit{Bartnicki}, 532 U.S. at 527 n.10 (citing Brief for United States at 24).
\textsuperscript{236} \textit{Bess v. Bess}, 929 F.2d 1332, 1334 (6th Cir. 1991).
\textsuperscript{237} \textit{Berry v. Funk}, 146 F.3d 1003, 1011-13 (D.C. Cir. 1998) (knowing use of unlawfully intercepted communications by Inspector General in investigations); \textit{Chandler v. United States Army}, 125 F.3d 1296, 1298-1302 (9th Cir. 1997) (use by military of taped conversation in adultery investigation); \textit{In re Grand Jury}, 111 F.3d 1066, 1068, 1075 (3d Cir. 1997) (disclosure of an illegally recorded conversation to grand jury, even where such disclosure would be in compliance with subpoena).
\textsuperscript{238} See \textit{Fultz v. Gilliam}, 942 F.2d 396, 400 n.4 (6th Cir. 1991) (envisioning extortionary use of intercepted communications as violating ECPA).
\textsuperscript{240} \textit{Bartnicki}, 532 U.S. at 526-27 (footnote omitted).
therefore would be constitutionally unproblematic. \textsuperscript{241} I discuss the disclosure issue (and \textit{Bartnicki}) in Part II.D, but for present purposes, it is important to note the Court's clear distinction between regulating the use of information—nonspeech conduct largely outside the scope of the First Amendment—and regulating the disclosure of information that in some circumstances (like the radio broadcast at issue in \textit{Bartnicki}) may regulate speech.

The issue of whether an information use rule violated the First Amendment was assessed peripherally in \textit{U.S. West, Inc. v. FCC}, in which the telephone companies sought to use customer information they had received for one purpose (providing phone service) for an unrelated purpose (marketing). Laurence Tribe argued on the telephone companies' behalf that their processing of personal data was speech entitled to full First Amendment protection.\textsuperscript{242} The Tenth Circuit accepted this version of the First Amendment critique and partially agreed. Perhaps unwilling to deal with Tribe's somewhat befuddled argument that the use and processing of data within a company was speech entitled to greater protection than commercial speech, the court concluded that the regulations as a whole placed a restriction on U.S. West's "targeted speech to its customers... for the purpose of soliciting those customers to purchase more or different telecommunications services."\textsuperscript{243} U.S. West's commercial speech rights were therefore unduly burdened.\textsuperscript{244} The use of the information, the court asserted, was "integral to and inseparable from" the commercial solicitation.\textsuperscript{245} Applying the \textit{Central Hudson} test for commercial speech restrictions, the court thus invalidated the regulation by determining that the opt-in requirement did not directly and materially advance the state interest in protecting consumer privacy,\textsuperscript{246} and that the regulation was not narrowly tailored because it failed to consider an available, less-restrictive alternative.\textsuperscript{247}

\begin{itemize}
  \item \textsuperscript{241} \textit{Id.} at 526–27 & 527 n.10 (citing favorably a long list of such examples proffered by the Solicitor General); see also \textit{Id.} at 529. The case states: The government identifies two interests served by the statute—first, the interest in removing an incentive for parties to intercept private conversations, and second, the interest in minimizing the harm to persons whose conversations have been illegally intercepted. We assume that those interests adequately justify the [use] prohibition in § 2511(1)(d) against the interceptor's own use of information that he or she acquired by violating § 2511(1)(a). . . .
  \item \textit{Id.}
  \item \textsuperscript{242} See Brief of Appellant U.S. West, Inc. at 6, \textit{U.S. West, Inc. v. FCC}, 182 F.3d 1224 (10th Cir. 1999) (No. 98-3451).
  \item \textsuperscript{243} \textit{U.S. West}, 182 F.3d at 1232.
  \item \textsuperscript{244} \textit{Id.} at 1232–33.
  \item \textsuperscript{245} \textit{Id.} at 1233 n.4.
  \item \textsuperscript{246} \textit{Id.} at 1237–38.
  \item \textsuperscript{247} \textit{Id.} at 1238–39.
\end{itemize}
The court also questioned, without deciding, whether a vague interest in protecting consumers from the embarrassment of the disclosure of their data amounted to a substantial government interest.\(^{248}\)

The Tenth Circuit's reasoning appears wrong under existing law. The FCC rules allowed the telephone companies to advertise to all of their customers, prohibiting them only from using the information to target the advertisements without approval. The rates were thus an ordinary example of a secondary use prohibition that is common to codes of fair information practices, none of which have been held to violate the First Amendment.\(^{249}\) The only relevant burden placed on the telephone companies was on their ability to use, absent advance customer approval, the information they collected from those customers in the course of their commercial relationship to "target" advertisements to them—that is, to select those most likely to be receptive to such advertisements.\(^{250}\) The rules were thus not a regulation of speech at all, but rather a regulation of information use—the business activity of deciding to whom to market products. The only burden placed upon the telephone companies was that their advertisements had to be sent to all of their customers, thus making those advertisements less cost-effective. Conduct (and economic conduct at that) was thus all that was regulated, and the Supreme Court has made clear that conduct can be regulated without implicating the First Amendment. The U.S. West example is thus but another instance of the First Amendment critique persuading courts to ask the wrong questions about the First Amendment—that is, to skip the scope question and ignore whether the activity being regulated is really speech within the scope of the First Amendment.

In sum, under established precedent, the conduct of using information, like the conduct of gathering information, can be regulated through generally applicable laws without implicating the First Amendment in most cases, because information use rules generally regulate nonexpressive conduct rather than speech.

C. Information Disclosure Rules

The third category of information restrictions implicated by fair information practices are restrictions on the disclosure of personal information.

\(^{248}\) Id. at 1235–36.
\(^{249}\) See Swire, supra note 218, at 1293–1314.
\(^{250}\) 16 C.F.R. § 310.4(b)(1)(iii)(B) (2004) (defining “an abusive telemarketing act or practice” as a “telephone call to a person when ... that person's telephone number is on the 'do-not-call' registry, maintained by the Commission, of persons who do not wish to receive outbound telephone calls to induce the purchase of goods or services”).
Information disclosure rules regulate the ability of persons in possession of information to communicate, sell, or otherwise transfer that information to others. Information disclosure rules can take a variety of forms, including evidentiary privileges, Warren and Brandeis' tort of disclosure of private facts, video rental privacy protection, and duties of confidentiality and nondisclosure placed upon lawyers and financial advisers.

American law is replete with legal obligations placed on one person not to disclose information about another. While parties are of course generally free to create contracts that regulate their ability to disclose information, public and private law regimes impose numerous mandatory duties of confidentiality that go beyond the contract of the transacting parties to prevent the disclosure of information through speech or other means. For example, doctors, lawyers, and other professionals owe their clients duties of confidentiality, and can be punished through administrative and tort law remedies if they breach these duties by telling confidences to third parties. These duties of nondisclosure are buttressed by analogous evidentiary privileges, which give clients the ability to prevent their lawyers and doctors from speaking against their interests, presumably even when the content of the testimony would be quite newsworthy. Evidence law goes further and grants testimonial privileges to present and former spouses, psychotherapists, and others.

In the commercial context as well, many legal rules impose duties of nondisclosure or confidentiality. For example, agency law imposes a general...
duty of confidentiality upon agents not to disclose their principal’s information.\textsuperscript{259} State trade secret law enforces a mandatory regime of nondisclosure that prohibits, inter alia, the disclosure of trade secrets to competitors.\textsuperscript{260} Furthermore, some states place nondisclosure rules on social security numbers.\textsuperscript{261}

Federal statutory law imposes numerous duties of confidentiality under the federal commerce power. The federal Economic Espionage Act also prohibits the disclosure, sale, or receipt of trade secrets, and punishes individual violations with up to fifteen years imprisonment and institutional violations with fines of up to $10 million.\textsuperscript{262} Federal securities, antitrust, and labor law impose numerous duties of nondisclosure of truthful information upon corporations.\textsuperscript{263} Recent federal statutes place nondisclosure obligations upon banks with respect to customer information,\textsuperscript{264} and upon hospitals with respect to patient medical information.\textsuperscript{265} Federal law also imposes duties of confidentiality upon cable companies and video stores, charging them with keeping confidential the videos watched by their customers.\textsuperscript{266} ECPA provides that the disclosure of an intercepted communication is a separate violation from the interception and use of that communication.\textsuperscript{267} Another provision of federal wiretapping law places a duty of confidentiality upon Internet Service Providers with respect to the content of e-mails sent and received by their customers.\textsuperscript{268}

Most commercial nondisclosure or confidentiality rules have never been thought to fall within the scope of the First Amendment’s protection. Like other commercial regulations, these rules are properly assessed under rational

\textsuperscript{259} See \textsc{Restatement (Second) of Agency} \textsection{} 395 (1958) (“Unless otherwise agreed, an agent is subject to a duty to the principal not to use or to communicate information confidentially given him by the principal or acquired by him during the course of or on account of his agency or in violation of his duties as agent . . . .”).
\textsuperscript{260} See supra note 226.
\textsuperscript{261} For example, California prohibits any person from “publicly post[ing] or publicly display[ing] in any manner an individual’s social security number.” \textsc{Cal. Civ. Code} \textsection{} 1798.85(a)(1) (West Supp 2005).
\textsuperscript{262} 18 U.S.C. \textsection{} 1831–1832 (2000).
\textsuperscript{263} E.g., \textsc{SEC Regulation FD}, 17 C.F.R. \textsection{} 243.100 (2004) (preventing the selective disclosure of “material nonpublic information” by issuers of securities to selected securities traders rather than to the public as a whole); see \textsc{also} Schauer, \textit{supra} note 98, at 1778–83 (collecting other examples).
\textsuperscript{265} \textsc{Health Insurance Portability and Accountability Act of 1996}, Pub. L. No. 104-191, 110 Stat. 1936 (codified in scattered sections of 18, 26, 29, and 42 U.S.C.); see \textsc{also} \textsc{Privacy of Individually Identifiable Health Information}, 45 C.F.R. \textsection{} 164.500–534.
\textsuperscript{268} \textit{Id.} \textsection{} 2702.
basis review. However, a few information disclosure rules undeniably restrict speech within the scope of the First Amendment in some circumstances—for example when the tort of publication of private facts is applied to a newspaper that wishes to publish information of public concern that it obtained lawfully. Indeed, much of the historical conflict between the privacy tort and the First Amendment has come as a result of litigation over the ability of the media to publish private facts it had received about subjects it felt to be newsworthy. The Supreme Court has consistently upheld the right of the established media to publish even the most intimate private facts regardless of any countervailing privacy interest. For example, in Florida Star v. B.J.F., the Supreme Court held that the First Amendment protected a newspaper that had published the name of a rape victim from liability under a privacy tort action, even though a government employee had violated agency policy by disclosing the name to the reporter. Unsurprisingly, the First Amendment critics rely heavily upon this line of cases to argue that "while privacy protection secured by contract is constitutionally sound, broader information privacy rules are not easily defensible under existing free speech law." Accordingly, First Amendment critics assert that only market-based solutions to the database problem—that is, contract, self-regulation, or privacy-enhancing technological solutions—are cognizable options given the dictates of the First Amendment.

The contemporary First Amendment critique is part of a larger tradition of scholarship and jurisprudence regarding the tension between the First Amendment and the classic formulation of the privacy tort. Indeed, to understand the critique properly, as well as to perceive some of its core
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271. See id. at 526–28 (holding that a radio station cannot be prohibited from publishing newsworthy information of public concern, even where such information had been illegally obtained by a third party); Fla. Star v. B.J.F., 491 U.S. 524, 526 (1989) (holding that a state statute prohibiting the publication of the name of a rape victim was unconstitutional as applied to a newspaper that had obtained the name from a "publicly released police report"); Smith v. Daily Mail Publ'g Co., 443 U.S. 97 (1979) (holding the First Amendment prohibits a state from punishing a newspaper for publishing the name of a juvenile murder suspect because the press lawfully obtained the information); Okla. Publ'g Corp. v. Okla. County Dist. Court, 430 U.S. 308 (1977) (holding the First Amendment prevents a state court from prohibiting the media from publishing the name of a juvenile in a proceeding that a reporter attended); Cox Broad. Corp. v. Cohn, 420 U.S. 469 (1975) (holding the name of a rape victim obtained by the press from public records cannot be prevented from being published by statute or made the basis for liability under the nondisclosure tort).


273. Id. at 541.

274. Volokh, supra note 3, at 1051; see also CATE, supra note 1, at 70.

275. See, e.g., Singleton, supra note 54, at 132–53.
assumptions and limitations, a brief exploration of its origins is helpful. Although American law has long protected various aspects of privacy (including what we today would call data privacy), modern thinking about the right of privacy is often traced to Warren and Brandeis’s privacy article, in which their concern was not primarily data privacy, but rather media use of private information. In particular, Warren and Brandeis sought to use common law tort rules as a possible remedy for the collection and publication of personal details about famous persons by newspapers and magazines. Although such a clear attempt to regulate the publication of truthful information by the press would appear to be in direct tension with modern First Amendment doctrine, the Supreme Court at that time had yet to begin its project of giving the First Amendment preemptive force over tort law. In addition, the tort of privacy was itself immature, with early cases largely involving the right of individuals to protect themselves against the commercial misappropriation of their likeness by businesses, a context removed from both the principal concern of Warren and Brandeis and from the core of First Amendment protection. The privacy torts as we known them today were given their modern formulation as a result of the work of William Prosser in the period immediately after the Second World War. Prosser revised and restated the privacy tort into four separate strands: “appropriation privacy”; intrusion privacy, which dealt with intrusions into the home or personal possessions; unauthorized public disclosure of “private” information; and the tort of “putting the plaintiff in a false but not necessarily defamatory position in the public eye.” Prosser’s categorization of the third strand—the tort punishing the publication of truthful but private information—rejuvenated the argument of Warren and Brandeis. Indeed, Prosser expressly credited Warren and Brandeis with the “origins” of the privacy tort, even though he had done almost as much to establish it as a recognized and refined body of

276. See The Right to Privacy in Nineteenth Century America, supra note 17 (arguing that the right of privacy identified by Warren and Brandeis was predated by the broad protection given under nineteenth century law to private property, confidential communications, and personal information).
278. Id. at 213–20.
279. See Richards, supra note 144, at 781–82 (noting that “between 1937 and 1954...the Court decided a number of critical First Amendment cases that laid the doctrinal and conceptual foundation for much of modern free speech and free exercise of religion jurisprudence”).
281. See White, supra note 280, at 173–76.
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Prosper's taxonomy of the tort of privacy in the various editions of his treatise between 1941 and 1960 gave order to the various strands of doctrine at a time when the Supreme Court was beginning to address the role of the First Amendment in tort law. Prosper and others warned of the tension between the First Amendment and the tort of publication of private information, and the Supreme Court seemed to confirm this warning in its line of privacy cases, in which the private plaintiffs lost and the media won. As a result, there is an enormous literature discussing whether the post–New York Times v. Sullivan First Amendment dooms the disclosure tort completely.

In light of these cases, scholars—and privacy scholars in particular—have been quite gloomy about the prospects of privacy. However, such a prognosis tends again to confuse the outcomes of a handful of reported cases with the full extent of the law in actual practice. As noted above, while privacy and speech have been in famous conflict involving the nondisclosure tort as applied to newspapers, privacy and speech have coexisted harmoniously throughout the overwhelming majority of nondisclosure rules, which have never raised constitutional issues. The Supreme Court may have held in favor of press immunity from privacy rules in the Florida Star/Bartnicki line of cases, but it does not follow from these cases that nondisclosure rules applied in other circumstances—for example, to nonpress entities engaged in ordinary commercial activity—are constitutionally suspect. First, the Court has made quite clear in each of these cases that its ruling was narrow. Second, because of the importance of both privacy and the First Amendment, the Court has repeatedly declined to address the issue of "whether truthful publication may ever be punished consistent with the First Amendment." Third, all of these cases involve media defendants publishing allegedly newsworthy facts, but the vast majority of

284. See White, supra note 280, at 173, 175–76.
285. See Prosser, supra note 164, at 389, 422; see also White, supra note 280, at 176.
286. See cases cited supra note 271.
288. See supra Part II.B.
289. See supra notes 252–269.
291. Id.
nondisclosure rules do not involve media defendants or newsworthy information, although a few high-profile cases may be produced from time to time.

Where, then, do nondisclosure rules fall under current doctrine? If the privacy tort is dead, why is our law filled with nondisclosure rules that we find constitutionally unproblematic, and, indeed, have never envisioned to fall within the scope of the First Amendment? As Schauer might put it, why have we not perceived the constitutional salience of other nondisclosure rules like the attorney-client privilege or the Video Privacy Protection Act? Some privacy scholars have proffered the concept of "private speech" as a justification for sustaining nondisclosure rules against the First Amendment. Building upon Warren and Brandeis's distinction between matters of public and matters of private interest, these scholars suggest that courts should develop a category of speech that is "private" or at least not a matter of public concern.

By so doing, these scholars hope to rejuvenate the tort of disclosure of private facts to make it applicable in at least egregious cases against media defendants. Although the Supreme Court has declined to hold categorically whether truthful speech on a matter not of public concern may ever be restrained consistent with the First Amendment, the "private speech" theory has some support in First Amendment doctrine. For example, in Dun & Bradstreet, Inc. v. Greenmoss Builders, Inc., a plurality of the Court noted in a private-figure trade libel case that speech not on matters of public concern receives "less stringent" First Amendment protection. Even in Bartnicki v. Vopper, a case received gloomily by most privacy scholars, the Court strongly implied that the First Amendment could only defeat privacy if the speech being regulated was "unquestionably a matter of public concern." However, such a theory is mostly unhelpful to the protection of the vast majority of consumer data privacy laws for a couple of reasons. First, by attempting to justify

292. See, e.g., Cohen, supra note 47, at 1414, 1417; Edelman, supra note 287, at 1229–30; Solove, supra note 71, at 1013–30.
294. See Solove, supra note 71, at 1000–30 (collecting sources).
295. See, e.g., Bartnicki, 532 U.S. at 529 (noting "this Court's repeated refusal to answer categorically whether truthful publication may ever be punished consistent with the First Amendment").
297. Id. at 760.
privacy rules against media disclosures, it lumps the easy case of consumer privacy rules with the hard case of privacy against the press. In so doing, it necessarily concedes that privacy rules are speech rules. Second, requiring courts to determine whether speech is “public” or “private” would be incredibly difficult and likely lead to indeterminate and inconsistent outcomes.

It is not necessary to develop a new jurisprudence of private speech to sustain consumer privacy rules, as existing doctrine is more than adequate to protect such rules without implicating the First Amendment. With the historical context of privacy and speech in mind, I believe that two additional factors help explain not only why consumer privacy rules have not been thought to implicate the First Amendment, but also why such rules do not in fact do so. First, many forms of nondisclosure rules are enforceable through express or implied contracts. Second, generally applicable law can operate to create a kind of “information contraband” to which nondisclosure obligations can be attached without encroaching upon the scope of the First Amendment.

1. Contract-based Nondisclosure Rules

Contract as a basis for nondisclosure rules is an uncontroversial proposition in the privacy literature, even among the First Amendment critics. Two parties can create an information nondisclosure contract that the courts will enforce, even if the party agreeing to keep the information secret is a newspaper and the information is newsworthy. The Supreme Court has made clear that there does not even need to be an enforceable contract to hold the media liable for damages under such circumstances. In *Cohen v. Cowles Media Co.*, the Court upheld the application of promissory estoppel principles to allow a plaintiff to recover against a newspaper that had broken its promise of confidentiality to him. The plaintiff had disclosed embarrassing information relating to the state lieutenant governor’s prior criminal record in exchange for the newspaper’s promise to keep his identity secret. The newspaper then published the allegations along with the plaintiff’s name. Writing for the Court, Justice White held that the state’s “law of general applicability” of promissory estoppel could be enforced against the newspaper because “generally applicable laws do not offend the
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301. See Volokh, *supra* note 3, at 1057.
First Amendment simply because their enforcement against the press has incidental effects on its ability to gather and report the news.\textsuperscript{303}

Eugene Volokh reads Cohen as merely establishing the principle that the First Amendment does not generally prohibit the enforcement of express or implied speech-restricting contracts against the press.\textsuperscript{304} Volokh acknowledges that this principle allows government to impose statutory default non-disclosure rules upon a variety of relationships in which ordinary social conventions include an expectation of confidentiality, including relationships between consumers and doctors, lawyers, and even video stores at the outer limits.\textsuperscript{305} However, he suggests that this general principle is subject to two significant limitations. First, it only allows people to restrict the speech of persons with whom they have a contract, and it does not cover third parties who are outside the scope of contractual or quasi-contractual privity.\textsuperscript{306} Second, it does not justify mandatory government-imposed nondisclosure rules that the parties cannot waive.\textsuperscript{307}

Volokh's category of unobjectionable speech restrictions based on a contract theory is significantly broader than it might appear at first blush. First, his use of contracts as a limiting principle is unpersuasive on its own terms. Volokh concedes that implied contracts are also outside the First Amendment. Viewing “implicit” contracts, broadly defined, as falling outside the scope of the First Amendment thus includes not only contracts that can be implied from the circumstances surrounding a transaction, but also default statutes setting up the terms of a transaction but giving parties the option of bargaining around the rule.\textsuperscript{308} Volokh also admits that the government can supply default rules to relationships that social convention considers confidential, and he suggests that the U.S. West case was incorrectly decided on this basis.\textsuperscript{309} However, this additional concession gives away most of the game, because virtually all nondisclosure rules outside the media context tend to reinforce implicit social conventions of confidentiality—for example, as Volokh recognizes, the Video Privacy Protection Act reflects such a social expectation in requiring video rentals to be kept secret.\textsuperscript{310} But once the law can modify a relationship of

\textsuperscript{303} Id. at 669–70; see also id. at 670 ("T]he publisher of a newspaper has no special immunity from the application of general laws. He has no special privilege to invade the rights and liberties of others." (quoting Associated Press v. NLRB, 301 U.S. 103, 132–33 (1937))).
\textsuperscript{304} Volokh, supra note 3, at 1057–58.
\textsuperscript{305} Id. at 1058–60.
\textsuperscript{306} Id. at 1061.
\textsuperscript{307} Id. at 1061–62.
\textsuperscript{308} See Schwartz, supra note 71, at 1569–71.
\textsuperscript{309} Volokh, supra note 3, at 1060 n.37.
\textsuperscript{310} Id. at 1059 n.35.
this sort, it is hard to see where such a principle would stop, other than to render all default rules constitutional. Moreover, to the extent that law can reinforce social norms, a privacy rule applied to an area where there is no existing social convention of confidentiality could, over time, create new such norms. For example, scholars have argued that this is exactly what FTC regulation of privacy policies achieves in the Internet context.311 It would also seem to follow under this theory that terms should be able to be supplied to constructive "relationships" as well. Just as the law unremarkably can impose duties of confidentiality upon a lawyer when the client reasonably believes that an attorney-client relationship exists, other duties could be prescribed to regulate the ways in which profiling and marketing companies use sensitive customer data, including massive profile databases. Thus, Volokh's acceptance of implied contracts seems to permit the government to supply a whole range of default rules to any relationship involving privacy that the government thinks reasonable to regulate.

Volokh's second limiting principle is that while default rules may be permissible, mandatory rules violate the First Amendment. This argument is also unpersuasive. First, Volokh offers little justification for the claim that mandatory rules are somehow different than default rules from a First Amendment perspective, other than to note that the essence of contract is consent, which the Court in Cohen recognized.312 But other regimes operate to supply mandatory nondisclosure rules without falling within the scope of the First Amendment. For example, trade secret law places a mandatory obligation on those who come across trade secrets not to disclose them to others, even if the person who comes across the secret has no relationship to the trade secret holder.313 Similarly, contract law supplies a whole host of mandatory terms in the consumer context in which there is reason to believe that diminished capacity exists; yet these terms do not raise constitutional issues.314 This includes, for example, the legislative prohibition of certain types of transactions where the bargain itself is thought to be unconscionable.315 In analogous contexts involving consumer privacy, then, mandatory rules should be equally unproblematic—for example, the Children's Online Privacy Protection Act, which does not give children the right to waive their privacy rights and

311. See, e.g., Hetcher, supra note 193.
314. See FARNSWORTH, supra note 182, § 1.10.
315. See id. § 4.28.
prohibits companies from collecting information about children without parental consent. 316 Similarly, scholars have noted that many consumers do not understand the technology of the Internet, the legal language of privacy policies, or the nature of the trade in personal information. This ignorance leads to a form of “privacy myopia,” in which consumers sell their data too frequently or too cheaply. 317 For example, some consumers who care deeply about privacy nevertheless sell their information bit by bit for frequent flyer miles. 318 If a legislature were to conclude that consumers were behaving myopically in information transactions, it could also conclude that consumers are incapable of waiving their privacy rights in the context of such a transaction, just as a legislature might police standard-form contracts or consumer credit transactions in the offline context. In all of these examples, economic policing of the risk of unconscionability would be assessed under the rational basis review reserved for economic regulation generally. 319

Contract thus provides a quite expansive rationale for regulating consumer privacy transactions outside the scope of the First Amendment. Particularly when we recognize the enormous power that legislatures possess to structure and regulate the terms of economic transactions, the regime of contract law grants policymakers a wide variety of regulatory tools, including the power to supply both default and mandatory terms to transactions. Such instances of contractual commercial regulation are well outside the scope of the First Amendment.

2. Creation of Nondisclosure Rules via Generally Applicable Law

The promissory estoppel remedy in Cohen is certainly a broader theory of liability than contracts at law. But the remedy is still essentially a contractual one, albeit one that imports concepts of reliance and equity. 320 Another theory under which a wide variety of nondisclosure rules can be justified outside the scope of the First Amendment is the related concept of “generally applicable law.” Cohen did not rest for the theory that only contract law can uniquely insulate speech restrictions from First Amendment difficulties. Rather, it stood for the much broader theory that a larger category of generally applicable laws do not violate the First Amendment, at least insofar as they

317. See Froomkin, supra note 29, at 1502–03.
318. See id. at 1502.
319. See infra Part IV.B.
320. See RESTATEMENT (SECOND) OF CONTRACTS § 90 cmt. a (1981) (“Obligations and remedies based on reliance are not peculiar to the law of contracts. This Section is often referred to in terms of ‘promissory estoppel,’ a phrase suggesting an extension of the doctrine of estoppel.”).
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do not place a significant burden upon protected, expressive conduct. In other words, Cohen suggests that “generally applicable laws” comprise a broader category, of which contract is but one doctrinal strand of several. Such a conclusion is confirmed by several other cases. For example, in Seattle Times Co. v. Rhinehart, the Court held that a protective order placed on a newspaper involved in litigation could be applied validly to the newspaper to prevent it from disclosing the contents of newsworthy information it learned as a result of the discovery process. Indeed, extrapolating from Rhinehart, Lucas Powe—no enemy of the press, to be sure—has argued that “if the press broke into a building and pillaged files—or planted bugs—and later published, then the publication could be taken as insult upon injury,” and the press could be subjected to liability for publication of the wrongfully obtained information. Such a principle is fully consistent with Barnicki and the other cases in which the Court invalidated public laws and tort actions that interfered with the media’s First Amendment rights, because each of those cases held that the media had lawfully obtained the published information. Read together, these cases suggest that information disclosure rules that are the product of generally applicable laws fall outside the scope of the First Amendment. If information is received by an entity in violation of some other legal rule—whether through breach of contract, trespass, theft, or fraud—the First Amendment creates no barrier to the government’s ability to prevent and punish disclosure. This is the case even if the information is newsworthy or otherwise of public concern. In this regard, the information is a kind of contraband, and traffic in it (at least by those with unclean hands) can be regulated.

321. Although it did not say so expressly, the Court’s rejection of the claim made by Justice Souter in dissent that its holding would “inhibit truthful reporting,” Cohen v. Cowles Media Co., 501 U.S. 633, 671 (1991), suggests that the Court determined that promissory estoppel did not have a significant impact on First Amendment values so as to subject it to intermediate scrutiny under Arcara/O’Brien. See supra notes 213–214 and accompanying text.
324. For example, in Cox Broadcasting Corp. v. Cohn, the Court stated: Appellee has not contended that the name was obtained in an improper fashion or that it was not on an official court document open to public inspection. Under these circumstances, the protection of freedom of the press provided by the First and Fourteenth Amendments bars the State of Georgia from making appellants’ broadcast the basis of civil liability. 420 U.S. 469, 496–97 (1975); see also Barwicki v. Vopper, 532 U.S. 514, 527–29 (2001) (same); Fla. Star v. B.J.F., 491 U.S. 524, 541 (1989) (same); Smith v. Daily Mail Publ’g Co., 443 U.S. 97, 105–06 (1979) (same); Okla. Publ’g Co. v. Okla. County Dist. Court, 430 U.S. 308, 311–12 (1977) (same).
Volokh argues that such a principle could be used to justify troubling laws in the name of "privacy," such as a law providing that all questions by reporters would carry with them an implicit promise of confidentiality, or a law providing that people who buy a product implicitly promise to give the seller equal space to respond to any negative article they publish about the product, unless the seller consents in writing after being given full disclosure of the true purpose for which the product is being bought.\footnote{326}

However, unlike the law upheld in Cohen, neither of these examples is really a law of general applicability. Because both laws would have a significant impact upon expressive activity on matters of public concern, they would likely trigger intermediate scrutiny under current doctrine.\footnote{327} Additionally, because the media confidentiality law singles the media out for special unfavorable treatment, it would be subjected to strict scrutiny.\footnote{328} Both examples are thus a long distance from the ordinary nondisclosure rules that permeate American law.

Ordinary nondisclosure rules (even mandatory ones) are less threatening to First Amendment values than the speech restriction upheld in Cohen for another reason. Cohen did not just involve information that was unlawfully obtained, but also undeniably newsworthy information that was disseminated by the press, the latter of which the Court has long recognized as filling an important social function. From a First Amendment perspective, no such equivalently important social function is provided by database companies engaged in the trade in personal data. Indeed, a general law regulating the commercial trade in personal data by database, profiling, and marketing companies is far removed from the core speech protected by the First Amendment, and is much more like the "speech" outside the boundaries of heightened review.\footnote{329}

\footnote{326} Volokh, supra note 3, at 1058.  
\footnote{327} See supra notes 213–214 and accompanying text.  
\footnote{328} See supra note 204.  
\footnote{329} Cf. Schauer, supra note 98. In a thoughtful forthcoming article, Eugene Volokh makes the claim that the concept of generally applicable laws is insufficient to protect important First Amendment values from abridgement. In particular, he argues that it is not enough to uphold a law simply because it is content neutral on its face, because such rules can be content based as applied, for example to advocacy of illegal conduct. Volokh, supra note 131 (manuscript at 11). It is difficult and perhaps unfair to take issue with arguments that have not yet been published, but I believe that Volokh's assertion is inapplicable to my arguments here for three reasons. First, to the extent he argues that current doctrine underprotects First Amendment values, this does not conflict with my claim here that ordinary doctrinal tools can be used to sustain the constitutionality of a wide variety of nondisclosure and other privacy rules. Indeed, Volokh's dissatisfaction with the strictness of current doctrine in this area perhaps supports my claim that the First Amendment critics overstate the power of the First Amendment when they make normative claims about its applicability to privacy rules. Second, because the subversive advocacy cases are some distance removed from commercial database nondisclosure rules in terms of their proximity to the core of what the First Amendment protects, his critique does not speak to the privacy context, but rather to matters of
Thus, even though some information disclosures can be viewed as speech within the scope of the First Amendment, information disclosure rules regulating nonnewsworthy information or disclosures of information that was not lawfully obtained (regardless of whether it is newsworthy or not) are, as a general matter, outside the scope of the First Amendment and are thus constitutionally sound.

D. Regulation of Direct Marketing

Regulation of direct marketing—whether junk mail, a telemarketing call, unsolicited spam e-mails, or some other means—is undeniably regulation of speech. Indeed, it may seem odd even to categorize a telemarketing call as the regulation of an information flow, except insofar as the information flowing in this case is an invitation to purchase a product. However, because this issue is tied up in the database problem, in the First Amendment critique and in the larger free speech and database privacy debate, it is worth some examination, if only to show the ways in which it differs from the other stages, and to demonstrate how the First Amendment critique is just as unpersuasive in this context as in the others.

A telemarketing call is an example of the final and most intrusive stage of the database problem, occurring after the collection of personal data by a profiling company, the use of that data to determine which consumers best fit a target profile, and the disclosure of the profile to a telemarketing company that wishes to purchase it. Unlike those previous stages, a telemarketing call is undoubtedly “speech” within the scope of the First Amendment. As discussed above, current doctrine answers the protection question by treating commercial speech restrictions with intermediate scrutiny by applying the four-part Central Hudson test, although the trend over the past two decades seems to be that the test is being applied with more heightened scrutiny. The First Amendment interest in telemarketing is thus greater than the corresponding interest in information collection, use, and disclosure rules.

On the other hand, the privacy interests at stake in the telemarketing context are not only stronger and more intellectually coherent than in the indisputable public concern. Third, to the extent we probably do disagree about the breadth of the Cohen v. Cowles Media principle, I believe that my interpretation of this rather murky area of the jurisprudence is sufficiently speech-protective because heightened scrutiny is still retained for generally applicable laws that have a significant impact upon expressive activity. See supra notes 203–206 and accompanying text. Our ultimate disagreement may be simply one regarding the expressive content of databases, which I tend to treat as warranting lower scrutiny for reasons I develop further infra Part IV.

330. See supra notes 150–153 and accompanying text.
collection, use, and disclosure contexts; they are also more likely to resonate with a court. Although scholars have struggled to define "privacy," there is a consensus that the general term "privacy" encompasses three separate "clusters." Substantive" or "decisional" privacy is the constitutional right to make certain fundamental decisions free from government scrutiny or interference. Cases like *Roe v. Wade* and *Griswold v. Connecticut* embody this privacy cluster. "Residential privacy" refers to the privacy interest individuals have in their homes against unwanted surveillance or interference by government, businesses, or other individuals. "Data privacy" (also known as "information privacy") refers to the notion that the rights of individuals are threatened by detailed private-sector databases containing profiles of their preferences, including information about which consumer products they use, as well as potentially embarrassing information about their health, political views, or sexual predilections.

While telemarketing implicates data privacy, it also implicates residential privacy, because telemarketing disturbs individuals in the enjoyment of their homes. And unlike data privacy, which is a poorly articulated right, residential privacy is a robust right of constitutional magnitude that can hold its own against free speech. Indeed, the Supreme Court has long been solicitous of residential privacy as a substantial regulatory and societal interest, not just in the Fourth Amendment context, but also as a bulwark supporting other constitutional privacy rights. And whereas the data privacy right embodied in the disclosure tort has traditionally failed to compete with the First Amendment in cases in which the two rights have come into conflict, the privacy interests inherent in the home have long been able to defeat even core First Amendment speech. As early as 1943, the Supreme Court reaffirmed the right
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337. See, e.g., *Lawrence v. Texas*, 539 U.S. 558, 562 (2003). The *Lawrence* Court stated:
   In our tradition the State is not omnipresent in the home. And there are other spheres of our lives and existence, outside the home, where the State should not be a dominant presence.
   Freedom extends beyond spatial bounds. Liberty presumes an autonomy of self that includes freedom of thought, belief, expression, and certain intimate conduct.
   Id.; see also *Griswold*, 381 U.S. at 485–86 ("Would we allow the police to search the sacred precincts of marital bedrooms for telltale signs of the use of contraceptives? The very idea is repulsive to the notions of privacy surrounding the marriage relationship.").
of homeowners to exclude unwanted speakers from their property, although it invalidated a municipal ordinance prohibiting door-to-door distribution of handbills. The Court was more explicit in *Frisby v. Schultz*, in which it declared:

> One important aspect of residential privacy is protection of the unwilling listener. Although in many locations, we expect individuals simply to avoid speech they do not want to hear, the home is different... [A] special benefit of the privacy all citizens enjoy within their own walls, which the State may legislate to protect, is an ability to avoid intrusions. Thus, we have repeatedly held that individuals are not required to welcome unwanted speech into their own homes and that the government may protect this freedom.

As a result, when the Court in *Rowan v. United States Post Office Dep't* assessed a First Amendment challenge to the constitutionality of a federal law allowing homeowners to prevent companies from sending them sexually explicit junk mail and to have their names removed from the mailing lists, it upheld the law on residential privacy grounds.

It should therefore be no surprise that even the Tenth Circuit—which had not previously held data privacy in high regard—recently upheld the FCC's Do-Not-Call regulations of telemarketers against a First Amendment challenge. Although the district court in that case had been swayed by the First Amendment critique, the Court of Appeals, relying on the tradition of residential privacy, upheld the Do-Not-Call Registry against the same *Central Hudson* challenge that had felled the FCC's data privacy regulations in the *U.S. West* case. Indeed, other Supreme Court precedent suggests that the intrusiveness of telemarketing makes for a cognizable harm that can be regulated under the First Amendment, despite the fact that telemarketing is commercial speech.
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My argument to this point has hopefully demonstrated that the First Amendment critique rests on both an unpersuasive conception of the structure of First Amendment protection, and a cramped reading of the sorts of information regulations that are reconcilable with our commitment to free speech. The previous part has suggested that ordinary doctrinal tools can be used to demonstrate the constitutionality of a wide variety of privacy rules both applied to the database context and other contexts. However, simply because the law is a certain way does not mean that it should remain so. In the next part, I develop a normative account explaining why I believe that the interpretation of both First Amendment and data privacy law that I have sketched up to this point is in fact superior to the account put forth by the First Amendment critics.

IV. THE PERILS OF VOLOKHNER

Although information flows can be regulated in the consumer privacy context under current doctrine, the First Amendment critique has nevertheless attracted many adherents. Despite its simplicity (or perhaps because of it), scholars and judges tend to find it persuasive. After all, given the central importance of the First Amendment in American political and legal culture, who wants to be against the First Amendment, in any context?47 I have suggested that one of the dangers of the First Amendment critique is that it represents a constitutionalization of data privacy rules, placing a thorny and tremendously important social issue beyond the regulatory authority of elected legislatures. In this respect, the First Amendment critique can be located within the broader strand of First Amendment thought that believes, drawing upon libertarian theory, that the First Amendment guarantees not just freedom of speech for individuals, but also for business interests, and that many economic regulations conflict with the First Amendment. But free speech doctrine is malleable and often indeterminate, and although the First Amendment critique is shaky under current First Amendment doctrine, it is neither absurd nor lacking in facial appeal. In light of this observation, it is essential to articulate justifications against both the constitutionalization of information policy and the stretching of First Amendment doctrine into areas where it does not fit.

347. Cf. Schauer, supra note 95, at 176 (describing the First Amendment as an "argumentative showstopper"). One possible exception to this rule is child pornography, which forces even zealous First Amendment absolutists to get off the bus. For an explanation of this phenomenon, see generally Amy Adler, Inverting the First Amendment, 149 U. PA. L. REV. 921 (2001); Amy Adler, The Perverse Law of Child Pornography, 101 COLUM. L. REV. 209 (2001).
In this part, I explore some of the ramifications of the First Amendment critique for free speech and rights jurisprudence generally. I have argued that much of the confusion in the law at the intersection of privacy rights and the First Amendment comes from the conceptual murkiness at the core of both privacy law and (counterintuitively) the First Amendment itself. First Amendment critics are quick to apply seemingly applicable or analogous doctrinal tests to privacy rules, but are less able to supply jurisprudential values advanced by the critique other than a vague notion of the "freedom of information." In fact, when viewed from the perspectives of both privacy law and First Amendment law, the First Amendment critique of data privacy rules threatens serious and pernicious jurisprudential consequences.

In Part IV.A, looking at the issue from the perspective of privacy law, I examine the broader implications of the First Amendment critique and its "freedom of information" principle for information policy. In so doing, I assess the argument that the First Amendment critique is merely Lochnerism in another guise. I conclude that although there are parallels between the First Amendment critique and the traditional understanding of Lochner, recent scholarship by legal historians has complicated this sort of claim, revealing that Lochner in practice was not as doctrinally illegitimate as its critics have charged. Nevertheless, to the extent that the First Amendment critique resembles the traditional view of Lochner, this remains a fairly significant criticism, suggesting that the First Amendment critique is out of step with many basic assumptions about the First Amendment. In Part IV.B, I look at the critique from the other side—from the perspective of First Amendment law. I argue that examining the revisionist intellectual history of Lochner reveals the real jurisprudential threat of the movement of which the First Amendment critics are a part—an obliteration of the distinction between economic and political rights that represents the core of modern constitutionalism.

A. The First Amendment Critique and "Freedom of Information" as Lochner

Although much is contested at the intersection of data privacy and the First Amendment, one thing at least is clear: First Amendment critics assert that because data privacy rules violate the First Amendment, the regulation of data privacy should be placed beyond the scope of normal regulatory policy and politics. They may couch the constitutional mandate apologetically because of the need to protect other, more important values,348 or they may assert

348. See, e.g., Volokh, supra note 3, at 1050–51; sources cited supra notes 57–59.
unapologetically that freedom of information is both a constitutional command and good policy, but the claim is stated unequivocally. Privacy scholars have failed to point out the similarities between this freedom of information theory of the First Amendment and the freedom of contract theory of due process embodied in the Lochner line of cases. This is somewhat surprising given the striking parallels between the traditional understanding of Lochnerism and the First Amendment critique.

The traditional view of Lochner goes something like this: Technological advances inherent in the industrialization of America around the turn of the last century created a series of serious social and economic dislocations, such as unsafe working conditions, unfairly low wages, child labor, sweatshops, and monopolistic trade practices. Reformers including Populists and Progressives sought to remedy these problems of poor working conditions and unequal bargaining power by enacting social legislation. Unfortunately, Supreme Court Justices interpreted the word “liberty” in the Due Process Clauses to mean “freedom of contract,” an inalienable right possessed by both workers and employers to buy and sell their labor in a marketplace unfettered by government controls. In so doing, the judges illegitimately read their own pro-business laissez-faire views of political economy into the Due Process Clauses. This interpretation of “liberty of contract,” the story continues, erected a constitutional barrier to most early twentieth century state or federal legislation directed at hours, wages, and working conditions.

However, less activist judges in the mid-twentieth century consigned Lochner to the doctrinal scrapheap, and today Lochner is one of the worst charges that can be leveled against a doctrine or constitutional interpretation, an unequivocal normative repudiation of “courts that appear to be substituting their own view of desirable social policy for that of elected officials.”

From this perspective, there are some fairly strong parallels between the traditional conception of Lochner and the First Amendment critique of data

349. See sources cited supra notes 53–56.
352. WHITE, supra note 8, at 241–42.
353. Friedman, supra note 351, at 1385; see also David E. Bernstein, Lochner’s Legacy’s Legacy, 82 TEX. L. REV. 1, 2–4 (2003) (collecting sources); Friedman, supra note 351 (same).
privacy legislation. Both theories are jurisprudential responses to calls for legal regulation of the economic and social dislocations caused by rapid technological change. Lochnerism addressed a major socio-technological problem of the industrial age—the power differential between individuals and businesses in newly industrial working conditions—while the First Amendment critique addresses a major socio-technological problem of our information age—the power differential between individuals and businesses over information in the newly electronic environment. Both theories place a libertarian gloss upon the Constitution, interpreting it to mandate either “freedom of contract” or “freedom of information.” Both theories seek to place certain forms of economic regulation beyond the power of legislatures to enact. And both theories are eagerly supported by business interests keen to immunize themselves from regulation under the aegis of constitutional doctrine. 354 To the extent that the First Amendment critique is similar to the traditional view of Lochner, then, its elevation of an economic right to first-order constitutional magnitude seems similarly dubious.

Although it might be both tempting and rhetorically effective to accuse the critics of Lochnerism and move on, in the interests of fairness and intellectual honesty it is important to admit that the conventional view of Lochner is probably quite erroneous, at least as a description of the jurisprudence in its actual operation. Legal historians examining the intellectual history of the late nineteenth and early twentieth centuries have significantly revised our understanding of not just Lochner, but also the orthodox legal epistemology that produced it and the ways in which that jurisprudential worldview evolved into the radically different vision of the Constitution, and ultimately law itself, that animates orthodox modern legal thought. 355 Scholarship by these so-called “Lochner revisionists” has significantly revised our understanding of the intellectual contexts in which the cases were decided. Specifically, these scholars have uncovered and made great strides towards reconstructing a coherent vision of law that constituted jurisprudential orthodoxy during the late nineteenth and early twentieth centuries. Termed variously “legal orthodoxy,”


“classical legal thought,” or “legal formalism,” this jurisprudential worldview was an interlocking system of doctrines that represented a functioning classical intellectual engine not unlike the estates system in land law. Formalist legal theory posited that the Constitution had a fixed, essentialist, immanent meaning; that judges could uncover this meaning through ordinary common law modes of inquiry; and that such a mode of inquiry resulted in the judge applying an existing, determined law to new circumstances. Most fundamentally, legal formalism drew a sharp separation between the sources of law and the judges who interpreted those sources; unlike the legal realists, whose view of law ultimately triumphed over formalism over the course of the first four decades of the twentieth century, formalist judges believed that they discovered law but did not make it.

Revisionist scholarship has described the formalist judges as engaging in “guardian review” in constitutional cases, glossing constitutional text with meaning derived from external sources in order to mark out the boundaries between public authority such as the police power and private rights like the liberty protected by the Due Process Clauses. Guardian review was quite different from the modern regime of bifurcated review, according to which courts do not believe that they divine law from external sources, but rather believe that they create it in many instances. Mindful of their countermajoritarian role under an epistemology in which they create rather than divine law, modern courts applying bifurcated review generally treat legislative enactments regarding economic policy with deference, and closely scrutinize only those enactments that interfere with political rights and thus threaten the operation of ordinary democratic processes. In the context of the Due Process Clauses at issue in the Lochner line of cases, the revisionists have demonstrated persuasively that these cases were not merely injections of reactionary pro-business politics into the constitutional text, but were rather interpretations of the Constitution that were consistent with legitimate authority. Such decisions are, the revisionists argue, best explained as determined by settled existing doctrine rather than judges behaving as political actors. Thus, as a descriptive explanation of Lochner, the behavioralist theory of “laissez-faire constitutionalism” is unpersuasive.
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361. See Friedman, supra note 351, at 1399–1400 (collecting sources).
362. CUSHMAN, supra note 355, at 3, 7; WHITE, supra note 8, at 241–46.
Nevertheless, even in light of the tremendously valuable insights provided by the *Lochner* revisionists, the First Amendment critique retains enough similarities to the traditional view of *Lochner* to be normatively questioned from a modern perspective as a jurisprudentially sound application of the First Amendment. Even if *Lochner* was not an illegitimate injection of pro-business libertarian ideology into constitutional decisionmaking by judges, it was widely condemned as such. Such critiques were made both by contemporaries who accused judges of importing their policy preferences and class biases into their decisions, and by later judges and scholars who replaced guardian review with bifurcated review, in part in reaction to the perceived illegitimacy of *Lochner*. Thus, merely because the *Lochner* line of cases appears to have been legitimate under existing doctrine as a descriptive matter, it does not follow as a normative matter that judges should nevertheless be free to inject their view of good social and economic policy into constitutional interpretation. The realists may have been wrong that “liberty of contract” was an empty vessel into which the policy preferences of conservative judges were poured, but this does not mean that judges today can legitimately pour ideological content into the Constitution to void the economic policy of elected representatives. To the extent that the First Amendment critique suggests judges should do something similar in the database context by treating the First Amendment as embodying a “freedom of information” rationale, such an assertion would be similarly illegitimate. In this regard, the modern normative commitment against placing social and economic problems beyond the reach of democratic regulatory politics would still counsel against taking the First Amendment critique at face value.

Alternatively, for a couple of other reasons, one could accept the insights of the *Lochner* revisionists and still decide quite rationally that Lochnerism (and thus the First Amendment critique) is as illegitimate as the conventional view would suggest. First, as William Wiecek has argued, legal formalism presented a worldview that was attractive to lawyers because it protected wealth and placed the regulation of property rights beyond the power of legislatures to redistribute. Thus, the reconstruction of the doctrinal coherence of *Lochner* would not displace the suggestion that lawyers could find formalist jurisprudence attractive as a purely instrumental matter because it produced outcomes they favored. To the contrary, it would merely confirm
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that the elite lawyers who subscribed to and articulated Lochnerism were merely good advocates who had thought through the intellectual clarity of their position. It would not, however, say anything about the merits of that position other than its intellectual elegance.

Second, even if *Lochner* were legitimate under established doctrine, it could nevertheless be illegitimate for other reasons. Barry Friedman has argued that even though the *Lochner* line of cases was consistent with formalist doctrine, the jurisprudence was widely criticized as illegitimate by the larger public. Like Wieck's lawyers, who found *Lochner* attractive because of its outcomes, progressive critics also repudiated it because it created outcomes they found unjust. In this context, Barry Friedman draws a distinction between "legal legitimacy"—whether legal decisions have "an established jurisprudential basis"—and what he calls "social legitimacy"—an inquiry that "looks beyond jurisprudential antecedents of constitutional decisions and asks whether those decisions are widely understood to be the correct ones given the social and economic milieu in which they are rendered."\(^3\)\(^6\) Friedman points to the widespread contemporary popular disagreement with the outcomes of liberty of contract cases as an example of such illegitimacy.\(^3\)\(^6\) And in the modern context, the enormous public outcry and prompt congressional action surrounding the judicial invalidation of the FCC's Do-Not-Call Registry similarly suggests that there is little tolerance today for constitutionalizing information policy.\(^3\)\(^6\)

The parallels between the First Amendment critique and the traditional view of *Lochner* are not perfect, but they should at least serve to caution us against an uncritical acceptance of the First Amendment critique. The database problem represents a particularly thorny instance of a social problem created by rapid advances in technology. Just as no simple regulatory solution is likely to produce an optimal result, so too is no simple constitutional solution likely to do the same. Because both coverage of the First Amendment and its doctrine are unclear, facile constitutional mantras like "freedom of information" are particularly ill-suited to resolve a complex problem in a means
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Reconciling Data Privacy and the First Amendment

that is satisfactory to society as a whole. As I have argued above, it would be a great tragedy for the continued ascendance of the First Amendment critique to handicap or prohibit elected policymakers from exploring such a difficult question of social and economic policy.369

B. The First Amendment Critique and the Bifurcated Review Project

If the jurisprudential problems caused by the First Amendment critique seem significant from the perspective of privacy law, they are even more dire from the perspective of First Amendment law. Indeed, the same intellectual history of rights jurisprudence that complicates the traditionalist view of Lochner brings the real jurisprudential threat of the First Amendment critique into sharp focus. At stake in the database debate is not merely whether data privacy rules can be enforced consistent with the First Amendment, but rather what sorts of rights the First Amendment protects at all. At bottom, the First Amendment critique proffers a robust rationale of freedom of information that threatens the very structure of modern rights jurisprudence—the bifurcated system of judicial review that defers to legislatures with respect to economic rights but treats laws infringing upon political rights with greater scrutiny.

Modern legal historians have devoted significant attention to the task of reconstructing the jurisprudential universe of legal formalism that produced Lochnerian rights jurisprudence, but they have spent far less time examining the ways in which the Supreme Court laid the foundations for the rights jurisprudence that replaced it.370 As I have suggested elsewhere, much of this work was done by the Court in a series of cases that roughly corresponded with the Second World War, many of which involved free speech and free exercise challenges brought by the Jehovah’s Witnesses.371 Only a handful of modern scholars have devoted much serious effort to reconstructing this critical episode in the intellectual history of American law, but the work they have done sheds significant light on the origins of modern rights jurisprudence.

This revisionist rights scholarship has shown how the Supreme Court used the First Amendment as a bridge between the old regime of guardian review and the modern regime of bifurcated review.372 The Court outlined this new approach in “famous footnote four” of the 1938 case of United States v.
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Carolene Products Co., which posited a relaxed standard of review for economic regulation but a more stringent standard of review for laws that infringed upon rights guaranteed by the text of the Bill of Rights or otherwise interfered with the democratic process. As G.E. White explains, this system of "bifurcated review" embodied two of the central assumptions of the new jurisprudence:

By fostering judicial deference in the area of economic regulation, the project embraced the perceived truth that unregulated economic activity actually infringed on the freedom of a significant number of actors in the economic marketplace and reinforced rational regulatory policies that were based on that truth. By fostering judicial scrutiny of legislative restrictions on speech and other noneconomic liberties, the project underscored the centrality of the modernist freedom premise when that premise could be associated with the goals of democratic theory.

Central to the dualism at the core of the new system of judicial review was a strict separation between economic and political rights. Thus, as noted above, the Supreme Court initially excluded commercial speech from heightened First Amendment protection in Valentine v. Chrestensen and Breard v. Alexandria in order to maintain this separation. In another case involving the distribution of literature, Justice Douglas drew a sharp distinction between religious texts covered by "the privileges protected by the First Amendment" and advertising, which he dismissed as "the wares and merchandise of hucksters and peddlers."

The sharp line between economic and political rights critical to the intellectual coherence of bifurcated review has persisted, though it perhaps has not endured with the precise clarity that its drafters intended. Indeed, it is in the advertising cases that the greatest blurring of the line between political and economic rights has occurred. After a series of cases indicating that certain forms of advertising associated (quite ironically) with the privacy rights protected in Griswold and Roe warranted heightened protection, the Court in Virginia State Board of Pharmacy v. Virginia Citizens Consumer Council, Inc. brought "commercial speech" within the scope of the First Amendment. In drafting the opinion of the Court, Justice Blackmun was confronted with
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the conceptual problem that as an economic right, the right to advertise was not supported by any of the existing justifications for free speech. He solved this problem by making one up:

As to the particular consumer's interest in the free flow of commercial information, that interest may be as keen, if not keener by far, than his interest in the day's most urgent political debate.... Generalizing, society also may have a strong interest in the free flow of commercial information. Even an individual advertisement, though entirely "commercial," may be of general public interest.\textsuperscript{381}

Blackmun went on to add:

Advertising, however tasteless and excessive it sometimes may seem, is nonetheless dissemination of information as to who is producing and selling what product, for what reason, and at what price. So long as we preserve a predominantly free enterprise economy, the allocation of our resources in large measure will be made through numerous private economic decisions. It is a matter of public interest that those decisions, in the aggregate, be intelligent and well informed. To this end, the free flow of commercial information is indispensable.\textsuperscript{382}

Taken at face value, Blackmun's rationale for heightened constitutional protection for commercial advertising threatened to dissolve the line between economic and political speech—and with it any distinction between economic and political rights. In so doing, he opened the door to the resuscitation of \textit{Lochner}-style economic rights (or at least the traditional understanding of those rights). This fact was not lost on a few contemporary observers, be they dissenting members of the Court\textsuperscript{383} or scholarly commentators.\textsuperscript{384} Indeed, in the aftermath of the decision, observers predicted the expansion of First
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\textsuperscript{383} For example, Justice Rehnquist argued in dissent that:
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Amendment analysis to other areas of business speech regulation like securities law. However, the fears raised by these commentators failed to materialize.

The line between economic and political rights has persisted, and it remains central to the continued coherence of the modern system of bifurcated review. An expansive reading of Virginia Pharmacy as opening the floodgates to heightened review for other economic speech rights besides advertising was rejected, and the dividing line between economic and political rights was shored up in its new location, with commercial advertising placed upon the political rights side of the line. Thus, the feared treatment of securities speech as commercial speech did not come to pass, and the large categories of speech that fall outside the scope of the First Amendment have not been subjected to heightened constitutional review. Although the balance is a delicate one, nonadvertising speech in the commercial context continues to be assessed properly under the rational basis review afforded to the other economic rights by the bifurcated review project.

Looking at the issue from the perspective of free speech law allows a better appreciation of the threat to the modern scheme of rights jurisprudence represented by the First Amendment critique. The critics' attempt to clothe economic rights with the garb of political rights would destroy the basic dualism on which the edifice of modern rights jurisprudence is built. This may not be their intent, but it would be the likely effect of their success. In the database context, this might mean only that nondisclosure rules are treated with heightened scrutiny, but the advancement of a principle of freedom of information as a full-blooded rationale for heightened First Amendment scrutiny would not be limited merely to that context. Every regulation that could be classified as restricting "speech" or information flows would be brought within the scope of First Amendment heightened review. Indeed, much of Volokh's own First Amendment scholarship, in addition to his influential privacy article, has tracked such a prediction, subjecting previously nonsalient areas of speech regulation to more searching doctrinal analysis.

385. See Schauer, supra note 98, at 1780 (collecting sources).
386. See id.
387. See id. at 1777–84.
A reasonable person could certainly argue that the First Amendment should apply to everything that the dictionary might deem to be "speech." It might also be reasonable to argue that information flows generally should be treated to heightened constitutional protection, although this would complicate regulation of not only the database problem but also the entire information economy, with spillover effects into areas such as intellectual property. It might even be reasonable to argue that the distinction between political and economic rights is unwise, unworkable, or even illegitimate, as some prominent scholars have recently asserted. However, such a system would not be our system, and it would likely mean the end of bifurcated review's distinction between political and economic rights. If we are to make such a change legitimately and coherently, it should come overtly, not by allowing the Virginia Pharmacy rationale of freedom of information gradually to undermine the distinction between political and economic rights.

CONCLUSION

Over four decades ago, before the advent of the Internet or the introduction of freedom of information as a theoretical justification for the First Amendment, Thomas Emerson examined the intersection of privacy and the First Amendment. Emerson noted:

Any society sincerely interested in protecting the right of privacy is hardly likely to be at the same time hostile to the right of free expression. Both interests tend to have the same friends and the same enemies. The chief danger is that the right of privacy will be used as a screen, by those not really interested in either interest, to infringe upon legitimate expression. This danger can be met if the courts actively insist upon a careful definition of a genuine right of privacy and upon a fair accommodation of the two interests.

---

389. Perhaps recognizing this tension, the Supreme Court in the recent case *Eldred v. Ashcroft* rejected the assertion of public interest groups that federal copyright statutes regulate speech and thus warrant intermediate First Amendment scrutiny. *Eldred v. Ashcroft*, 537 U.S. 186, 218–21 (2003). Justice Ginsburg's opinion for the Court rested on a number of justifications, including the fact that copyright law includes a number of internal speech-protective mechanisms, but implicit in its treatment of the issue seems to be a judgment that heightened scrutiny would unduly handicap Congress in its formulation of information policy more generally. *Id.* at 218–22.


391. EMERSON, supra note 70, at 76.
Emerson had in mind the same paradigmatic privacy case as his contemporary Prosser—the case against a newspaper for publishing private facts. However, the data privacy cases envisioned by the First Amendment critics are in some respects the mirror image of what Emerson describes. In these cases, the First Amendment is being used as the screen, to infringe upon legitimate modes of government privacy regulation.

This Article has attempted to follow Emerson’s advice in the modern context, arguing that when we subject both data privacy regulations and the First Amendment to careful scrutiny, they can be reconciled without sacrificing either. Furthermore, the real danger presented by the tension between privacy and the First Amendment is not that we must choose one over the other, but that we must instead avoid constitutionalizing important public law issues. Lurking behind the façade of seemingly neutral arguments by First Amendment critics is a theory of free speech and rights jurisprudence more generally that has the potential to topple the edifice of modern constitutionalism. If we do not reject such a theory, we may lose both our “genuine right of privacy” and our system of bifurcated review, under which civil and political rights are protected from legislatures, but economic rights generally are determined by the political process.

At the level of policy, however, resolving the conceptual problem does little to reduce the complexity of the database problem. Indeed, looking at the constitutional issues in the way I propose only allows policymakers to face the true challenges of the database problem and the regulation of information flows. Such a challenge likely will be as thorny in the information age as the problem of regulating industrial capitalism has been for over a century. And there are likely to be no easy answers to this new problem. In fact, in many instances freedom of information may well be the best policy; in others, privacy regulation may produce unacceptable social costs or be technically infeasible. Indeed, we may well determine that more privacy regulations are a really bad idea. However, this calculus should be made at the level of policy rather than at the abstract level of constitutional theory. Anything else would be inconsistent with the basic premises upon which modern rights jurisprudence rests.

392. See supra note 285.