Bordering Circuitry: Crossjurisdictional Immigration Surveillance

Ana Muñiz

ABSTRACT

This Article builds upon literature on immigration surveillance, border control, and policing to explore the role of interoperable information systems and data sharing practices in the social control of immigrants from Mexico, Central America, and the Caribbean. Based upon an analysis of Department of Homeland Security (DHS) documents and statistical data, this Article examines two DHS information sharing programs. First, the Law Enforcement Notification System (LENS) enables the U.S. government to disclose information on “criminal aliens” to domestic law enforcement agencies. Second, the Criminal History Information Sharing (CHIS) program enables the U.S. government to share information on “criminal aliens” with the Government of Mexico and the governments of select Central American and Caribbean countries. Through these two information sharing programs, DHS engaged in information sharing with state, local, and foreign law enforcement agencies in over 47,000 instances between 2014 and 2017. This Article describes the construction, implementation, deployment, and consequences of LENS and CHIS. Through information sharing programs like LENS and CHIS, U.S. immigration authorities construct bordering circuitry—geographic configurations of information exchange and enforcement practices that are directed at an everwidening group of criminalized immigrants. Patterned geographies of surveillance link jurisdictions in the United States, particularly states and regions with heightened immigration enforcement, to Mexico, Central America, and the Caribbean. In the process, local police become increasingly integral to domestic immigration surveillance and the construction of internal borders. Furthermore, in exporting criminal history information to other countries, U.S. law enforcement officials influence policing and punishment practices in the global South. U.S. immigration surveillance programs thus contribute to global dynamics of criminalization, immobilization, and exclusion, albeit in ways that are limited by interoperability concerns.
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INTRODUCTION

In 2017, the search began for a contractor to construct a wall along the U.S.–Mexico border from San Diego, California to Brownsville, Texas. The Federal Government issued two Request for Proposals: one to build a “Solid Concrete Wall Prototype,” which called for a barrier constructed of concrete,¹ and a second for an “Other Border Wall Prototype,” which requested a wall constructed of materials other than concrete.² Both of the requests meticulously described the physical parameters of the hypothetical wall. The wall was to be physically imposing in height, ideally no less than 30 feet tall; include anticlimb and antitunneling features; and be able to withstand attack by sledgehammers, car jacks, pick axes, chisels, battery operated impact tools, cutting implements, and torches.³ The solicitations directed the chosen contractor to paint the U.S.-facing side of the wall in an aesthetically pleasing shade.⁴

As the solicitations for border wall construction rolled out, the federal government quietly released another call, to little fanfare, for contractors to continuously monitor information on 500,000 “criminal aliens”⁵ including, “FBI numbers; State Identification Numbers; real time jail booking data; credit history; insurance claims; phone number account information; wireless phone accounts; wire transfer data; driver’s license information; Vehicle Registration Information; property information; pay day loan information; public court records; incarceration data; employment address data; Individual Taxpayer Identification Number (ITIN) data; and employer records.”⁶

³ Id. at 2.
⁴ Id.
⁵ Id.
⁶ I use the term criminal alien throughout this Article to refer to a noncitizen convicted of a crime in the United States because it is the term used by the immigration enforcement apparatus that constitutes the subject of my analysis. Nonetheless, I take issue with the term through an analytical lens that is critical of the criminalization and othering processes endemic to the construction of one as criminal and an alien. For style purposes, I will not use quotations around the term for the remainder of the Article. Nonetheless, the reader should approach the term as a political construction to be critically examined.
While the spectacular physicality of the border wall dominates the current political narrative around immigration enforcement, more relevant to enforcement may be the construction of interoperable digital infrastructure to classify and surveil immigrants and other targeted groups. Late twentieth century developments in digital surveillance technology have radically increased law enforcement capacity to collect, analyze, and move information. The emergence of mass surveillance regimes carries substantial implications for immigration enforcement and yet remains underexamined by social science and sociolegal scholars in the U.S. context. This Article examines the role of the U.S. Department of Homeland Security’s (DHS) domestic and international information sharing programs in immigration and border control practices.

Advances in interoperable surveillance technology enable the transcendence of migration control practices beyond physical borders. Border-like surveillance and control technologies stretch outward to intercept immigrants before they reach the physical border territory and push inward to police migrants deep in the country’s interior. Building upon immigration, border, and surveillance studies literature, I argue that digital information sharing programs construct particular bordering circuitry—geographic configurations of information exchange and enforcement practices that are directed at an ever-widening group of criminalized immigrants.

Part I of this Article contextualizes the state of U.S. immigration enforcement by reviewing three contemporary developments: securitization frameworks, immigration surveillance, and amplified border externalization and internalization. The emergence of these three phenomena has enabled the development of DHS information sharing programs. Part II provides an overview of methods and the approach to data analysis. Part III describes the development and deployment of two DHS information sharing programs: the Law Enforcement Notification System (LENS) and the Criminal History Information Sharing (CHIS) program. LENS and CHIS enable the U.S. government to release

9. See infra Part IV.A.
information on criminal aliens to domestic law enforcement agencies and foreign
governments, respectively. When viewed in combination, LENS and CHIS
construct patterned geographies of surveillance between the United States,
particularly states and regions with heightened immigration enforcement, into
Mexico, Central America, and the Caribbean.

Part IV considers the implications of bordering circuitry for immigrant
mobility, exclusion, and subordinate inclusion. Both LENS and CHIS subject
criminalized immigrants to enhanced surveillance across domestic and
international jurisdictions. As part of LENS, local law enforcement in the interior
of the United States are enlisted into the policing of immigrants and thus, the
construction of internal borders. In sending back U.S. based criminal history
information along with deported immigrants, the U.S. government seeks to
incapacitate immigrants in sending states, thus influencing policing practices in
the global South. As such, movement within and outside of the United States may
become increasingly untenable for targeted individuals, as they face stigmatization
in multiple spaces, precluded from accessing basic needs from any one nationstate.
Nonetheless, the omnipresence of surveillance and control is limited by
challenges to interoperability. Additionally, I consider how crossjurisdictional
information sharing is limited by incomplete technological, data, human, and
institutional interoperability.

I. IMMIGRATION SECURITIZATION

In response to the attacks of September 11, 2001, Congress mandated the
restructuring of federal law enforcement in such a way as to conflate national
security, crime control, and immigration control.10 The U.S. government
simultaneously prioritized collaborative law enforcement initiatives to identify,
surveillance, and exclude purportedly dangerous populations from U.S. territory.11 This

10. See Jennifer M. Chacón, Unsecured Borders: Immigration Restrictions, Crime Control and
National Security, 39 CONN. L. REV. 1827, 1834–35 (2007). As a result of federal restructuring,
the Department of Homeland Security (DHS) was established in 2003 to consolidate
immigration, customs, border inspection, border patrol, and transportation security, a
reorganization that situated immigration control within a national security mandate. See
Lawrence A. Herzog & Christophe Sohn, The Co-mingling of Bordering Dynamics in the San
Diego-Tijuana Cross-Border Metropolis, 7 TERRITORY, POL., GOVERNANCE 177, 184 (2017).

11. In the aftermath of the September 11, 2001 attacks, the House and Senate Committee and the
9/11 Commission criticized U.S. intelligence agencies for their ineffective information sharing
practices. See Peter P. Swire, Privacy and Information Sharing in the War on Terrorism, 51
VILL. L. REV. 951, 953 (2006); Amy B. Zegart, An Empirical Analysis of Failed Intelligence
Reforms before September 11, 121 POL. SCI. Q. 33 (2006). In response, Congress prioritized
initiatives to increase information sharing between state, local, federal, and international law
was accomplished through a multipronged strategy of increased border security, collaboration with foreign partners, interior enforcement to apprehend and remove immigrants residing in the United States, and interagency information sharing. Nearly two decades later, U.S. immigration control efforts continue to be defined by securitization frameworks wherein federal law enforcement agencies and political actors present immigration as a dire national security issue that warrants punitive action.

Surveillance scholar Didier Bigo’s archipelago of policing captures the interagency collaboration that undergirds punitive and securitized enforcement. Specifically, the archipelago of policing describes the transnational collection of agencies who perform social control, surveillance, and enforcement functions on multiple jurisdiction levels, including local police departments, county and state law enforcement, immigration and border control authorities, and intelligence services. The targeting of migrants within the context of transnational organized


14. DOWLING & INDA, supra note 12.


17. Didier Bigo is a seminal scholar in the areas of border and boundary studies, global security, and surveillance.

18. Didier Bigo, Globalized (In)security: The Field and the Ban-Opticon, in TERROR, INSECURITY AND LIBERTY: ILLIBERAL PRACTICES OF LIBERAL REGIMES AFTER 9/11 18 (Didier Bigo & Anastassia Tsoukala eds., 2008); see also Didier Bigo, Security, Exception, Ban and Surveillance, in THEORIZING SURVEILLANCE: THE PANOPTICON AND BEYOND 47 (David Lyon ed., 2006). In this Article, I use the term “policing” consistent with Didier Bigo’s conceptualization in
crime, such as gang activity and drug trafficking, further encourages cooperation between local, national, and international law enforcement agencies.

Securitized immigration control is directed unevenly at specific immigrant groups. For example, in the post-9/11 context, the U.S. government and domestic law enforcement agencies have escalated surveillance and enforcement against Muslim Americans and Middle Eastern immigrants.19 Since at least the 1980s, immigration authorities and law makers have targeted Central American and Mexican immigrants for harsh enforcement on the rationale that they are facilitators of gang activity, crime, and drug trafficking.20

Efforts to control the migration of nonwhite immigrant groups into the United States by constructing them as dangerous are interdependent on efforts to police racially subjugated groups within the country.21 Once within the U.S. interior, nonwhite immigrants are subject to targeted enforcement by local police based upon phenotypic characteristics like skin color.22 Local law enforcement and other criminal justice actors are integral to the transnational archipelago of order to describe a broad range of law enforcement agencies that engage in social control, surveillance, and enforcement. Id.


policing and the construction of criminal aliens as enforcement subjects. Through the surveillance and control of nonwhite immigrants in U.S. territory, local law enforcement are complicit in policing the boundaries of the nationstate. Global policing scholar Elana Zilberg argues:

> It is, after all, in the city and through the fabric of its built environment—its streets, intersections, sidewalks, commercial strip malls, parks, and overcrowded apartment buildings—that the boundaries of the nation-state are both regulated and exceeded. The contentious border between the United States and Latin America thus extends into the city and into its immigrant neighborhoods, where it is policed and transgressed.

Scholars have thoroughly examined the involvement of local police in immigration enforcement via joint enforcement agreements with federal authorities. Yet, even local law enforcement agencies that resist official collaboration with immigration enforcement agencies may indirectly engage in immigration policing in the course of their daily work through the disproportionate policing of nonwhite people. Whether intentionally or unintentionally, local police occupy a point on the archipelago of policing that surveils nonwhite migrants along transnational migration circuits. Local police stops, pat-downs, questioning, and arrests represent a continuation of the

---

25. Id. at 776.
26. A robust body of social science and legal scholarship examines 287(g) agreements, the Secure Communities Program, and the Priority Enforcement Program. See Adam B. Cox & Thomas J. Miles, Policing Immigration, 80 U CHI L. REV. 87 (2013); Juliet P. Stumpf, D(e)volving Discretion: Lessons From the Life and Times of Secure Communities, 36 IMMIGR. & NAT’LITY L. REV. 203 (2015); Tom K. Wong, 287(g) and the Politics of Interior Immigration Control in the United States: Explaining Local Cooperation with Federal Immigration Authorities, 38 J. ETHNIC & MIGRATION STUD. 737 (2012).
checkpoints, interrogations, screenings, and detentions conducted by immigration and border control agents along migration routes.28

Policing can result in noncitizen arrest and conviction through criminal courts, and thus the creation of criminal aliens through local criminal justice processes.29 The category of criminal alien broadly describes noncitizens with criminal records, though exact federal definitions vary by agency and program.30 The U.S. Immigration and Naturalization Service (INS) and the U.S. Immigration and Customs Enforcement (ICE) agencies have increasingly prioritized31 criminal aliens for apprehension and removal, reflected in the steep increase in criminal alien deportations since the 1980s.32 In 1986, INS removed 1978 noncitizens for criminal violations (both criminal justice system convictions and criminal

28. See, e.g., United States v. Brignoni-Ponce, 422 U.S. 873 (1975); United States v. Guzman-Padilla, 573 F.3d 865, 878 (9th Cir. 2009) (recognizing the “extended border” doctrine, which permits police to directly enforce border controls, so long as the officers possess a “reasonable certainty that a border has been crossed, either by the vehicle in question, or by contraband suspected to be within the vehicle”); United States v. Martinez, 481 F.2d 214 (5th Cir. 1973) (search conducted 150 miles from the border and 142 hours after a border crossing was an extended border search).


30. For example, while the U.S. Government Accountability Office (GAO) considers criminal aliens to be noncitizens who are residing in the United States legally or illegally and who have been convicted of any crime, Jennifer Chacón argues that the Immigration and Nationality Act (INA) defines the category more narrowly to include noncitizens who have specifically committed criminal offenses that render them excludable or deportable under the INA. Compare U.S. GOV’T ACCOUNTABILITY OFF., INFORMATION ON CRIMINAL ALIENS INCARCERATED IN FEDERAL AND STATE PRISONS AND LOCAL JAILS 6 (GAO-05-337R, 2005), https://www.gao.gov/assets/100/93090.pdf [https://perma.cc/5GBA-36NN] (specifying the GAO’s definition), with Jennifer M. Chacón, Whose Community Shield? Examining the Removal of the "Criminal Street Gang Member," 2007 U. CHI. LEGAL F. 317, 319.

31. See Memorandum from John Morton, Assistant Secretary, U.S. Immigration & Customs Enforcement, to ICE Employees. (June 30, 2010), https://www.ice.gov/doclib/news/releases/2010/civil-enforcement-priorities.pdf [https://perma.cc/SZ5V-7UA8]. The Memorandum delineates priorities for the apprehension, detention, and removal of noncitizens. The highest priority categories include noncitizens who are engaged in or suspected of terrorism or espionage, or who otherwise pose a danger to national security; have been convicted of crimes, with a particular emphasis on violent criminals, felons, and repeat offenders; have participated in organized criminal gangs; are subject to outstanding criminal warrants; or otherwise pose a serious risk to public safety.

immigration violations), which constituted three percent of all removals.\textsuperscript{33} By 2015, 139,950 removals, or 42 percent, were criminal removals.\textsuperscript{34} Although U.S. immigration authorities have framed deportation as a way of expelling crime and deviance from U.S. territory, migration scholars advocate for considering the global effects of deportation. In describing the (voluntary or forcible) movement of criminal aliens and otherwise criminalized\textsuperscript{35} youth between El Salvador and the


\textsuperscript{35} While the federal government has most often defined criminal aliens as noncitizens with some sort of conviction, noncitizens without criminal records are criminalized and therefore made enforcement priorities through law enforcement assessments of them as high risk, gang-involved, or connected to terrorist organizations. See generally Sean Garcia-Leys et al., Univ. Cal. Irvine Sch. of Law, Immigrant Rights Clinic, Mislabeled: Allegations of Gang Membership and Their Immigration Consequences (2016), https://www.law.uci.edu/academics/reallife-learning/clinics/uclaw-irc-MislabeledReport.pdf [https://perma.cc/P3BS-JQGH] (discussing the labeling of immigrant youth as gang members based on overbroad and vague criteria); Laila L. Hlass & Rachel Prandini, Immigrant Legal Resource Ctr., Deportation by Any Means Necessary: How Immigration Officials Are Labeling Immigrant Youth as Gang Members (2018), https://www.irlc.org/sites/default/files/resources/deport_by_any_means_nec-20180521.pdf [https://perma.cc/D278-3TXE] (discussing the increase in discretionary gang labeling of youth by immigration officers and agents under the Trump administration).
United States, Zilberg illustrates the mutually reinforcing feedback loops of punitive policing, criminalization, and restrictionist immigration control practices. The policing of nonwhite immigrants by local law enforcement in the United States results in the detention and forced return of immigrant youth to El Salvador, a location in which criminal aliens and alleged gang members frequently face restricted opportunities and violence at the hands of gangs, police, and vigilantes. The Salvadoran government’s American style zero tolerance policing targets alleged gang members and criminal aliens, resulting in incarceration and exclusion from the labor market. Consequently, deported individuals are forced to seek opportunities again through migration, often back into the United States.

As migrants repeatedly rehash the migration and deportation circuit between the two countries, the United States and El Salvador become locked into a structurally interdependent relationship. Despite attempts by U.S. authorities to restrict the entry and deport large numbers of immigrants, cycles of migration, policing, and reentry dig the grooves connecting nationstates ever deeper. Zilberg identifies the “patterns of circulation that result from the efforts of states to police and control the mobility of subjects considered to be dangerous,” which includes flows of people, policing models, labor, currency, commodities, and information, as “securityscapes.” Globalizing flows and contemporary technology have resulted, on the one hand, in a “debordering” effect, or breaking down of traditional borders, as well as the rearticulation of borders for security purposes, or “rebordering.”

Contemporary debordering, rebordering, and the reproduction of securityscapes increasingly rely upon mass data repositories and information

37. Id. at 760–61, 772, 776; Elana Zilberg, Gangster in Guerilla Face: A Transnational Mirror of Production Between the USA and El Salvador, 7 ANTHROPOLOGICAL THEORY 37, 41 (2007). Zilberg argues that the combination of zero tolerance gang abatement strategies and provisions in the Illegal Immigration Reform and Individual Responsibility Act of 1996 have resulted in the deportation to El Salvador of thousands of allegedly gang involved Salvadoran youth. Upon return to El Salvador, youth are targeted by gang members, law enforcement, and civilians.
41. For discussions of bordering, debordering, and rebordering, see generally Didier Bigo & Elspeth Guild, Controlling Frontiers: Free Movement Into and Within Europe 233 (2005); M. Coleman, U.S. Statecraft and the U.S.–Mexico Border as Security/Economy Nexus, 24 POL. GEOGRAPHY 185 (2005); Herzog & Sohn, supra note 10, at 178.
sharing mechanisms to identify, assess, track, and impede individuals as they move domestically and internationally. This Article considers how surveillance technology structures the securitescapes that stretch between locales within the United States and Latin America. In the following Part, this Article provides an overview of the technologies that form immigration surveillance infrastructure.

A. Immigration Surveillance

Securitized immigration enforcement is facilitated by modern surveillance technology. While surveillance is an old practice, late twentieth century technological innovations have transformed American law enforcement practices and produced “new surveillance” regimes, which use “technical means to extract or create information” in novel ways. In this Subpart, this Article reviews select new surveillance practices in the U.S. immigration enforcement system—the consolidation of secondary information, big data analytics, and interoperability—to describe how new surveillance technology has been used to amplify the identification, tracking, apprehension, detention, and deportation of immigrants.

Under new surveillance regimes, law enforcement primarily collects and consolidates data from secondary sources, rather than recording information gleaned from first hand observation. U.S. immigration enforcement authorities access criminal record databases, other publicly and commercially available databases (i.e. registries, social media), and private databases (i.e. insurance, credit) to build comprehensive dossiers on surveillance subjects. The number of people entered into criminal records databases for low level offenses has substantially

44. Id. at 49, 51.
45. Bigo, Globalized (In)security, supra note 18, at 38–39. See U.S. Dep’t of Homeland Sec., Privacy Impact Assessment for the FALCON Tipline DHS/ICE/PIA-033 (Nov. 2, 2012) 3, 7–8 for a description of Immigration and Customs Enforcement (ICE) and Department of Homeland Security (DHS) personnel’s use of the FALCON environment to access criminal records and other publicly available databases to investigate and enforce federal criminal and administrative laws. See U.S. Immigration & Customs Enf’t, Targeting Operations Subscription Data Service Request 1 (2017) for a description of ICE consolidation of credit and insurance information.
increased since the 1990s as a result of broken windows policing and the war on drugs.

The capacious consolidation of information and the development of sophisticated analytical tools has enabled the emergence of big data surveillance and policing in multiple law enforcement contexts, including local police departments, national security organizations, and immigration control agencies. With increased surveillance capacity, law enforcement organizations are able to surveil more people than before, analyze large datasets to identify categories of suspicious people for further investigation, and track targeted individuals across institutions and jurisdictions. While traditional policing approaches aim to identify individual suspects and investigate them, big data analytics allow law enforcement to deductively identify types of people who are high risk.

The policing archipelago has gradually become more connected through interoperable databases. Immigration agencies are part of Department of Homeland Security (DHS) interoperability initiatives that seek to connect discreet data repositories and facilitate information sharing. Digital technology scholars John Palfrey and Urs Gasser broadly define interoperability as “the ability to transfer and render useful data and other information across systems, applications, or components” and identify four layers of interoperability:

47. JAMES B. JACOBS, THE ETERNAL CRIMINAL RECORD 2 (2015) (“The numbers have increased significantly over the last several decades on account of aggressive policing in the name of the war on drugs, zero tolerance, and broken windows.”).
48. See generally ANDREW GUTHRIE FERGUSON, THE RISE OF BIG DATA POLICING (2017); LYON, supra note 8; Aas, supra note 8.
50. The most high-profile interoperability initiative may be the Secure Communities program in which the fingerprints of people arrested and booked by a local law enforcement agency are automatically run through both Federal Bureau of Investigation (FBI) and DHS databases to flag unauthorized immigrants for apprehension and removal. See Cox & Miles, supra note 26. For an overview of immigration-related interoperability initiatives, see DORIS MEISSNER ET AL., MIGRATION POLICY INST., IMMIGRATION ENFORCEMENT IN THE UNITED STATES: THE RISE OF A FORMIDABLE MACHINERY 65–75 (2013).
51. MEISSNER ET AL., supra note 50 at 6–7.
technological, data, human, and institutional. The first layer—technological—refers to the extent to which two systems or more can be connected through compatible interfaces in order to exchange data. A closely related second layer—data interoperability—refers to the capability of systems to make sense of the data that has been exchanged. Although typically conceptualized as a matter of technical compatibility, interoperability also requires human and institutional cooperation. The human layer of interoperability refers to the will and ability of humans to work together to make systems interoperable. Lastly, the institutions in which information systems are couched must be compatible enough, though not necessarily identical, to engage in collaboration and exchange. Legal institutions and definitions vary across jurisdictions and societies. Physical assault, for example, may be defined differently within the legal systems of two nationstates. Crossjurisdictional information sharing—particularly international information sharing programs—require the translation of these legal standards such that statutes, violations, and the substantive meaning of convictions make sense across societies. Because of the ubiquity of these challenges, interoperability is often not fully realized and is best understood by degree rather than according to a binary model.

High levels of interoperability increase the mobility of data. While information in the analog age was recorded in paper files and thus, limited or slow in its reach, digital information is more easily exchanged. Interoperable data systems currently constitute the connective tissue that tie together a web of decentralized federal law enforcement agencies to form an immigration surveillance regime couched within a larger national surveillance state. On the international level, interoperability among foreign partners enables the crossborder surveillance and global policing of migrants.

Scholars argue that, partly as a result of technological advancements, borders have become “more mobile, more ad hoc, less formalized, and as a result, more

53. Id. at 6.
54. Id.
55. Id.
56. Id.
57. See id. at 178.
58. Id. at 76; see also, e.g., DAVID LYON, SURVEILLANCE AS SOCIAL SORTING: PRIVACY, RISK, AND DIGITAL DISCRIMINATION 113 (2003).
59. LYON, supra note 58, at 22.
60. MEISSNER ET AL., supra note 50, at 5; see Anil Kalhan, Immigration Surveillance, 74 Md. L. Rev. 1, 11 (2014).
61. Bigo, Globalized (In)security, supra note 18, at 47.
omnipotent and dangerous,” with border control resembling “a distributed network of myriad checkpoints, technologies and actors, which can be situated inside or outside a given state territory.” The border is diffuse: rather than a singular, discrete site, it is instead encountered at various points. To describe the configuration of immigration control in an era of mass surveillance, Anil Kalhan introduced the term “migration border” to describe the decoupling of border control practices from the territorial border. The migration border captures the multiple, mobile, and scattered “set of boundary points at which nationstates authorize individuals to enter or be admitted, prevent or allow their entry or admission, or subject them to possible expulsion.” The migration border is layered and thick, pushing inward and outward from the boundary line, and policed by a collection of both private and public actors. In the next Part, this Article explores the thickening of the border as mechanisms of externalization and internalization.

B. Externalization and Internalization of Border and Migration Controls

In contemporary information driven U.S. immigration enforcement strategies, physical borders represent both an ending and a beginning. Immigration authorities strive to metaphorically push the border outward by using information technology to intercept immigrants before they reach crossing points. In this way, borders are an ending, a last line of defense rather than a first point of contact. When immigrants do reach and cross borders, the omnipresence of immigration surveillance technology pulls policing functions of the border inward to the interior of the country. The border crosser is thus subjected to a regime of immigration surveillance to which they will continue to be subjected despite their distance away from the physical border.

64. Lyon, supra note 58; Louise Amoore, Biometric Borders: Governing Mobilities in the War on Terror, 25 POL. GEOGRAPHY 336, 338 (2006).
65. Kalhan, supra note 60, at 59.
66. Id.
67. Id. at 60–61.
68. Id. at 15–17. Since September 11, 2001, the U.S. government has required international carriers to collect and transmit information on all passengers in order to assess their admissibility to the United States before arrival. Furthermore, as this Article demonstrates, the U.S. government enters into information sharing agreements with and provides technical assistance to foreign partners in order to ensure the incapacitation of migrants in sending and transit states.
69. Id. at 60.
The stretching or thickening of the border beyond the physically demarcated boundary is accomplished in part through border externalization and internalization practices.\(^70\) Externalization involves the expansion of border controls beyond the physical nationstate, often with the assistance of other countries.\(^71\) Internalization refers to the strengthening of interior immigration enforcement and the expansion of border controls into the territorial center of the country, leading to detention and deportation.\(^72\) Externalization and internalization serve as complementary prongs in a migration securitization agenda.\(^73\)

The externalization, or outsourcing, of migration and border controls,\(^74\) consists of direct or indirect “extraterritorial state actions to prevent migrants, including asylum seekers, from entering the legal jurisdictions or territories of destination countries or regions or making them legally inadmissible without individually considering the merits of their protection claims.”\(^75\) This includes unilateral, bilateral, and multilateral state action as well as intervention by private entities.\(^76\) Externalization policies take a variety of forms and target migrant groups unevenly. For example, the U.S. Coast Guard has focused primarily on the interception of migrants who travel across the Caribbean.\(^77\) The U.S. government’s land based interdiction efforts, which disproportionately target Mexican and Central American immigrants,\(^78\) include: attempts to engage transit countries in strengthening border controls;\(^79\) public education initiatives in sending states about the dangers of migration intended to dissuade crossing attempts;\(^80\) measures designed to improve conditions in countries of origin and

---

70. For a discussion of thick and thin borders, see generally LONGO, supra note 49, at 23–24.
72. Id. at 360.
73. Id. at 369.
74. Border controls ensure that only persons and objects who are authorized to enter a country cross the border. See Maarten den Heijer, Europe beyond its Borders: Refugee and Human Rights Protection, in EXTRATERRITORIAL IMMIGRATION CONTROL: LEGAL CHALLENGES 196–97 (Bernard Ryan & Valsamis Mitsilegas eds., 2010).
75. Bill Frelick et al., The Impact of Externalization of Migration Controls on the Rights of Asylum Seekers and Other Migrants, 4 J. ON MIGRATION & HUM. SEC. 190, 193 (2016).
76. See id.
79. Frelick, supra note 75, at 200–01.
address causes of migration; and the return of migrants to third countries deemed safe—also known as first countries of asylum. Particularly relevant to this Article is the support and technical assistance provided by the U.S. government to Latin American governments to target and detain alleged gang members and drug traffickers before they reach U.S. borders.

Although governments frequently frame externalization as a method of dissuading dangerous crossings therefore ensuring migrant safety, externalization prevents migrants from entering nationstate boundaries and therefore precludes them from benefitting from protective mechanisms like asylum. Immigration authorities also deploy securitization lenses to portray externalization as a security imperative that prevents purportedly dangerous migrants, illicit drugs, and weapons from reaching the border. Lastly, governments sometimes frame externalization practices as a capacity building opportunity for partner countries. Some scholars argue that such interoperable externalization practices enable the global North to export, not only technology and expertise, but also crime control and penal state agendas to other regions, the global South in particular.

Border enforcement also encroaches into the interior of nationstates through policies and practices of internalization, or insourcing, of border and migration controls. Internalization includes interior enforcement by federal immigration

---

82. Id. at 622. In migration literature, the country of origin that a migrant leaves is referred to as the sending country. The destination country is referred to as the receiving country. A country of transit is a country through which a migrant passes in traveling from the sending to receiving country. A ‘safe third country’ refers to a country other than the sending or receiving state where a migrant is deemed, usually by the receiving country, to be safe. Under the ‘first country of asylum’ principle, a migrant must apply for asylum in the first country to which they arrive, often intended by the migrant to be a transit country.
83. See Zilberg, supra note 24.
84. Frelick, supra note 75, at 195.
85. Id. at 193. For an analysis of security framings of EU border externalization practices see Maribel Casas-Cortés, Sebastián Cobarrubias & John Pickles, "Good Neighbours Make Good Fences": Seahorse Operations, Border Externalization and Extra-Territoriality, 23 EUR. URB. & REGIONAL STUD. 231 (2016).
86. Frelick, supra note 75, at 194.
87. Aas, supra note 8, at 333; Zilberg, supra note 37. Zilberg argues that the adoption of U.S.-style broken windows policing, anti-gang enforcement, and terrorist legislation by El Salvador’s ruling right wing represents the globalization of conservative U.S. crime control agenda.
88. Menjívar, supra note 71, at 354.
enforcement authorities targeting noncitizens for detention and deportation.89 Border patrol checkpoints on roads within 100 miles from an international border constitute an internal border control strategy that expands border-like screenings geographically inward.90 Immigrants are also surveilled and policed by local law enforcement and other agencies whose missions are not primarily dedicated to immigration enforcement. This can take the form of explicit joint enforcement agreements that enable the devolution of daily immigration policing to local jurisdictions91 or more informal, indirect forms of immigration policing practiced by local law enforcement, such as local law enforcement access to immigration data in National Crime Information Center (NCIC) database files.92

Digital surveillance systems act as heightened externalization and internalization mechanisms. Regarding externalization, digital surveillance stretches the border outward from nationstate boundaries to meet migrants before they reach ports of entry. Even as states continue to engage in infrastructure building and militarization at the border, they simultaneously push border control mechanisms geographically outward from border territory. Referring to EU


90. Heide Castañeda & Milena A. Melo, Geographies of Confinement for Immigrant Youth: Checkpoints and Immobilities Along the US/Mexico Border, 41 LAW & POL’Y 84 (2019). Castañeda and Melo note that Border Patrol checkpoints represent a layered approach to border control known as the “defense in depth” strategy. Id. at 81.

91. See SCHRIRO, supra note 34. 287(g) programs, named after section 287(g) of the US Immigration and Nationality Act, authorize the deputation of local law enforcement in the enforcement of federal immigration law. In practice, such deputation devolves federal immigration enforcement authority to local law enforcement agencies. For case studies of local law enforcement deputation, see Amada Armenta, From Sheriff's Deputies to Immigration Officers: Screening Immigrant Status in a Tennessee Jail, 34 L. & POL’Y 91 (2012); Mathew Coleman, The “Local” Migration State: The Site-Specific Devolution of Immigration Enforcement in the U.S. South, 34 L. & POL’Y 159 (2012).

92. Laura Sullivan, Enforcing Nonenforcement: Countering the Threat Posed to Sanctuary Laws by the Inclusion of Immigration Records in the National Crime Information Center Database, 97 CALIF. L. REV. 567, 569 (2009). The National Crime Information Center (NCIC) database is an index of criminal justice information maintained by the Federal Bureau of Investigation (FBI) that is available at all times to federal, state, and local law enforcement in the United States. When an officer accesses NCIC to perform a criminal records check on an individual, the officer will be automatically alerted to all available criminal and civil immigration data pertaining to the individual. Sullivan argues, “By indiscriminately presenting immigration information, even when unwanted by officers, the NGIC encourages local officers to acquiesce to federal enforcement priorities despite potential conflicts with local sanctuary policies.” For additional information on the role of NCIC in immigration policing, see Anil Kalhan, Immigration Policing and Federalism through the Lens of Technology, Surveillance, and Privacy, 74 OHIO ST. L.J. 1105, 1122–26 (2013).
border control, Didier Bigo and Elspeth Guild argue that the core of immigration enforcement is "not in the systematic checking of documents at borders, but in the methods of profiling and of identifying threats coming from foreign countries." Technologically mediated screening procedures enable governments in destination states to manage the movement of some people before they reach a border, even before they leave sending states.

Surveillance systems also enable enhanced interior enforcement through initiatives like the Secure Communities program, the Criminal Alien Program (CAP), E-Verify, and the Systematic Alien Verification for Entitlements (SAVE) Program, all of which utilize interoperable surveillance technology to increase law enforcement contact with immigrants in the United States. Surveillance systems follow immigrants away from the border into interior spaces.

These concepts are interdependent in their manifestation of a more comprehensive and overbearing administration of immigration law. In the post-9/11 context, immigrants from the global South have been constructed as a national security threat. The U.S. government deploys immigration surveillance
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93. Bigo & Guild, supra note 41, at 246.
94. Didier Bigo, Immigration Controls and Free Movement in Europe, 91 NAT’L REV. RED CROSS 580 (2009). See also Bigo & Guild, supra note 41(2005). Bigo (2009) and Bigo & Guild (2005) refer to the concept of "policing at a distance," which describes the export of controls that used to be carried out by officials at national borders to foreign officials and private security agents outside of nationstate borders such that migrants are intercepted and screened before entering the territory of destination countries. Policing at a distance is conceptually similar to Kalhan’s “migration border” in which federal immigration authorities cooperate with public and private actors who act both within and outside the U.S. territory "to collect, analyze, store, and share biometrics and other personal information, to identify individuals, to monitor and control mobility, and in some instances to detain individuals or otherwise restrain their liberty.” Kalhan argues that interoperable database systems integrate otherwise separate surveillance regimes. See Kalhan, supra note 60, at 68.
95. See supra note 50 for an in-depth description of the Secure Communities program.
96. The goal of the Criminal Alien Program (CAP) is to identify removable noncitizens in jails and prisons and initiate removal proceedings. See PATRISIA MACÍAS-ROJAS, FROM DEPORTATION TO PRISON: THE POLITICS OF IMMIGRATION ENFORCEMENT IN POST–CIVIL RIGHTS AMERICA (2016).
systems to control the movement of immigrant groups. Securitized immigration enforcement strategies, undergirded by immigration surveillance systems, expand border controls inward and outward from the physical territory of the border. Building upon the concepts of the migration border, securityscapes, debordering, and rebordering, I argue that digital information sharing programs construct particular geographic configurations of information exchange and enforcement practices called bordering circuitry. This Article has chosen to use the term “bordering” to highlight that border control is an active, ongoing social and political process that increasingly occurs away from physical borderlands. Circuitry refers both to the circuits of migration and enforcement endemic to securityscapes and the technological hardware that makes information sharing possible. The bordering circuitry discussed in this Article targets so-called criminal aliens and thus represents a conduit for reproduction of criminalization.

II. METHODS

The findings presented in this Article are derived from primary documents. I analyze the documents as objects of research. Specifically, I analyzed documents dating from 1995 to 2017 from the following categories: system of records notices (fifty-two documents); privacy impact assessments (forty-four documents); reports and audits from the U.S. DHS Office of Inspector General (thirty-one documents); U.S. DHS memos, strategic plans, and budget documents (twenty-one documents); and technical manuals and training materials (thirty-six documents). I also reviewed relevant case law, policies, and executive orders that established or modified federal databases and information systems.

I examine both the political processes behind the development of surveillance technology and the implementation of information sharing programs. System of records notices, privacy impact assessments, strategic plans, budget documents, technical manuals, training materials, and internal memos provide insight into the institutional logics of the immigration enforcement apparatus. A system of records is defined as “a group of any records under the control of an agency from which information is retrieved by the name of the individual or by some identifying number, symbol, or other identifying particular
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99. Herzog & Sohn, supra note 41, at 177–78.
100. See generally JOHN SCOTT, A MATTER OF RECORD (1990); ANNELISE RILES, DOCUMENTS: ARTIFACTS OF MODERN KNOWLEDGE (2006). In adopting an approach that situates DHS documents as research objects, I do not assume that the documents reveal objective truth about the nature of immigration or immigrants. Rather, I analyze the documents to illuminate the political construction of immigrants as criminal and of punitive immigration control as necessary.
assigned to the individual.” The Privacy Act of 1974 requires that federal agencies give public notice as to the development and alteration of records systems via the Federal Register’s system of records notices. Under the authority of the Homeland Security Act of 2002, the Department of Homeland Security’s Privacy Officer requires that federal agencies produce privacy impact assessments to describe their methods for collecting and storing personally identifiable information. Office of Inspector General reports, audits, and internal memos offer a window into the implementation of directives and coordination of immigration enforcement processes through technology.

I employ an abductive analytical process to develop my argument. With the system documents, I conducted an initial round of open coding by hand to inductively elicit general coding categories. I used the topics that emerged from the first round of coding to proceed with a second round of more directed coding with the entire set of documents, once again by hand, according to seven dimensions. Specifically, I looked for indications that there were changes to information systems concerning the following components: (1) recording of criminal history information; (2) broader forms of criminal classification; (3) automation; (4) standardization; (5) interoperability; (6) risk assessment analytical tools; and (7) information sharing. Lastly, I conducted a third round of coding by combining all of the document sets chronologically. I sorted data excerpts and drafted memos through an iterative analytical process in which I integrated themes drawn inductively from the data set with theory from relevant literature.

In order to acquire novel statistical data about information sharing programs, I submitted and litigated multiple Freedom of Information Act (FOIA) requests to the U.S. Department of Homeland Security (DHS). One FOIA request inquired as to the number of repatriated individuals who had their criminal history information shared with foreign countries under the Criminal History Information Sharing (CHIS) program between January 1, 2010 and October 1, 2017 broken down by year, country of birth, gang flag, and National Crime Information Center (NCIC) Code(s) from the 85 crimes enumerated in the

104. See generally Stefan Timmermans & Iddo Tavory, Theory Construction in Qualitative Research: From Grounded Theory to Abductive Analysis, 30 Soc. Theory 167 (2012). Abductive analysis involves moving iteratively between data and theory, rather than beginning inquiry with a fully developed hypothesis. Abductive approaches combine both induction and deduction to explore surprising findings through field note writing, theoretical sampling, coding, sorting, diagraming, memo writing, and comparison.
cooperation agreements. Another FOIA request inquired as to the number of individuals whose information was shared as part of the Law Enforcement Notification System (LENS) between January 1, 2015 and October 1, 2017, broken down by year, country of citizenship, law enforcement jurisdiction of intended residence (domestic law enforcement agency to whom the notification was sent), and description of crime(s) or conviction(s).

After DHS failed to respond to the request by the statutory time limit, I filed suit to compel DHS to release the data. DHS complied with the request to release information on the CHIS program pertaining to 39,197 repatriated individuals who had their criminal history information shared with foreign countries between January 1, 2010 and October 1, 2017, broken down by year and country of birth. Nonetheless, DHS refused to release data on gang flags and NCIC codes on the basis of privileged law enforcement information. DHS also released highly detailed data pertaining to 8100 individuals who had their criminal history information shared as part of the LENS program between January 1, 2010 and October 1, 2017.105 SPSS software was used to analyze the data.106

III. THE CROSS-BORDER CONSTRUCTION, SURVEILLANCE, AND POLICING OF “CRIMINAL ALIENS”

The Law Enforcement Notification System (LENS) is an information sharing agreement that enables the U.S. government to disclose information held in federal databases to domestic law enforcement agencies. Disclosure is permitted in cases where a noncitizen who is a criminal alien, defined as having been convicted of one or more serious crimes in the U.S., is released from ICE custody into U.S. territory. Another information sharing program, the Criminal History Information Sharing (CHIS) program, enables the U.S. government to disclose information on criminal aliens held in federal databases with the Government of Mexico and the governments of select Latin American and Caribbean countries. The LENS and CHIS programs, which are the focus of this Article, obtain the majority of information shared with outside agencies from the Enforcement Integrated Database (EID)—a DHS data repository accessed through a collection of

105. These data were broken down according to the following classifications: country of citizenship; detention location; release date; release reason; release facility; release facility city; release facility state; release facility zip; release address; release city; release state; release zip; agency code; agency type; message status; last send date; "enqueue" date; and NCIC (National Crime Information Center) codes.

106. Seth Alan Williams, a PhD student and graduate research assistant in the Department of Criminology, Law & Society at the University of California, Irvine, cleaned and analyzed the data, and provided the visual representations (graphs and tables) included in this Article.
applications called ENFORCE and EAGLE. Therefore, I provide an overview of EID, and the LENS and CHIS programs.

A. The Enforcement Integrated Database (EID)

The Enforcement Integrated Database (EID) is a shared database repository that maintains information on federal investigation, arrest, booking, detention, and removal operations. It is owned and operated by U.S. Immigration and Customs Enforcement (ICE) and directly accessed by certain Department of Homeland Security (DHS) components, including ICE, U.S. Customs and Border Protection (CBP), and U.S. Citizenship and Immigration Services (USCIS).

The biographic information stored in EID is notably broad and includes “name(s), aliases, date of birth, telephone numbers, addresses, nationality, citizenship, Alien Registration Number (A-Number), Social Security Number (SSN), passport number, visa information, employment history, educational history, immigration history, and criminal history . . . [H]eight, weight, eye color, hair color, and any other unique physical characteristics (e.g., scars, marks, tattoos).” EID also contains information related to a subject’s travel, health, bond, case management, detention, detainers, family, spouse(s), and associates, as well as information about DHS agents’ encounters with individuals in the

---

107. ENFORCE applications are software applications that allow users to create, update, and access records stored in EID. EAGLE applications are used by ICE officers to process the biometric and biographic information of arrested individuals.


110. Id. at 7.

course of law enforcement activities.112 Lastly, EID and the ENFORCE and EAGLE applications process biometric information on suspects in the form of fingerprints, DNA, and photographs.113

Sources from which system users collect the information stored in EID is expansive, including: suspects, victims, witnesses, and associates interviewed by DHS officers or agents; undercover operations and related surveillance technology; confidential informants; visa and immigration benefits applications, travel documents, and identification documents (i.e. visas, birth certificates); federal, state, local, tribal, international, or foreign governmental organizations; employers, schools, and universities; individuals making bond arrangements; applicants, sponsors, and those representing noncitizens during immigration benefit application processes; publicly and commercially available databases (i.e. newspapers, registries, social media); and other federal databases.114 ICE imports comprehensive criminal history information into EID for all subjects from the National Crime Information Center (NCIC) database, an index of criminal justice information maintained by the Federal Bureau of Investigation (FBI) that is available to federal, state, and local law enforcement in the United States.115

EID reflects the mass secondary consolidation characteristic of new surveillance systems. The extensive information consolidated in EID provides a basis for immigration authorities to construct immigrants as criminal aliens or otherwise dangerous entities. EID provides the foundational data for several information sharing programs, including the Law Enforcement Notification System and the Criminal History Information Sharing program.

112. EID, supra note 108, at 7.
113. Id. at 21.
114. Id. at 9–11, 18.
### Table 1: Information Systems Timeline

<table>
<thead>
<tr>
<th>Year</th>
<th>System/Program</th>
<th>Operational Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>1984</td>
<td>Deportable Alien Control System (DACS)</td>
<td>operational</td>
</tr>
<tr>
<td>2007</td>
<td>Enforcement Case Tracking System (ENFORCE)</td>
<td>applications operational</td>
</tr>
<tr>
<td>2010</td>
<td>Enforcement Integrated Database (EID)</td>
<td>operational</td>
</tr>
<tr>
<td>2012</td>
<td>Comprehensive criminal history from the National Crime Information Center (NCIC) Database populated into EID/ENFORCE</td>
<td></td>
</tr>
<tr>
<td>2014</td>
<td>Criminal History Information Sharing (CHIS) Program</td>
<td>operational</td>
</tr>
<tr>
<td>2015</td>
<td>Law Enforcement Notification System (LENS)</td>
<td>operational</td>
</tr>
</tbody>
</table>

### B. The Law Enforcement Notification System

In April 2015, DHS initiated a program to disclose information held in federal databases to domestic law enforcement agencies pertaining to noncitizens released from ICE custody into U.S. territory, if a noncitizen has both been convicted of a violent crime, a serious crime (including certain misdemeanors), or a sex offense; and if the agency receiving the notification has an interest in “(1) a pending investigation or prosecution, (2) parole or other forms of supervision, or (3) the individual’s intended residence or location of release falling within the agency’s jurisdiction.”

To notify the receiving agency, ICE developed the Law Enforcement Notification System (LENS). When a noncitizen who meets one of the qualifying conditions listed above is booked out of ICE custody, LENS pulls information from federal databases and sends it to the law enforcement agency where the individual is released and the state where the released individual intends to reside.

ICE shares the following data on a given noncitizen in the LENS notification message: name, alias, date of birth, address of residence, country of citizenship, A-Number, and other identifying law enforcement numbers (for example, state

---


117. LENS, supra note 116, at 4.
identification number, FBI number, and fingerprint number). With this information, the recipient law enforcement agency can conduct its own query into the National Crime Information Center (NCIC) database and other databases to ascertain the noncitizen’s criminal history. Thus, ICE sends LENS notifications to domestic law enforcement agencies when a released noncitizen has a criminal history, information ICE personnel most likely gleaned from NCIC. The notification message itself, however, contains no substantive criminal history information but rather, provides the necessary identifying numbers for a domestic law enforcement agency to circle back and access the criminal history information from NCIC independently.

Three agency conditions that trigger a LENS notification: first, pending investigation/prosecution, second, parole or other forms of supervision, and third, released individual’s intended residence or location of release falling within the agency’s jurisdiction. Of these, the third is the broadest. If a criminal alien is released into the United States by ICE, they necessarily will settle in a law enforcement jurisdiction, thus by definition being eligible to have their information shared.

Nationwide deployment of the program was complete by September 2015, at which time LENS notifications were sent to state law enforcement partners. These partners were mainly State Identification bureaus and fusion centers, who then distributed the information to local law enforcement agencies. By August 2016, local law enforcement agencies (including sworn campus safety officers)


were able to subscribe via email to receive LENS notifications directly, without going through a state level agency per the previous protocol.121

1. Development of the Law Enforcement Notification System

In reporting documents, fact sheets, and newsletters, immigration authorities frame LENS as an information sharing program intended to assist local agencies “in narrowing the pool of potential suspects when a violent or serious crime is committed in their jurisdiction and there are few leads in the investigation, or if the particulars of a crime being investigated are similar to circumstances surrounding the violent or serious crime for which the individual was previously convicted.”122 In this characterization, LENS is a resource for local law enforcement agencies to conduct investigations.123

Yet, in testimony and memos, immigration enforcement officials also refer to the development of LENS in relation to frustration with “limited or declined cooperation on the part of some state and local law enforcement agencies [. . .] on removals and returns of individuals posing a threat to public safety.”124 Indeed, federal officials have expressed dissatisfaction with locales that refuse to cooperate with federal agencies for immigration enforcement purposes.125 More recently, the Trump administration has threatened to withhold federal funding from police departments, cities, and states who abide by sanctuary policies that prohibit cooperation between local public agencies and federal immigration authorities.126 Thus, it appears that immigration enforcement officials hope LENS might counteract local oppositional trends and encourage local law enforcement cooperation with federal authorities.

Scholars have documented how the daily work of policing immigrants has devolved from the federal to the local level, most explicitly by deputizing local law

122. 2015 Notice of Amendment to the Privacy Act of 1974, supra note 116.
123. It is concerning that DHS’ wording in the first part of the quotation above implies that the information in a LENS notification could implicate a noncitizen simply because the law enforcement agency may have failed to locate other leads.
124. DHS Hearing, supra note 120.
125. Lai & Lasch, supra note 27, at 547. Most notably regarding the Secure Communities program in which the fingerprints of people booked into local jails was automatically shared with federal immigration authorities during routine criminal records database checks. Id. Eventually, the Federal Government clarified that locales did not have discretion to opt out of Secure Communities. Id.
enforcement officers to enforce federal immigration law or enlisting local law enforcement to assist in the transfer of immigrants to ICE custody. Laura Sullivan argues that including civil immigration warrant information in criminal law enforcement databases that are accessed by local and state police informally imposes immigration enforcement tasks on the state and local levels. LENS similarly acts as an indirect way to enlist state and local law enforcement in immigration control. Notifications are “situational awareness [messages] only . . . .; [t]hey neither direct nor require law enforcement agencies to take action” but rather, are intended to “inform” the local law enforcement agency of a criminal alien in their jurisdiction. Nonetheless, the notifications draw law enforcement attention to noncitizens with criminal records residing in or passing through their jurisdictions, enabling targeted surveillance and policing.

2. Deployment of the Law Enforcement Notification System

Since program implementation in the late summer of 2015, LENS notifications to state and local law enforcement agencies have increased at a steep pace. Between August 2015 and August 2016, DHS issued roughly 100 notifications per month. Beginning in September 2016, LENS notifications increased sharply to about 400 cases per month. It is possible that this abrupt increase was due, at least in part, to structural changes in LENS notification procedures in August 2016, as greater numbers of local law enforcement agencies subscribed directly to the program, rather than receiving LENS information from a central state law enforcement agency. This abrupt increase was followed by a general trend of increasing cases through September of 2017 (the last available data point), which had the highest reported count of LENS notifications at 625 (See Figure 2).

129. DHS/ICE/PIA-015(I), supra note 119.
130. Id.
131. Data in the Subparts III.B.2 and III.C.2 are the result of statistical analysis using SPSS software.
Figure 1: LENS Notifications, March 2015–September 2017

Frequency of LENS notifications to state and local law enforcement agencies between March 2015 and September 2017.

From January to December 2015, there were 524 LENS notifications affecting immigrants from seventy-four countries. Notifications for immigrants from Mexico were the most common, followed by Cuba, Vietnam, China, and Laos. From January to December 2016, there was a 408 percent increase in the total number of notifications from 524 to 2,664. The range of countries of origin increased to ninety-eight countries, though one case is indicated as “Stateless.” Notifications for immigrants from Mexico were again the most common, followed by Cuba, El Salvador, Vietnam, and Guatemala. In 2017, there was again an increase in notifications from the previous year, this time of 84.3 percent. This is particularly notable since data is only available for the first nine months (January through September) of 2017. The number of countries of origin associated with notifications increased once again, to a total of 119. Notifications for immigrants from Mexico were again the most common, followed by Cuba, El Salvador, Guatemala, and Honduras (See Table 2).

132. January and February 2015 are not included in the graph because only one LENS notification was released over the course of those two months.
Table 2: LENS Notifications by Country of Origin, 2015–2017

<table>
<thead>
<tr>
<th></th>
<th>2015</th>
<th></th>
<th>2016</th>
<th></th>
<th>2017</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Freq.</td>
<td>% of Total</td>
<td>Freq.</td>
<td>% of Total</td>
<td>Freq.</td>
<td>% of Total</td>
</tr>
<tr>
<td>Mexico</td>
<td>130</td>
<td>24.81</td>
<td>Mexico</td>
<td>983</td>
<td>36.93</td>
<td>Mexico</td>
</tr>
<tr>
<td>Cuba</td>
<td>67</td>
<td>12.79</td>
<td>Cuba</td>
<td>350</td>
<td>13.15</td>
<td>Cuba</td>
</tr>
<tr>
<td>Vietnam</td>
<td>41</td>
<td>7.82</td>
<td>El Salvador</td>
<td>153</td>
<td>5.75</td>
<td>El Salvador</td>
</tr>
<tr>
<td>China</td>
<td>29</td>
<td>5.53</td>
<td>Vietnam</td>
<td>141</td>
<td>5.30</td>
<td>Guatemala</td>
</tr>
<tr>
<td>Laos</td>
<td>26</td>
<td>4.96</td>
<td>Guatemala</td>
<td>128</td>
<td>4.81</td>
<td>Honduras</td>
</tr>
<tr>
<td>El Salvador</td>
<td>20</td>
<td>3.82</td>
<td>Honduras</td>
<td>102</td>
<td>3.83</td>
<td>Vietnam</td>
</tr>
<tr>
<td>Somalia</td>
<td>15</td>
<td>2.86</td>
<td>Laos</td>
<td>77</td>
<td>2.89</td>
<td>Laos</td>
</tr>
<tr>
<td>Jamaica</td>
<td>13</td>
<td>2.48</td>
<td>Jamaica</td>
<td>52</td>
<td>1.95</td>
<td>Jamaica</td>
</tr>
<tr>
<td>Dominican Republic</td>
<td>10</td>
<td>1.91</td>
<td>Cambodia</td>
<td>46</td>
<td>1.73</td>
<td>Cambodia</td>
</tr>
<tr>
<td>Guatemala</td>
<td>9</td>
<td>1.72</td>
<td>Sudan</td>
<td>28</td>
<td>1.05</td>
<td>Somalia</td>
</tr>
</tbody>
</table>

Summarily, the trend in LENS notifications indicates a focus on regional migration circuits, with a heightened focus on immigrants with Mexico as their country of origin, followed by Cuba. Central American countries, including the Northern Triangle (Guatemala, Honduras, El Salvador), consistently receive a relatively high proportion of LENS notifications. Jamaica and the Dominican Republic have a presence in the top countries of origin for LENS notifications in some years, though the proportion of notifications is between just one and three percent of the total. In select years, Somalia and Sudan also garner between one and three percent of LENS notifications. Laos, Cambodia, and Vietnam are also consistently represented as countries of origin in LENS notifications.

For the purposes of this Article, I focus on the data pertaining to Mexican, Central American, and Caribbean immigrants, which constitute groups towards whom U.S. immigration authorities have historically dedicated large proportions of enforcement resources and, particularly since the 1980s, have targeted under various criminal alien initiatives. Though not the focus of this Article, immigrants from Laos, Cambodia, and Vietnam are also targeted under similar antigang, antidrug trafficking, and other criminal alien enforcement programs.

Each year, law enforcement in California receive by far the largest share of LENS notifications. Other states that consistently receive a relatively high proportion of LENS notifications for all three years for which data was available include Arizona, Texas, and Florida. The September 2016 spike in LENS notifications was particularly pronounced in Nevada, where notifications
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increased from forty-three between January 2015 and December 2016 to 362 notifications between January 2017 and September 2017, causing Nevada to bump New York out of the top five LENS notification recipients. Most of Nevada’s increase is attributable to Las Vegas, where twenty-three LENS notifications were received between January 2015 and December 2016, compared to 233 between January 2017 and September 2017. The increase brought Nevada to fourth place overall for frequency of LENS notifications received in 2017. The other state that appears for the first time in the top ten states for receipt of LENS notifications after the 2016 spike is Colorado, which experienced an increase from fifty-three LENS notifications between January 2015 and December 2016 to 151 notifications from January 2017 to September 2017, largely attributable to Denver (see Table 3).

Table 3: Frequency of LENS Notifications to Receiving States, 2015–2017¹³⁴

<table>
<thead>
<tr>
<th></th>
<th>2015</th>
<th></th>
<th>2016</th>
<th></th>
<th>2017</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Freq.</td>
<td>% of Total</td>
<td>Freq.</td>
<td>% of Total</td>
<td>Freq.</td>
<td>% of Total</td>
</tr>
<tr>
<td>CA</td>
<td>170</td>
<td>32.44</td>
<td>CA</td>
<td>748</td>
<td>28.08</td>
<td>CA</td>
</tr>
<tr>
<td>NY</td>
<td>74</td>
<td>14.12</td>
<td>FL</td>
<td>254</td>
<td>9.53</td>
<td>AZ</td>
</tr>
<tr>
<td>TX</td>
<td>47</td>
<td>8.97</td>
<td>AZ</td>
<td>208</td>
<td>7.81</td>
<td>FL</td>
</tr>
<tr>
<td>FL</td>
<td>36</td>
<td>6.87</td>
<td>TX</td>
<td>197</td>
<td>7.39</td>
<td>NV</td>
</tr>
<tr>
<td>AZ</td>
<td>25</td>
<td>4.77</td>
<td>NY</td>
<td>152</td>
<td>5.71</td>
<td>TX</td>
</tr>
<tr>
<td>MN</td>
<td>16</td>
<td>3.05</td>
<td>NJ</td>
<td>96</td>
<td>3.6</td>
<td>VA</td>
</tr>
<tr>
<td>NJ</td>
<td>15</td>
<td>2.86</td>
<td>WA</td>
<td>70</td>
<td>2.63</td>
<td>CO</td>
</tr>
<tr>
<td>VA</td>
<td>13</td>
<td>2.48</td>
<td>MN</td>
<td>57</td>
<td>2.14</td>
<td>NY</td>
</tr>
<tr>
<td>IL</td>
<td>9</td>
<td>1.72</td>
<td>VA</td>
<td>56</td>
<td>2.10</td>
<td>NJ</td>
</tr>
<tr>
<td>MD</td>
<td>8</td>
<td>1.53</td>
<td>IL</td>
<td>53</td>
<td>1.99</td>
<td>MN</td>
</tr>
</tbody>
</table>

C. The Criminal History Information Sharing Program

In July 2010, DHS announced that U.S. immigration authorities would begin to electronically share information held in federal databases with the government of Mexico under the Criminal History Information Sharing (CHIS) program.¹³⁵ Specifically, DHS began providing criminal history information and, beginning in 2014, biometric information (photographs and fingerprints) to the Mexican

¹³⁴. Table 3 describes the states that have received the most LENS notifications. These are the states in which the released noncitizen intends to reside and may be different than the state from which the noncitizen was released from detention. Over the three years for which data is available, thirteen states, in varying order each year, occupy the top ten states for receipt of LENS notifications: California, Texas, New Jersey, New York, Florida, Arizona, Virginia, Minnesota, Maryland, Washington, Illinois, Nevada, and Colorado.

¹³⁵. DHS/ICE/PIA-015(t), supra note 115, at 3.
government on repatriated Mexican nationals. Since the initiation of the
program, DHS has expanded CHIS program agreements to El Salvador,
Guatemala, Honduras, Jamaica, the Dominican Republic, and the Bahamas.
The fields of information that may be shared with foreign partners include, “A-
Number, Subject ID, name, alias, date of birth, city of birth, country of birth,
mother’s name, father’s name, gender, gang flag, photographs, fingerprints,
National Crime Information Center (NCIC) Code(s) from the 85 crimes
enumerated in the cooperation agreements, description of crime, and date of
conviction.” ICE states that the exported information “better prepares foreign
partners for potential public threats when the alien returns to their country.”

The CHIS program also enables ICE to “negotiate with partner countries for
criminal conviction information on foreign nationals who are being repatriated
from the United States.” Thus, in addition to sending criminal records, ICE
solicits criminal history information from foreign partners in order to “assist ICE
in making more informed decisions about aliens’ custody, detention, and overall
risk to public safety and security while they remain in ICE custody or if they return
to ICE custody in the future.” ICE describes a “criminal history matrix” onto
which foreign partners’ criminal justice information is mapped and translated into
equivalent terms in the context of the U.S. criminal justice system.

In May 2018, Raymond Villanueva, Assistant Director of International
Operations for Homeland Security Investigations, identified CHIS as a priority
program slated for expansion during the 2018–2019 fiscal year as part of a larger
focus on international information initiatives. In stating that CHIS “supports

136. U.S. DEP’T OF HOMELAND SECURITY, PRIVACY IMPACT ASSESSMENT UPDATE FOR THE
ENFORCEMENT INTEGRATED DATABASE (EID), DHS/ICE/PIA-015(f) (2014) [hereinafter
DHS/ICE/PIA-015(f)], https://www.dhs.gov/sites/default/files/publications/PIA%20Update
%2C%20ICE-%20Enforcement%20Integrated%20Database%20%28EID%29%2C%20
20140408%20approved%20FIN.pdf [https://perma.cc/FHQ7-TPKU].
137. Id.
138. U.S. DEP’T OF HOMELAND SECURITY, PRIVACY IMPACT ASSESSMENT FOR THE ENFORCEMENT
INTEGRATED DATABASE (EID) CRIMINAL HISTORY INFORMATION SHARING (CHIS)
PROGRAM, DHS/ICE/PIA-015(h) 3–4 (2016) [hereinafter DHS/ICE/PIA-015(h)], https://
[https://perma.cc/85FA-LZWZ].
139. DHS/ICE/PIA-015(f), supra note 136, at 4.
140. WILLIAM A. KANDEL, CONGRESSIONAL RESEARCH SERVICE, INTERIOR IMMIGRATION
homesec/R44627.pdf [https://perma.cc/DL3H-L8QD].
141. DHS/ICE/PIA-015(f), supra note 136.
142. Id.
143. Combatting Transnational Criminal Threats in the Western Hemisphere: Hearing Before the U.S.
H.R. Comm. on Foreign Affairs, Subcomm. on Western Hemisphere, 115th Cong. 66–76 (2018)
efforts in immigration management, law enforcement and national security,” Villanueva makes explicit the conflation of immigration enforcement, crime control, and national security that justifies the removal of noncitizens, some of who pose no demonstrable risk, under securitization logic.\textsuperscript{144} CHIS also maintains documentation on gang identification, reflecting U.S. immigration authorities’ concerns about gang involvement by immigrants from Mexico and Central America.\textsuperscript{145}

1. Development of the Criminal History Information Sharing Program

Since at least the 1990s, Central American and Caribbean countries have demanded more robust information from the U.S. government concerning “criminal deportees,” to whom some Latin American and Caribbean officials attributed rising violent crime rates after a surge in removals following the enactment of the 1996 Illegal Immigration Reform and Immigrant Responsibility Act.\textsuperscript{146} Regardless of the veracity of the connection between violence and deportees, representatives from Latin American and Caribbean countries focused on tracking and managing returning citizens who had been labeled criminal aliens in the United States, including alleged gang members.\textsuperscript{147} Latin American and Caribbean authorities requested that the United States provide advance notice of removals and in the case of criminal aliens, photographs, criminal history information, and fingerprints, for the purposes of the tracking, reintegration, and incapacitation of criminal aliens in the country of origin.\textsuperscript{148} In 1997, the U.S. government agreed to provide at least three days advance notice of a “criminal

\begin{flushright}
\textsuperscript{144} Chacón, supra note 30.
\textsuperscript{147} Violence in Central America: Briefing and Hearing Before the Subcomm. on the Western Hemisphere of the Comm. on Foreign Affairs H.R., 110th Cong. 11–22 (2007) (statement by His Excellency Roberto Flores Bermudez).
\end{flushright}
alien’s” return to their country of origin, accompanied by criminal conviction information.149

Despite these reforms, representatives from several countries, including Jamaica150 and Honduras,151 claimed that the U.S. government provided criminal history information only in the case that it was directly related to the incident that incited removal from the country. Latin American and Caribbean representatives requested comprehensive, detailed criminal records on “criminal deportees” from local, state, and federal agencies in the United States.152

U.S. policymakers and law enforcement in turn sought criminal history information and surveillance tools to track previously deported alleged gang members and drug traffickers, specifically from Mexico, Central America, and the Caribbean in case of their return to the United States. U.S. authorities have met repeatedly with representatives of Mexico and Central American countries to discuss collaborative antigang efforts, including the development of shared training academies and a crossnational biometric database for gang enforcement.153 Officials in the United States, Mexico, and Central America have a collective interest in collecting and sharing migrants’ biometric and criminal history information.

2. Deployment of the Criminal History Information Sharing Program

Although DHS announced the development of the CHIS program in 2010, it appears that the department did not begin to release program notifications to foreign partners until 2014, when it expanded partnership agreements beyond Mexico. CHIS notifications to partner countries hovered between roughly 800
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152. See Violence in Central America Briefing and Hearing Before the Subcomm. on the Western Hemisphere of the Comm. on Foreign Affairs H.R., 110th Cong. 22 (2007) (statement of Roberto Flores Bermudez); Deportees in Latin America and the Caribbean, Hearing and Briefing Before the Subcomm. on the Western Hemisphere of the Comm. on Foreign Affairs H.R., 110th Cong. 14–15 (2007) (statement of Charles Shapiro, Principle Deputy Assistant Secretary, Bureau of Western Hemisphere Affairs, U.S. Department of State); Deportees in Latin America and the Caribbean, Hearing and Briefing Before the Subcomm. on the Western Hemisphere of the Comm. on Foreign Affairs H.R., supra note 146, at 42 (statement of Annmarie Barnes).
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and 1400 per month between May 2014 and September 2017, with peak frequency in October during the first two years and shifting to the summer for the latter two years (see Figure 3).

Figure 2: Frequency of Criminal History Information Sharing Program Notifications (Total), March 2014–September 2017
Figure 3: Criminal History Information Sharing Program Notifications by Country of Origin (Recipient Countries), 2014–2017
The greatest proportion of CHIS notifications each year were distributed to the Mexican Government, the original program partner. Although Mexico maintains the most CHIS notifications over time period in which data is available, there is increasing diversity in the partner countries receiving notifications. Across all four years for which data is available, the Bahamas consistently receives the fewest notifications, followed by Jamaica. The Dominican Republic, Honduras, Guatemala, and El Salvador progressively assume slightly greater proportions of notifications over time (See Figure 4).

IV. DISCUSSION

A. Bordering Circuitry

There are several analytical advantages in discussing the Law Enforcement Notification System (LENS) and the Criminal History Information Sharing (CHIS) program together. For one, the two information sharing programs developed in roughly parallel chronology. While DHS officially deployed CHIS in 2010, the program did not appear to have been substantively instituted until 2014, one year before the initiation of LENS. Second, the two programs mirror one another in form. Both programs pull data from the same source—primarily the Enforcement Integrated Database (EID) and associated ENFORCE/EAGLE applications—and export the information to other law enforcement entities.154 Third, there is substantial overlap in the immigrant groups that are targeted by LENS and CHIS, particularly those from Mexico, Central America, and to a lesser extent, Caribbean countries. Fourth, LENS and CHIS are an outgrowth of the increased enforcement prioritization of criminal aliens, a category that has, since the 1980s, come to apply to a greater number of immigrants and come to dominate the logic of immigration control in the United States.

When considered through the lenses of border thickening, immigration surveillance, and securitization construction, LENS and CHIS are the constituent parts of a bordering circuituy wherein interoperable information infrastructure constructs patterned geographies of information flow and enforcement practices that are particularly consequential for criminal aliens. The production and deployment of information sharing programs provides insight into the state’s larger vision for the surveillance and social control of immigrant populations, which relies upon the categorization of greater numbers of immigrants as criminal

154. Both programs have also become increasingly automated to release messages with progressively less human intervention, a trend I address more in other forthcoming work.
or dangerous. Over time, the criminal alien category has come to include progressively larger portions of the immigrant population, thus enabling enhanced enforcement actions and expanding state control over broader populations.

Contemporary policing and surveillance technologies have altered and heightened immigration and border control strategies. Digital data repositories have increased law enforcement’s capacity to store and analyze large volumes of information. Moreover, data is more mobile than ever before. The capability to move data across borders—or in the words of Jennifer Daskal, to render data “un-territorial”—has enabled federal law enforcement to implement old strategies, including border externalization and internalization, in newly capacious ways.

Information sharing programs, including the CHIS program, stretch outward to intercept migrants before they reach the physical territory of the border. In sharing the criminal history information of deported people, U.S. immigration authorities seek to enable their incapacitation in the sending state, making a return to the United States less likely.

At the same time, information sharing programs like LENS enable the policing and surveillance of migrants far from any physical border. In cases where detention and immediate deportation are not feasible, federal law enforcement agencies track criminal aliens within the U.S. territory, a task that enlists the assistance of local and state law enforcement agencies.

While much of the surveillance literature argues that surveillance and therefore enforcement is omnipresent, the evidence herein indicates that information sharing programs reterritorialize enforcement along specific geographies. LENS notifications consistently cluster in about a dozen states within the United States, and disproportionately concern people from Mexico, Central American, and Caribbean countries, the same immigrant groups targeted through the CHIS program. Thus, when combined, domestic and international information sharing programs strengthen securitescapes that span from the United States, particularly states and regions with heightened immigration enforcement, into Mexico, Central America, and the Caribbean.
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While data is deterritorialized in the sense that it moves across space as a result of technological advancements and interoperability, it carries the marks of legal and social processes that are grounded in specific territories. The criminal alien category, as defined in these programs, originates at the intersection of the American criminal justice and immigration systems. Noncitizens are often ascribed the “criminal” in criminal alien as a result of local policing and criminal justice processing. The task of information sharing programs, then, is to move data produced in specific contexts and activate them in other locales, in ways that make sense in the new context. This task is challenged by imperfect interoperability, an issue I address further in Part IV.C.

B. Implications for Mobility, Exclusion, and Subordinate Inclusion

Bordering circuitry has implications for peoples’ mobility, exclusion, and subordinate inclusion both within and outside of U.S. territory. Within the United States, those surveilled under the LENS program occupy a limbo status as not yet deported. DHS and ICE officials frame the LENS program as a part of their larger public safety charge in which they surveil and contain people who will eventually be removed from the country. Officials do not appear to conceptualize immigrants released with LENS notifications as noncitizens who may eventually pursue a change in citizenship status or remain in the United States. When discussing LENS, immigration authorities insist that criminal aliens are only released in cases where ICE is unable to secure travel documents, ICE encounters resistance to the removal from the home country, or federal court rulings require the release of immigrants from detention. By flagging released criminal aliens to local law enforcement, ICE officials delegate, at least for the short term, the task of immigration surveillance and social control to local law enforcement. In the process, local law enforcement assumes a central role in policing internal borders.

Through the Law Enforcement Notification System, the federal immigration enforcement apparatus expands criminal alien surveillance, at least temporarily, to the local agencies better equipped to engage in day-to-day oversight. Whether or not the local agency actively pursues action will be inconsistent across jurisdictions. Nonetheless, information sharing programs threaten to further ensnare criminal aliens in the criminal justice and immigration enforcement systems by both targeting the group for prioritized enforcement in the immigration system and encouraging enhanced control under local criminal justice processes—the very processes that may have affixed a given criminal alien
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with the criminal label in the first place, thus continuing the cycle of enhanced surveillance and enforcement. As a result, bordering circuitry potentially aggravates dynamics of social exclusion and subordinate inclusion in which immigrants are within the boundaries of the country but nonetheless treated as if they are outside. At its most extreme, efforts to “delink territorial presence and citizenship” create stateless people who are unable to reside safely in sending states and prevented from establishing citizenship in receiving states.

CHIS is directed at criminal aliens undergoing deportation whom immigration enforcement personnel have determined are a safety risk and therefore, according to ICE enforcement priorities, should not be allowed back into the United States. Through interoperable technology, criminal records are globally diffused and become part of the collaborative construction of transnational strategies of social control. Although sharing information—including criminal and other derogatory labels—between sending and receiving countries is not a new phenomenon, interoperable information sharing programs standardize the practice, thus expanding spaces of subordinate inclusion, exclusion, and risk globally.

In addition to heightened vulnerability to detention and deportation in the United States, criminal aliens who are deported carry the stigmatized identity back to their country of origin, potentially resulting in exclusion from labor markets, social rejection, and amplified susceptibility to victimization and state violence. Deportation is a transformative experience that, in addition to expelling an individual from one territory, affects one’s status in the home country. This is particularly true for migrants affixed with derogatory labels in the United States, who—as a consequence of the unterritoriality of law enforcement data—may carry that stigmatizing label across borders. Consequently,
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deportation serves as a mechanism of transnational stigmatization and policing rather than solely expulsion from one specific space.168

Interoperable surveillance systems increasingly connect disparate geographies and components of the global policing archipelago, including local law enforcement, federal law enforcement, and international partners. As such, both movement and full social participation in multiple spaces may become increasingly untenable for targeted individuals.

C. Implications for Interoperability

The full realization of the dystopic possibilities of bordering circuitry is contingent upon ideal operation of information systems. Nonetheless, there is inevitably a gulf between the planned operation of information systems and implementation. DHS’s crossjurisdictional interoperability initiatives have produced mixed results.169 LENS and CHIS require extensive interoperability modifications on each of the four levels—technological, data, human, institutional—identified by Palfrey and Gasser.170

Regarding the first two levels of interoperability, information sharing programs present recurring issues with technological and data interoperability, even between federal law enforcement agencies. Federal information system development has often proceeded with ad hoc interoperability, rather than in a strategically preplanned manner. Federal law enforcement agencies respond to new data storage and analysis needs by commissioning the development of a new information system, which may need to be made interoperable with existing information systems inherited from former agencies that no longer exist, including INS. Although system developers may attempt to make interoperability modifications, many inherited systems are “stove-piped,” or maintained by separate entities and lacking interoperability capacity, requiring system users to instead access and search multiple databases to triangulate data on a single target.171 Information sharing programs between
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federal law enforcement and local law enforcement, and between federal law enforcement and foreign partners, face compounded technological and data interoperability challenges.

In addition to technological and data interoperability, information sharing programs must address human and institutional interoperability issues, meaning that people have the will to collaborate and that they can make respective social institutions amenable. The structure of LENS addresses human interoperability issues in that it is designed to fit into local police routines. Under LENS, ICE identifies noncitizens who have transgressed criminal laws and alerts state and local law enforcement agencies, requiring minimal effort by local law enforcement. LENS exemplifies the Kalhan’s automated immigration policing models wherein law enforcement “deploy interoperable database systems and other technologies to automate and routinize the identification and apprehension of potentially deportable noncitizens in the course of ordinary law enforcement encounters and other moments of day-to-day life.”

Furthermore, LENS is conceptually interoperable with the increasing use of risk assessment and predictive techniques in local policing. These approaches rely on the shared premise that criminality can and should be predicted. For example, DHS rationalizes LENS notifications as assisting law enforcement “in narrowing the pool of potential suspects” in a given jurisdiction where “the particulars of a crime being investigated are similar to circumstances surrounding the violent or serious crime for which the individual was previously convicted.” This approach is strikingly similar to LAPD predictive policing paradigms that target individuals who “indicate a propensity to engage in at-risk behavior.” The LAPD sends letters to “high-risk” individuals in which the departments warns: “When certain types of crimes occur in areas we have connected to you, we will investigate the crime to determine if there are any patterns or similarities related to your past practice.”
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CHIS is consistent with this framing as well. DHS officials state that the CHIS information "better prepares foreign partners for potential public threats when the alien returns to their country" and "assist[s] ICE in making more informed decisions about aliens’ custody, detention, and overall risk to public safety and security while they remain in ICE custody or if they return to ICE custody in the future." The focus on criminal alien tracking allows immigration authorities to ground their work in a public safety and securitization mission, further conflating the issues of national security, public safety, and immigration control justifying ICE cooperation with criminal justice entities.

CHIS notifications move data across jurisdictions where legal definitions may vary, necessitating institutional interoperability, particularly pertaining to legal institutions. Because definitions of criminal transgression vary by legal system, the exchange of criminal history information between countries requires translation of legal codes and decision making about equivalent violations. The "criminal history matrix" described in CHIS protocols, which assists DHS personnel in mapping foreign partners’ criminal records information onto the U.S. context, is one concrete example of the tools DHS plans to use to achieve legal interoperability. According to a DHS document, the criminal history matrix “will identify the categories of crimes to be reported to ICE. Then, the criminal histories maintained by the foreign partners will be mapped to the established coding system in the matrix, and only the matched crimes will be entered into EID.”

The degree to which these efforts are ultimately successful, however, is unclear.

CONCLUSION

As immigration control in the United States becomes ever more organized around a securitization paradigm that ties together immigration enforcement, national security, and crime control, criminal aliens and immigrants with other derogatory labels are subject to increased scrutiny. Simultaneously, digital surveillance systems, databases, and information sharing programs have increased federal law enforcement agencies’ ability to store, process, and ultimately transfer information on suspect groups to domestic police and foreign partners. Global data flows push border control mechanisms outward and inward from the physical territories of international borders in particular geographic circuits.
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The two DHS information sharing programs reviewed in this Article—the Law Enforcement Notification System (LENS) and the Criminal History Information Sharing (CHIS) program—enable the U.S. Government to release information on criminal aliens to domestic law enforcement agencies and foreign governments. In the process, geographies of surveillance are constructed between jurisdictions in the United States, particularly states and regions with heightened immigration enforcement, into Mexico, Central America, and the Caribbean. Local police are thus integral to domestic immigration surveillance and the construction of internal borders. In exporting criminal history information to other countries, U.S. law enforcement officials influence policing and punishment practices in the global South. U.S. immigration surveillance programs contribute to discourses of criminalization and dynamics of immobilization and exclusion, albeit in ways that are limited by interoperability concerns.
**APPENDIX A: ACRONYM GLOSSARY**

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CBP</td>
<td>United States Customs and Border Protection</td>
</tr>
<tr>
<td>CHIS</td>
<td>Criminal History Information Sharing Program</td>
</tr>
<tr>
<td>DACS</td>
<td>Deportable Alien Control System</td>
</tr>
<tr>
<td>DHS</td>
<td>United States Department of Homeland Security</td>
</tr>
<tr>
<td>EAGLE</td>
<td>EID Arrest Guide for Law Enforcement</td>
</tr>
<tr>
<td>EID</td>
<td>Enforcement Integrated Database</td>
</tr>
<tr>
<td>ENFORCE</td>
<td>Enforcement Case Tracking System</td>
</tr>
<tr>
<td>ICE</td>
<td>United States Immigration and Customs Enforcement</td>
</tr>
<tr>
<td>INA</td>
<td>Immigration and Nationality Act</td>
</tr>
<tr>
<td>INS</td>
<td>Immigration and Naturalization Service</td>
</tr>
<tr>
<td>LENS</td>
<td>Law Enforcement Notification System</td>
</tr>
<tr>
<td>NCIC</td>
<td>National Crime Information Center Database</td>
</tr>
<tr>
<td>USCIS</td>
<td>United States Citizenship and Immigration Services</td>
</tr>
</tbody>
</table>